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About this Guide

About this Guide

The DAS (Distributed Antenna System) supervision module web interface allows the
monitoring, configuration, and commissioning of all the components managed by the DAS
supervision module.

This document provides instructions on how to remotely access the supervision module for
the monitoring (all users) and management (role-based capabilities) of the system. Users
with admins or superusers privileges will also find guidance on how to set the options for an
effective monitoring of the system.

For detailed descriptions of the software commissioning tools, which are available for users
with the admins privileges, refer to the JMA DAS Platform Local Commissioning User Guide.

What's New

This revision (rev.7) of the JMA DAS Platform Remote Monitoring and Management User
Guide describes release 4.3.6 of the DAS supervision module, which adds support for the
following new products:

* ED35B35TD, next generation dual-band optical transceiver, which operates in the
3450-3550MHz and 3700-3980MHz frequency bands (35B and 35T). See "NG OTRX Panel"
on page 125

* ED35B35TDM and ED35B35TDS, next generation dual-band Master and Secondary
Point-to-Point units, which operate in the 3450-3550MHz and 3700-3980MHz frequency
bands (35B and 35T). See "NG PtoP Master" on page 141 and "NG PtoP Secondary" on
page 144.

* RD35B35TWX2AT and RD35B35TWX2DT, next generation, dual-band, upgradable
10/20/40W, MIMO Software Defined Remote Units (SDRU), which operate in the
3450-3550MHz and 3700-3980MHz frequency bands (35B and 35T). See "NG RU and NG
SDRU Panels" on page 131

* RD35B35TWH2AT and RD35B35TWH2DT, next generation, dual-band, 5W, MIMO remote
units, which operate in the 3450-3550MHz and 3700-3980MHz frequency bands (35B and
35T). See "NG RU and NG SDRU Panels" on page 131

Release 4.3.6 of the DAS supervision module also introduces support for simulcast on
dual-band Secondary Point-to-Point unit. See "NG PtoP Secondary" on page 144 and
"Selecting the Dual-band NG PtoP Secondary Simulcast Configuration" on page 47.

JMA DAS Platform - Remote Monitoring and Management User Guide
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Accessing the DAS Supervision Module Web Interface

Accessing the DAS Supervision Module Web Interface

Note: When the DAS includes next generation point-to-point links, the DAS components
installed at the master unit location and the DAS components installed at the remote location
are managed by two separate supervision modules:

* The supervision module, which manages the DAS components installed at the master
unit location, including the next generation point-to-point master component.

* The remote supervision module, which manages the DAS components installed at the
remote location, including the next generation point-to-point secondary component,
distant optical transceivers, and all connected remote units.

You need to connect to the supervision modules separately to manage the entire DAS.
To access the supervision module web interface:
1. Start a web browser.

Note: In the web browser options it is advisable to set the security level to medium (or
lower) and disable the pop-up blocker, to correctly display the web interface.

2. In the URL bar, enter the IP address of the DAS supervision module.

Contact the network administrator to get the DAS supervision module IP address.

Note: For local connections, refer to the JMA DAS Platform Local Commissioning User
Guide and to the JMA DAS Platform Quick Start Procedure.

3. Press the Enter key on your keyboard.
* If a certificate error message appears (untrusted connection), bypass the warning page.
* If a Connection failed message appears:

* In the web browser options, check that the security level is set to medium (or lower)
and that the pop-up blocker is disabled.

* Make sure that:
- The DAS is turned on.
- The DAS IP address is correct.
- The network connection is available.

* Check the status of the VPN Server and the VPN connectivity.

JMA DAS Platform - Remote Monitoring and Management User Guide
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Accessing the DAS Supervision Module Web Interface

4. Enter the username and password of a registered account.

When the login panel appears, enter username and password of a registered account.
Contact the software administrator to get the parameters.

JMA
TEKO

Usemname

Login (light)

Note: Each user is assigned a role that is associated with a set of allowed capabilities.

The following table lists the capabilities associated with each role and the factory-set
username and password for each role:

User Role Factory-set Username and el
. Capabilities

(Community) Password

admins User name: admin Total control over all parameters.
Password: Password1l

superusers User name: superuser Control over all parameters except users table.
Password: Password1l

users User name: user Control over modules parameters, no supervision
Password: Password1l (SPV).

guests User name: guest Can read but not edit parameters of the system
Password: Password1 (read-only user).

5. Click either Login (full) or Login (light).
Note: For low data rate connections, select the light version option Login (light).
» Access Denied

If access is denied, check the username and password spelling, then log in with the correct
details.

Note:

Both Username and Password fields are case-sensitive; make sure to type the
username and password with correct upper-case and lower-case letters.

If you lose your account information, contact customer support. Refer to "Getting Help:
Technical Support Contact Information"” on page 147.

* Successful Login
After successful login, the user interface opens with the System panel displayed.

JMA DAS Platform - Remote Monitoring and Management User Guide
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User Interface Description

User Interface Description

The main elements of the supervision module web user interface (UI) are the following:

Physical Tree
—_——

Settings Menu
—_—

The Toolbar, at the top of the UI. See "Toolbar" on the next page.

The Physical Tree, on the left side of the UI, displays the hierarchy of the DAS
components managed by the supervision module and provides an at-a-glance view of the
alarm status of the whole DAS. See "Viewing the System Architecture" on page 18 and
"Viewing the Alarm Status of Managed Components" on page 21.

The Settings menu, below the Physical Tree, includes DAS monitoring, configuration, and
commissioning tools. See "Settings Menu" on page 15.

The Main panel, to the right of the Physical Tree. The content of the main panel changes
depending on the user's selection in the UI. See "Main Panel" on page 13.

The Status bar, at the bottom of the UI, displays:

» The status of the supervision module communication interfaces (WAN, LAN, VPN,
WWAN, Modem).

» The browser current date and time. Click the date and time to toggle between local time
and UTC.

» The relationship between icon color and alarm severity level (Help).

Toolbar

System-Name

R Main panel
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T
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Status bar
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User Interface Description

Toolbar

The Toolbar is located at the top of the supervision module UI.

£ Advanced = Print & admin (@ Logout

The Toolbar includes the following tools:

* Save
The Save tool is available when fields can be edited by users. Editable fields have a light-
blue background. When changes to editable fields are detected, the field background and
the Save tool turn yellow.
Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to save
all the changes in the page.

Yellow Save tool

There are unsaved changesin
the webpage. If you exit the
page changes will be discarded.

PR o ave &l

X Configuration read from device 2018-05-31 12:54:28

LT

1.13.2 TDTPOI (TDTPOI-19-D)
DAS TRAY PCS 1900 Duai

Type hex 00002E Communication state ®
Model hex 000000000105 Max severity e
Wersion 10 Active Alarms 0
Serial Number 140531357
Input field
Yellow background: not
Mame DasTray
yet saved change
Preset Dual SISO LMNA1 Current N ] Temperature [°C| 322
Mains Fault Ve LMNAZ Current ¥ ® Low Temperature ¥ &

High Temperature ¥ @

Input field

Light-blue background: no
changes or already saved

changes
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User Interface Description

= Advanced

The Advanced tool is available when the main panel includes alarms. Select the
Advanced tool to display enabled and disabled alarms. See "Enabling and Disabling
Alarms" on page 36.

Note: If an alarm is disabled its icon is always green.

Advanced tool

When selected, enabled/disabled
checkboxes are displayed next to

alarmicons.

FYl oFrint  @user @ Logout

X, configuration read from device 2018-05-31 12:54:28

BEFM 1132 TDTPOI (TDTPOI-19-D)

—

DAS TRAY PCS 1900 Dual

L
Identification

Alarm summary

Type hex D0002E Communication state [ ]
Model hex 000000000105 Max severity [ ]
‘version 10 Active Alarms o
Serial Number 140551357
Description
Name DasTray
Parameters Enable/disable checkbox
Preset Dual SISO B LHAT Current M@ Temperature [°C] %When selected, the alarm is
Mains Fault FiN ] LMA2 Current ¥ ® Low Temperature v @ enabled. If the alarm is disabled
High Temperature EN the icon is always green
* Print

Print the main panel of the current web page.

* <User name of the account currently logged in>
Select the account name to open the Edit User panel, which is available for all users to:
* View their account details: user name and role.

* Change their own password to access the application and for SNMPv3 authentication
and privacy. See "Changing Your Password and Username" on page 62.

Edit User

Manage single user parameters

User information

User name guest User role guests v
Password for login and SNMPv3 authentication Password for SNMPv3 privacy

SNMPv3 Authentication SHA v SNMPv3 Privacy AES v

Current Auth Password
Auth Password

Confirm Auth Password

Current Privacy Password
Privacy Password

Confirm Privacy Password

Note:

Admins: total control over all parameters

Superusers: control over all parameters but users table
Users: control over modules parameters, no SPV
Guests: can read but not edit parameters of the system

JMA DAS Platform - Remote Monitoring and Management User Guide
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User Interface Description

* Logout
Exit the supervision module user interface. You will be redirected to the Login page.

JMA DAS Platform - Remote Monitoring and Management User Guide
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Physical Tree

The Physical Tree displays the hierarchical architecture of the DAS components managed
by the supervision module. The Physical Tree is generated or updated after a discovery is
accepted. See "Discovering the DAS Components" on page 39.

J @ 10)DAS
L @ 1] MasterUnit
Il @ (1.1 Subrack

& @ 111TPSU
112 | TPSU
1.1.6 | TDTPQI
1.1.8 | TSYNC
1.1.10 | TSYNC
1.1.11 | Teko_System
2 | Subrack
121 NG OTRX
F @ 1211 NGRU

)

r

@
-1 © & e
00000

Each node in the Physical Tree is associated with an icon and an ID number. The icon
identifies the component type; the ID humber represents the component position in the DAS.
See "Viewing the System Architecture" on page 18 for a detailed description of the Physical
Tree device hierarchy.

To the left of the ID number, a color-coded icon gives immediate indication of the component
alarm status. See "Viewing the Alarm Status of Managed Components" on page 21 for details.
Click a node in the Physical Tree to display the main panel with detailed information about
the selected device.

Main Panel
The content of the main panel changes depending on the user's selection in the user
interface.
* Selection in the Settings menu
When you select a tool from the Settings menu, the main panel displays related content
and options. See "Settings Menu" on page 15 for details.
* Selection in the Physical Tree
* When you select the root node, the System panel provides information about the
supervision module and the entire managed System. See "Viewing the Global System
Configuration" on page 16.

JMA DAS Platform - Remote Monitoring and Management User Guide
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User Interface Description

* When you select a component of the DAS, the main panel provides detailed information
about the component. In the main panel, authorized users can set preferences and
operating parameters. See "Editing Parameters" on page 53.

At the top of the component main panel, a green bar indicates that the configuration of
the component is read from the device. If a previously generated inventory is available,
an Inventory button displays.

Load device configuration
from current inventory

B Inventory

The Inventory button allows users with admins or superusers role permissions to load
the device configuration from the selected Inventory. See "Creating and Managing
Inventory Lists" on page 56 and "Loading Device Configuration from Inventory" on
page 59 for details.

A red bar at the top of the web page indicates a lack of communication with the
component.

A Module not communicating

Alarms description and troubleshooting tips are also available clicking on alarm names.

Low Ternperature Trouk

Description
The module operating temperature is too low
Possible Cause Possible Solution
Low environmental temperature | Check ervironmental temperature

Inefficiency

JMA DAS Platform - Remote Monitoring and Management User Guide 14
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User Interface Description

Settings Menu

The Settings menu displays on the left side of the user interface, below the Physical Tree.

P Services and Security
% Notifications

@ Communication

‘ Alarm Log

Event Log
3’.‘ Users

(® Date and Time
Q Discovery

a Inventory
BB Massive Change Menu

@ Support

The Settings menu allows access to the following DAS monitoring, configuration, and
commissioning tools:

* Monitoring Tools

» Alarm Log. See "Viewing Alarms" on page 23.

» Event Log. See "Viewing Events" on page 27.
* Monitoring Tools Options

* Notifications. See "Setting Alarm and Heartbeat Notifications" on page 29.
* Device Management and Commissioning Tools

> Discovery. See "Discovering the DAS Components" on page 39

* Massive Change Menu. See "Editing Parameters with the Massive Change Menu" on
page 54.
Note: The Massive Change Menu is a useful tool for users with admins role
permissions to speed up the RF commissioning of Points of Interface (POIs) and remote
units. Refer to the JMA DAS Platform Local Commissioning User Guide for details.

* Inventory. See "Creating and Managing Inventory Lists" on page 56.
* Account Management Tools

» Users. See "Managing Accounts" on page 62.
* Network Configurations Tools

» Communication. See "Setting the Supervision Module Communication Interface for
Remote Management" on page 65.

» Services and Security. See "Setting the Network Security" on page 69.
» Date and Time. See "Setting the System Date and Time" on page 71.

JMA DAS Platform - Remote Monitoring and Management User Guide
This document contains JMA Wireless proprietary and/or confidential information.

15



Monitoring the System

Monitoring the System

This section describes the features available to all users for viewing:
* The global system configuration. See "Viewing the Global System Configuration" below.
* The system architecture. See "Viewing the System Architecture" on page 18.

* The alarm status of the system components. See "Viewing the Alarm Status of Managed
Components" on page 21.

* Details about active and cleared alarms. See "Viewing Alarms" on page 23.

* The system events. See "Viewing Events" on page 27.

Viewing the Global System Configuration

The System panel displays when you access the supervision module UI.

To return to the System panel from any other panel, select the root node at the top of the
Physical Tree. The root node is identified by this icon: (.

& Print & guest [ Logout

JMA | TEKO

System
@ Global System Configuration

Syslem description

22 @ 1110 TSPV Name System-Name
1l @12 Subrack Description System-Description
- fit @ 121 TAPOI
- it @ 122 TAPOI Software details System preferences
L it @ 123 TAROI
e —sninily Kernel Version 31053 Temperature unit Celsius v
E fit @ 124 TAPOI

k {it @ 128 TCPRIPO
I it @ 1210 TCPRIPOI

= it @ iz TAPOI

411 Max severity [ ]

] Alarm summary

L fit @ 1212 Tarol o buik 2020.01-21, 08:03.35, UTC Active alarms 1
= lll @ 13 Subrack . 4 . ; .
e 411 yr—
- it @ 132 TLF Uptime O days, 0 hours, 51 minutes, 26 seconds ;
it @133 maximum
rg s
[ @ @ 1311 AlarmBoard ) ! severity level of
§ @ 1312 RF Switch (TSW4 s ® Lansute @
L Switch (TSW4)
L 1Il @ 14 Subrack 1Pva A 10.150.5.217 Address 192.168.1.100 the alarms active
fit @ 14z TOTPOI " e .
r HH =l = MAC Address BC 53 CD:03: 11 6F terface E L4 for the DAS
10 Services and Security I 1955]  Ran 404 » Active alarms:
: Natifications o 208 number of the
Communication
& Aamiog Disk M 1622 290 alarms active for
[ Event Lot the DAS
Modem parameters
nd Time Operator 1TIM M tate )
10.187.50.211 L]
E h Chanae Menu
o ' VPN parameters
Inventory
BB Massive Change Menu e @
€ suppont 1086031

WAN @ LAN @ VPN @ WWA © Help (@ 2020-02-06 09:18:07 (Local)

The System panel includes the following information:

= System Name and Description - Users with admins or superusers role permissions
can modify the system name and description. See "Modifying the System Name and
Description" on page 43.
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Monitoring the System

* Software Details - Kernel Version, Ramdisk, Application version and build, Configuration
version.

* Uptime - Amount of the Supervision module (TSPV) uptime.
* Disk and RAM Info - Supervision module (TSPV) hard disk and RAM details.

* System preferences - Users with the admins or superusers role permissions can set
temperatures to display either in Fahrenheit or Celsius.

* WAN parameters - Status and settings of the Ethernet WAN (Wide Area Network)
Interface.

* LAN parameters - Status and settings of the Ethernet LAN (Local Area Network)
Interface.

* Modem parameters - Modem and WWAN (Wireless Wide Area Network) status and
settings. The Modem preferences button is available for all users to view the mobile
connection settings and for users with admins or superusers role permissions to
configure the wireless connection. The Modem commands button is available for users
with admins or superusers permissions to reboot the modem and restart the WWAN
connection.

* VPN Parameters - Status and settings of the VPN connection.

* Alarm Summary - Summary of the system current alarm status, detailing the maximum
severity level (color-coded icon) and the total number of alarms currently active in all
managed components.

The Reboot board, Restart processes, and Restore factory settings buttons are
available for users with the admins or superusers role permissions.

JMA DAS Platform - Remote Monitoring and Management User Guide 17
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Monitoring the System

Viewing the System Architecture

The Physical Tree displays upon the successful discovery of the DAS components. It
displays the hierarchical architecture of all the DAS components managed by the supervision
module. Click a node in the Physical Tree to display the main panel with detailed
information about the selected component.

- ||l @ [11Subrack
- 48 @[ 1110 Spv
- ||l @[ 1.3]5ubrack
“ JE @131 | 5FE (R-GSMI00)
-~ Il @714 Subrack
- Jf @141 SFE(DCS 1300)
- Il @15 Subrack
L @151 | SFE (UMTS 2100)
- Il @15 Subrack
- YW @151 DFE_EGSM
- | 1.12 | Subrack
- = O [0 | MU-OTRx
L 1.12.1.1 | RUSB2W
L. 2 @ (11214 |RU 2B VHP POLE TDD
- = @ 1125 |MU-OTRX
LB @[ 11251 | RU-3B VHP
L2 @ (11252 RU-3B VHP
- ft @[ 1127 | POI
- W @ 1128  TDFE-UMTS
- JJE @ 11211 | TDD Sync
- ||l @[ 1.13 | Subrack

Lo @[11312 |PSU-5

In the Physical Tree, each node is associated with an icon and an ID number. The icon
identifies the component type; the ID number represents the component position in the
System. See "Device Hierarchy" on the next page for details.

— @ 131 ] DAS Tray

/N N\

Component  Alarm Component Component

type icon icon position name

To the left of the ID number, a color-coded icon provides immediate indication of the
component alarm status. See "Viewing the Alarm Status of Managed Components" on
page 21.

JMA DAS Platform - Remote Monitoring and Management User Guide
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Monitoring the System

Device Hierarchy

I:' The root node is the System (position 0), which includes all the DAS components
managed by the supervision module. Clicking the root node takes you back to the system
page.

= The Master Unit (position 1) is a container node for all the DAS components.

= |lI Subrack. The position of the sub-racks is 1.x, with x=1 to 13. The sub-rack hosting
the supervision module is assigned position 1.1. The position of the other sub-racks
depends on the supervision module port connected to the sub-racks: for example, a
sub-rack position of 1.2 means that the sub-rack is connected to the supervision
module port 1, a position of 1.3 means that the sub-rack is connected to the supervision
module port 2.

The sub-rack is a container node for the following components:

» = Next generation optical sub-rack NG OTRX (ED35TD, ED35BD, ED35ID,
ED35B35TD).

- Next generation remote units (NG RU and NG SDRU) are contained within the
NG OTRX optical sub-rack.

The remote unit position includes the number of the NG OTRX optical port
connected to the remote unit.

LJ @0 pAs
L = @1 MasterUnit
Il @ 1.1 Subrack
& @111 TPSU
X @112 TPSU
tli @[ 1.16 TDTPOI
i @118 TSYNC
B @ 1110 TSYNC
%}'g. 1111 | Teko_System
Il @12 Subrack
L = @ [127|NG OTRX
L= @1211 NGRU

= Next generation master point-to-point NG PtoP (ED35TDM, ED35BDM,
ED35IDM, ED35B35TDM).

= Next generation secondary point-to-point NG PtoP (ED35TDS, ED35BDS,
ED35IDS, ED35B35TDS).

H Next generation Points Of Interface:

- Multi-band Points of Interface LP POI MB (IY7ES8E19AFD21, IY7ES8E19AF23D21)
- O-RAN Points of Interface POI ORAN (IO35ID21)

v

* Forced-air cooling unit, TFAN.

JMA DAS Platform - Remote Monitoring and Management User Guide
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Monitoring the System

’ 4" Power supply unit, SUB-PSU.

Note: The position of the SUB-PSU is 1.1.12 when the SUB-PSU is connected to the
supervision module in addition to other 12 monitored sub-racks.

* The following modules (position 1.x.y, where y is the module slot in the x active
subrack):

- ﬁg TSPV, supervision module for the management of the entire DAS. The module
is able to manage the sub-rack it is equipped in (master sub-rack, position 1.1),
the power supply subrack (SUB-PSU), up to other 12 active subracks, and all
connected remote units.

1 Points Of Interface, POIs, such as TDTPOI, TLPPOI, TAPOI, TCPRIPOL.

- Y Donor Front End (TDFE, TDFE-F).
g RF Switch, TSYNC modules, and Alarm Board.

- o" Power supply unit (TPSU).

=2 Optical modules: optical Tx/Rx (MU-OTRX) and Point to Point Master and
Secondary (TTRUPTP).

« & Remote units (RUs) are contained within MU-OTRX modules as they are
hierarchically lower. The RU position ID number includes the number of the
MU-OTRX optical port connected to the RU (1.x.y.z, where y is the MU-OTRX
slot in the x active subrack and z is the MU-OTRX optical port number).

Master Unit position (1)

Subrack position (1 to 13)
MU-OTRX position in the
subrack (slot 1 to 12)

=@ 1311 |RUSB2W

L Number of the MU-OTRX optical
connector the remote unit is
connected to (1 to 4)

Note: The add-on remote unit connected to the port 1 (DL1/UL1) of the
TTRU2W-S-M-C2 optical module is assigned z = 3; the add-on remote unit
connected to the port 2 (DL2/UL2) of the TTRU2W-S-M-C2 is assighed z = 4.
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Viewing the Alarm Status of Managed Components

The Physical Tree provides an at-a-glance view of the alarm status of all managed

components.

i

@ 1 | MasterUnit

Il @ 1.1 5ubrack
= @ 115|PTP
= @ 117|PTP

of @[ 1710 Spvi
Il @ 1.7 Subrack

- ®
L =

= |ll @19 Subrack

L g @[1912|P5SU-5

= |ll @ 1.105ubrack

- $lf @[ 1103 | DAS-Tray
L =2 @[1.105 |PTP
Il @112 5ubrack

L Y @171 |DFE_EGSM

- $lt 1121 | LR POI

- = 1126 | PTP

— 3t 1128 | TAPQI-DCS-F
4l 14210 | POl

In the Physical Tree, each node is associated with an icon, which identifies the component

type. To the right of the component-type symbol, a color-coded icon provides immediate
indication of the alarm status of each component. See "Alarms Severities" on page 25 for
descriptions of alarm severities and their associated color.

— @/ 131 DAS Tray

/N N\

Component Alarm Component

type icon icon position

\

Component
name
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Alarms Propagation

The color-coded icon is displayed next to the node that generated the alarm and also next to

hierarchically higher nodes. When multiple alarms are active, the most serious alarm is

propagated.

Alarm propagation helps users to recognize active alarms and their source.

The following figure shows an example of alarm propagation:

The most serious alarm (critical,
generated by the subrack hosting the not

communicating components) is propagated

The alarm is displayed next to

each icon hierarchically higher

@ [0 System

t

The subrack generates a critical

alarm

t

The components are not

communicating

15 E{. 1 | MasterUnit
] 11 | Subra

The alarm is displayed next to

the icon hierarchically higher

The TDD Sync generates a

major alarm

| ® ck
— @ 1.15|PTP
= @ 117 |PTP
Of @ 1.1.10 | Spvi
- Il @ 1.7 Subrack
L Y @ 171 |DFE_EGSM
~ Il @ 1.9 Subrack
L g @ 1912 PSU-S
- Il @ 1.10 | Subrack
\ ':"T @ 1103 DAS-Tray
= @ 1105 |PTP
- i“:. 1.12 | Subrack
- it 1121 |LP POI
- = 1.12.6 | PTP
- it 1128 | TAPOIDCS-F
= {lt 11210 | POI
= | 1.13 | Subrack
- = @ 1131 | MU-OTRX
t = @[ 11311 |RUSB2W
< @ 1.13.1.4 |RU 2B VHP POLE TDD
- = @ 1133 MU-OTRX
- B 1135 | TOD Sync
- it @ 1127 POI
- Y @ 1.135  TDFE-UMTS
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Viewing Alarms

In the Settings menu, select Alarm Log to open the Alarm Log panel, which includes:

* The Alarm log Table, which reports detailed information about the active and cleared
alarms that have been triggered in managed components.

* The Summary of the current DAS alarms listed in the Alarm log Table.

* Commands and Filters to manage the Alarm log Table logs.

Alarm Log
Alarm system information

Summary Commands and filters

Max severity ® Active alarms

Total alarms 9 Ceased alarms

Active alarms 1
Ceased alarms 8

Alarm log Table

% Address + Module Type + Alarm Id + State + Severity ~ Start Time %+ End Time

Alarm Details
The Alarm log Table lists active and cleared alarms occurred in the DAS.

Note: Users with admins or superusers role permissions can clear alarms from the Alarm
log table. The Alarm log Table includes all the alarms occurred in the DAS, after the last
Clear ceased alarms or Clear all alarms command.

In the table, alarms are sorted by time. When a new alarm occurs, a row displaying the alarm
details is added at the top of the table. The Alarm log Table can be sorted on a particular
column clicking the header of the column.

Each alarm entry provides the following information:

* Address and Module Type - Information about the component that generated the
alarm.

The Address is the position of the component that generated the alarm in the DAS, as
displayed in the Physical Tree (see "Device Hierarchy" on page 19). Clicking the address
opens the panel with the details of the component.

Alarm Id - Name of the alarm.

State - Alarm status, either Active or Ceased.
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* Severity - Severity of the alarm. For active alarms, the row background color is related to
the alarm severity: warning, minor, major, or critical. Ceased alarms have a green
background. See "Alarms Severities" on the next page for the relationship between icon
color and alarm severity.

= Start Time - Date and time when the alarm occurred.

* End Time - Date and time when the alarm ceased (if applicable).

Alarm log Table
+ Address + Module Type = Alarm Id s State s Severity ~ Start Time + End Time

Address and Type of the module | Alarm Id, State (active/ceased), and | Date and time Date and time when

that generated the alarm. Severity when the alarm the alarm ended

The Address is the component occurred (ceased alarms)

position in the DAS, as displayed Time is displayed in local time standard

in the Tree View (time zone where the PC used for
monitoring resides)

Refer to the JMA DAS Platform Troubleshooting Charts for a detailed description of the alarms
that can occur in the DAS.
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Alarms Severities

In the supervision module user interface, each alarm is associated with a color to immediately
identify its severity level (that is, how serious the problem is).

Four service-affecting levels of severity are managed by the software: warning, minor,

major, and critical, according to the ITU X.733 recommendation (CCITT Recommendation
X.733 - "Alarm Reporting Function").

The following table describes the alarm severities and their associated color:

Alarm
Severity

Color Fault Description Corrective Action Required

Critical Red The problem compromises functionality, |Immediate action needed.
and service cannot be provided.

Major Orange | The problem is affecting functionality, Urgent action needed, to prevent more
but the service can still be provided. serious fault.

Minor Yellow The problem might affect functionality Monitor situation carefully.
but is not yet affecting it. Corrective actions may be needed to

prevent more serious fault.

Warning Blue The problem does not affect Investigate further during scheduled
functionality. maintenance.

- Green No alarm / cleared alarm. -

- Gray Indeterminate alarm status due to lack of |~

communication: the severity level cannot
be determined.

Alarms Summary

In the Summary pane, you can view a summary of the alarms occurred in the DAS and listed
in the Alarm log Table:

= Total alarms - Number of active and cleared alarms.
*= Active alarms - Total number of active alarms.
* Ceased alarms - Total number of ceased alarms.

* Max Severity - The Max Severity icon shows the highest severity level of active alarms.
See "Alarms Severities" above for details.

Note: Users with admins or superusers role permissions can clear alarms from the Alarm
log Table. The Alarm log Table includes all the alarms, recorded after the last Clear ceased
alarms or Clear all alarms command.

Commands and Filters
* To filter alarms to display in the Alarm log Table:

» Clear the Active alarms and Ceased alarms check boxes to filter the records to
display.

» Select the Active alarms and Ceased alarms check boxes to remove filters.
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" To download alarms:

Click the Download alarms button to download the list of alarms as a Comma Separated
Value file (.csv).

* To synchronize the table on the SNMP manager with the current Alarm log Table:

* Click the Resync active alarms button to synchronize active alarms on the SNMP
manager.

* Click the Resync all alarms button to synchronize all alarms (active and ceased) on
the SNMP manager.

* To clear alarms from the Alarm log table (users with admins or superusers role
permissions):

* Click the Clear ceased alarms button to remove cleared alarms from the Alarm log
Table.

* Click the Clear all alarms button to remove all the alarms from the Alarm log Table.

JMA DAS Platform - Remote Monitoring and Management User Guide
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Viewing Events

In the Settings menu, select Event Log to open the Event Log panel, which includes a
summary of the events occurred in the DAS and a list providing details about each event.

Note: Events do not cause DAS service interruption.

Event Log

List of all events recarded by the system

Remote log
Enabled Address Port Protocol Severity

a 10.150.5.131 514 upp v All A4
d 0.0.0.0 514 UDP ~ All ~
a 0.0.00 514 upp ~ All v
a 0.0.00 514 upp ~ All A4
O 0.0.0.0 514 UDP v All A4

Filters

Communication (930) Description

User actions (1380) Severity All ~

Processes (0) From (yyyy-mm-dd hh:mm)

Restarts (95) To (yyyy-mm-dd hh:mm)
Others (0) Y Apply filters

Summary

Total events 2405 & Download all events

Filtered events 2405 & Download filtered events

Event Table

Events per page 20 »

<
&

- Time %+ Event Type + Severity + Description

The Event Log view includes the Remote log table, which allows users with admins or
superusers role permissions to enable and configure up to five external Syslog servers to
collect the events recorded by the system. See "Configuring Remote Log Servers" on

page 34.
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Event Details
The Event Table lists the events logged by the system.

The Event Table can be sorted by clicking the header of the column to sort rows by (Time,
Event Type, Severity, and Description).

Each item in the list describes an event, providing the following information:
* Time - Date and time when the event occurred.
* Event Type - Type of event.

Note: The User actions event type allows tracking each access to the system and each
configuration change.

* Severity - Severity of the event.

Event Severity Color

Critical Red
Major Orange
Minor Yellow
Warning Blue
Info Green

* Description - Description of the event.

Summary, Commands, and Filters
* Summary of the Events Occurred in the DAS and Filters
* Total Events - Total number of the events logged by the system.
* Filtered Events — Number of filtered events.
* In the Filters pane, several filtering options are available to filter the events listed in
the Event Table.

Note: The User actions event type filter allows tracking each access to the system and
each configuration change.

= Commands

* Click Download all events to download the list of all the events occurred in the DAS as
a Comma Separated Value (.csv).

* Click Download filtered events to download the list of filtered events as a Comma
Separated Value (.csv).
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Setting the Monitoring Options

This section describes the following monitoring options, which can be set for an effective
monitoring of the DAS:

Notifications can be forwarded to periodically test the system availability and to alert
operators when alarm events occur in the system. See "Setting Alarm and Heartbeat

Notifications" below.

Remote Log Servers can be configured to collect the events recorded by the supervision.
See "Configuring Remote Log Servers" on page 34.

Alarms can be enabled and disabled. See "Enabling and Disabling Alarms" on page 36.
Entries to be included in the SNMP alarm table can be selected. See "Selecting the SNMP
Alarm Table Entries" on page 37.

Setting Alarm and Heartbeat Notifications

SNMP traps and SMS alerts can be forwarded to periodically test the system availability and
to alert operators when alarm events occur in the DAS.

Note: The following configuration options are available for users with admins or
superusers role permissions.

Enabling SNMP Traps

1. In the Settings menu, select Notifications to access the Notifications panel.

2. From the Trap mode drop-down list, in the Traps pane, select either SNMPv2c or
SNMPv3 to enable alarm notifications to be sent out.

Last sent 2023-05-03 00:01 Trap mode SNMPv2c v

Interval (hours) 12

Trap mode

Trap notifications can be enabled to alert

operators when alarm events occur in the DAS.

3. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to
save changes.

Setting Heartbeat Notifications

1. In the Heartbeat pane, set the time Interval (hours) between heartbeat
notifications.
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2. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to
save changes.

Note: When the heartbeat interval is set to 0 (zero) heartbeat notifications are disabled.

Last sent 2023-05-03 00:01 Trap mode SNMPV2C v

Interval (hours) 12

Heartbeat

» Last sent: date and time of the last Heartbeat
message sent.

» Interval: time interval (hours) between
KeepAlive messages. When the Interval is set to

0 (zero) KeepAlive notifications are disabled.
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Setting Alarms and Heartbeat Trap Destinations
In the Trap notifications table, you can set up to five trap destinations to receive SNMP
notifications.
1. Add each trap receiver as follows:
a Setthe IP address and Port of the SNMP trap destination.

Note: When the DAS is part of a Network managed via JMA Operation Management
Centre (OMC), the OMC Server IP address can be set as one of the recipients of the
SNMP trap notifications, in order to optimize the alarm monitoring of the DAS (refer
to the OMC Software Installation and Configuration Guide).

b Select the User/Community that is sending the trap (SNMPv3 Trap Mode only).

c From the Alarm severity drop-down list, select the minimum alarm severity for
notifications to be sent out. Only the events of equal or higher severity level cause
the trap notification to be sent out.

d Select the Alarm check box to enable SNMP traps to be forwarded to the trap
destination.

e Select the Heartbeat check box to enable heartbeat notifications to be forwarded to
the trap destination.

TRAP notifications

IP address Port User Alarm Alarm severity Heartbeat
0.0.0.0 162 admin warning v
0.0.0.0 162 admin warning v
0.0.0.0 162 admin warning v
0.0.00 162 admin warning v
| 0.0.0.0 162 " admin ” ”warning v ”
IP address Port User Alarm Alarm severity filter | Hearbeat
IP Address and port of each SNMP trap User that is Enable/ A minimum alarm Enable/
destination sending the disable severity level can be | disable
trap (SNMPv3 |alarm associated with each | hearbeat
Trap Mode) notifications | notification: only the | notifications

alarms of equal or
higher severity level
cause the notification
to be sent out.

2. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to
save changes.
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Setting SMS Notifications

In the SMS notifications table, you can set up to five operators’ phone numbers to
receive SMS alarm and heartbeat notifications.

1. In the Settings menu, select Notifications to access the Notifications panel.

SMS notifications

Operator number Alarm Alarm severity Heartbeat
+393249500000 warning v
+000000000000 _ warning v U
+000000000000 — warning v 0
+000000000000 0 warning Ve O
+000000000000 0 warning v O

I relerences I | | I " I

Operator number Alarm Alarm severity filter Hearbeat
Phone numbers set as SMS Enable/disable SMS | A minimum alarm severity level | Enable/disable
recipients for alarm notifications |notifications check | can be associated with each hearbeat
box notification: only the alarms of | notifications

equal or higher severity level
cause the SMS notification to
be sent out

2. Add each SMS recipient as follows:
a In Operator number, insert the recipient's phone number.

b From the Alarm severity drop-down list, select the minimum alarm severity for
SMS notifications to be sent out. Only the events of equal or higher severity level
cause the notification to be sent out.

¢ Select the Alarm check box to enable SMS notifications.
d Select the Heartbeat check box to enable heartbeat notifications.

3. Click the Preferences button to select information to be included in the SMS

(Notification fields) and to select the SMS notification format preferences (Notification

format).
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£+ Advanced d=h Print & admin
SMS Notifications Preferences
Manage SMS notifications configuration
Notification fields
Field Display on active Display on ceased
System name
Module type O O
Module type name O O
Module address
Module name
IModule description O O
Alarm name
Alarm id ] O
Alarm severity name
Alarm severity id O O
Alarm start/end time
Notification format
Multiple notifications per sms Field separator ;
Field header

4. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to

save changes.
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Configuring Remote Log Servers
Note: The following configuration options are available for users with admins or

superusers role permissions.

1. In the Settings menu, select Event Log.

In the Remote Log table, you can configure and enable up to five external Syslog servers
to collect the events recorded by the supervision module.

N Event Log
List of all events recorded by the system
Remote log

Enabled Address Port Pretocol Severity
O 0.0.00 514 UDP v All ~
O 0.0.00 514 UDP v All ~
O 0.0.0.0 514 UDP  ~ All A
O 0.0.0.0 514 UDP ~ All A
O 0.0.0.0 514 UDP ~ All v

2. Insert the Address of the remote syslog server to receive the logs.
The address can be either a fully qualified domain name (FQDN), or an IPv4 or IPv6
address.

3. Insert the Port for syslog service on the server (1 to 65535).
Verify the syslog server configuration to set the correct port number.

4. From the Protocol drop-down list, select the protocol to be used for log forwarding, either
UDP, or TCP, according to the syslog server configuration.

5. From the Severity drop-down list, select the events to be forwarded to the syslog server:

* AIll: All the events logged by the supervision module and listed in the Event Log table (see
"Viewing Events" on page 27) are forwarded to the syslog server.

* > = Critical, > = Major, > = Minor, >=Warning: Only the events of equal or higher
severity level are forwarded to the syslog server. For example, if you select "> = Major",
only the "Major" and "Critical" events are sent out.

6. Select the Enabled check box to enable event logs to be forwarded to the syslog server.

7. Click the yellow Save tool or press the Enter key on your keyboard to save changes.
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Note: Each Syslog message includes a priority, calculated using facility and severity values.

For SPV events:

* The facility is 17 (locall).

* The severity depends on the severity of the supervision event. The conversion is as

follows:

SPV event severity |Syslog event severity

Critical 1: ALERT
Major 2: CRITICAL
Minor 3: ERROR
Warning 4: WARNING
Info 5: NOTICE
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Enabling and Disabling Alarms

Note: The following configuration options are available for users with admins, superusers,
and users role permissions.

Alarms can be enabled or disabled in the detail panel of each component as follows:

In the Physical Tree, select the DAS component to display its details panel.
In the Toolbar, select the Advanced tool to display check boxes next to the alarm icons.

Select the check box next to an alarm to enable the alarm. The Save tool in the toolbar
turns yellow.

To disable an alarm, deselect the check box. The Save tool in the toolbar turns yellow.
Note: If an alarm is disabled, the icon is always green.

Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to save
changes.

Advanced tool

When selected, enabled/disabled
checkboxes are displayed next to

alarm icons.

X configuration read from device 2018-05-31 12:54:28

TN

1.13.2 TDTPOI (TDTPOI-19-D)

__ 1 DaS TRAY PGS 1900 Dusl

Type hex 00002E Communication state [ ]

Model hex 00000000005 Max severity 9

“ersion 10 Active Alarms 0

Serial Number 140551357

Eleacripmn

Name DasTray

Parameters Enable/disable checkbox

Preset Dual S\SOlZl LMAT Current ¥ @ Temperature [°C) S‘QZ/When selected, the alarmis

Mains Fault 7 ® LMAZ Current 7 @ Low Temperature ¥ & enabled. If the alarm is disabled
High Temperature ¥ @ the icon is always green
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Selecting the SNMP Alarm Table Entries

Note: The following configuration options are available for users with admins or
superusers role permissions.

1. In the Settings menu, select Services and Security.

2. In the SNMP pane, select the alarms to be included in the alarm table, retrieved by the
SNMP agent embedded in the supervision module, when an authorized SNMP manager
sends the request.

Services and Security

Firewall, network services and ports configuration

Firewall Security overview

Firewall active ® Current situation [ ]

Services

Service Protocol Port Security

File Transfer SFTP v 22 [ ]
Shell mode SSH v 22 [ ]
Web access HTTPS v 443 [ ]
SNIMP SNMPv3 v 161 ]
Tunnel Tunnel v 5556 [ ]
Incoming Ping
Interface Allowed

WAN O

LAN

VPN 0

SNMP

Alarm table entries Active + Ceased v

Two options are available:

» Active+Ceased: All the records in the Alarm Log Table (see "Viewing Alarms" on
page 23) are included in the SNMP table.

» Active: Only active alarms are included in the SNMP table.

3. Click the yellow Save tool or press the Enter key on your keyboard to save settings.
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Managing Devices

This section describes how to:
* Identify the DAS components. See "Discovering the DAS Components" on the next page.

* Change the system name and description. See "Modifying the System Name and
Description" on page 43.

* Assign names to the DAS components. See "Assigning Names to the DAS Components" on
page 44.

* Select the proper NG OTRX Simulcast Configuration. See "Selecting the NG OTRX
Simulcast Configuration" on page 45.

* Select the proper Simulcast Configuration for the Dual-band NG PtoP Secondary. See
"Selecting the Dual-band NG PtoP Secondary Simulcast Configuration" on page 47.

* Set the Next Generation Point-to-Point link RF gain. See "Adjusting the Next Generation
Point-to-Point Link RF Gain" on page 48.

* Set the Point-to-Point link RF gain. See "Adjusting the Point-to-Point Link RF Gain" on
page 49.

* Set external alarms and relays. See "Setting External Alarms and Relays" on page 50.
* Edit parameters. See "Editing Parameters" on page 53.

* Create and manage inventory lists. See "Creating and Managing Inventory Lists" on
page 56.

* Load configuration of devices from a previously generated inventory. See "Loading Device
Configuration from Inventory" on page 59.

* Power cycle (reset) remote units. See "Power Cycling a Remote Unit" on page 60.

* Enable and Disable RF for the Remote Unit Downlink Path. See "Enabling or Disabling RF
for the Remote Unit Downlink Path" on page 61.
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Discovering the DAS Components

To manage the physical components connected to the supervision module they must first be

identified.

Two tools are available for users logged in with the admins or superusers role to search
and identify the physical components of the DAS: Discovery full and Discovery

incremental.

* Select the Discovery full tool to identify the components of never discovered systems.

Note: If a previous discovery already exists, the Discovery full tool updates the entire
DAS architecture. When the new full discovery is accepted, all existing configuration
data, inventory lists, and alarm logs are cleared. Components that are not

communicating with the DAS supervision module are removed.

* Select the Discovery Incremental tool to keep the discovered topology current. The
Discovery Incremental tool only detects and identifies new devices. Current

configuration data (Alarm Logs and Inventory Lists) are still available.

Note: Discovery tasks are shared with all connected users, whose activity will stall until the

operation is complete.

Identifying the Components of Never Discovered Systems

1. In the Settings menu, select Discovery to open the Discovery panel.

@ Services and Security
% Notifications

@ Communication

‘ Alarm Log

Event Log
"‘-‘ Users

(® Date and Time

Q, Discovery

a Inventory

B Massive Change Menu

@ Support

2. In the Discovery panel, click Discovery full.

Discovery

Operations
Q, Discovery full
@, Discovery incremental

Search new modules in the system

Current State

Last discovery

2023-04-12 10002

3. In the Please Confirm dialog box, click Proceed.
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If the discovery process is successful, the hierarchical architecture of the DAS components
displays in the New Tree pane.

4. Verify that all expected components are listed in the tree.
If not all expected devices are found by the discovery, check connections and power
supply, then repeat the discovery.

5. Click Accept discovery to accept the discovery.

The supervision module uploads the names of all the detected components and the Full
discovery dialog box displays.

Full disc

O Daeration completed with success.

6. In the Full discovery dialog box, click Ok to complete the discovery.

Note: The discovery must be accepted to unlock the supervision system. Only after the full
discovery is accepted, inventory lists and alarm logs, if any, are cleared, and the supervision
module starts collecting the DAS alarms.

The discovered DAS physical components are populated in the Physical Tree only after the
discovery is accepted. A progress bar below the Physical Tree indicates the progress of the
operation.

Identifying the Components for Already Discovered Systems

If the physical network changes, use the Discovery incremental tool to keep the
discovered topology current.

Note: The Discovery Incremental cannot be completed successfully when the DAS
includes the following components:

* MU OTRX with version 8 or lower.
* Optical sub-rack NG OTRX.
* Next Generation remote units (NG RU and NG SDRU).

When the DAS includes these components use the Discovery full tool to identify new
components. See "Discovery Full" on the next page.

* Discovery Incremental
The Discovery incremental tool is suitable for:
* Master Unit components added to an already discovered DAS.
* Remote units added to an already discovered DAS.

* Swapped remote units, replacing even different models of remote units.

1. In the Settings menu, select Discovery to open the Discovery panel.
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. In the Discovery panel, click Discovery incremental. The Please Confirm dialog

box displays.

. In the Please Confirm dialog box, click Proceed. If the discovery process is

successful, the hierarchical architecture of the entire DAS displays in the New Tree
pane.

4. Verify that all expected components are listed in the tree.

6.

. Click Accept discovery to accept the incremental discovery. The Discovery

successful dialog box displays.
Click Ok to complete the discovery.

Note: The Discovery incremental tool detects and identifies only new devices,
current configuration data (Alarm Logs and Inventory Lists) are still available.

* Discovery Full
The Discovery full tool is necessary for:

»

»

»

Master unit components, replaced with components of another type.

Systems equipped with MU OTRX modules version 8 or lower (the incremental
discovery cannot be completed successfully).

Systems equipped with NG OTRX and NG remote units (the incremental discovery
cannot be completed successfully).

Swapped MU OTRX modules.

Note: When a previous discovery already exists, the Discovery full tool updates the

entire DAS architecture. After the discovery is accepted, current configuration data,
existing inventory lists, and alarm logs are cleared. Components that are not
communicating with the DAS supervision module are removed from the tree.

1. In the Settings menu, select Discovery to open the Discovery panel.
2. In the Discovery panel, click Discovery full. The Please Confirm dialog box

displays.
Carefully read the warning in the box.

Current configuration data, inventaries and alarm log will be lost.

Also not communicating modules can be lost please check tree before
accepting configuration.

For mare information please check the user manual.

This operation may take up to few minutes to complete.

Cancel
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3. In the Please Confirm dialog box, click Proceed. If the discovery process is
successful, the hierarchical architecture of the entire DAS displays in the New Tree
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T o Current State
Limeits
LEe: 2017-10-05 18:38
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nei
=0
=@
it @ ®
To! =
e e
ol | JRKE =
fit ta:o-
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- it @ il e 5 1 LEe
it L @ @ 1.41)SFE (DCS 1800) U1 IRk
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4. Verify that all expected components are listed in the tree.

New tree generated by a
full discovery (previously
discovered DAS)

When the DAS has already
been discovered, the
Discovery full updates the
whole DAS architecture:
components that are not
communicating cannot be
discovered.

Note: If not all expected devices are found by the discovery, check connections and

power supply, then repeat the discovery.

5. Click Accept discovery to accept the discovery. The Full discovery dialog box

displays.

Full disc

O Oaeration completed with success.

6. In the Full discovery dialog box, click Ok to complete the discovery.
Note: The discovery must be accepted to unlock the supervision system.
Only after the discovery is accepted, inventory lists and alarm logs, are cleared, and

the supervision module starts collecting the DAS alarms.

The discovered DAS physical components are populated in the Physical Tree only
after the discovery is accepted. A progress bar below the Physical Tree indicates

the progress of the operation.
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Modifying the System Name and Description

Note: Users logged in with the admins or superusers role can modify the system name and
description.
1. Select the root node at the top of the Physical Tree to open the System panel.

The root node is identified by this icon: [d.

2. In the System Description pane, enter the new name and description.

System description

Name SystemMName

Description System-Description

The following characters are allowed:
» Lowercase letters (a through z)
» Uppercase letters (A through 2)
» Base 10 digits (0 through 9)
» Hyphen (-) and underscore (_)
The application input validation feature warns users if invalid characters are entered and
details what input is expected for the field.
The Save tool in the toolbar and the background of modified fields turn yellow to highlight

unsaved changes.

3. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to assign
the new name and description to the DAS. The new system name is displayed in the

Physical Tree.
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Assigning Names to the DAS Components

Note: Users logged in with the admins, superusers, or users role can assign names to the
DAS components.

1. In the Physical Tree, select the component to display its details panel.
2. In the Name field, type a descriptive name for the node.

The following characters are allowed:

» Lowercase letters (a through z)

» Uppercase letters (A through Z)
» Base 10 digits (0 through 9)

» Hyphen (-) and underscore (_)

The application input validation feature warns users if invalid characters are entered and
details what input is expected for the field.

The Save tool in the toolbar and the background of modified fields turn yellow to highlight
unsaved changes.

JMA | TEI(D £ Advanced & Print & admin (@ Logout
= @ (0| Teka_System
L = @1 MasterUnit X, configuration read from device 2018-06-01 12:51:46
Il @ 1.1 sunrack
= 25
L = @ 111 TTRUPTP M ’"% 1.1.4| TDTPOI (TDTPOI-25-D)
-t @ 114 TDTPOL ; DAS TRAY UMTS 2500 TDD Dual

-t @116 TAPOI2

F = @117 |PTP-M2
-t @ 1110 TAPOI S

L of @[ 1.1.1 | Teko_System
Il @ 110 Subrack

F = @ 1101 | TTRUPTP
F =@ 1105 |MU-OTRx Type hex 0o002e Communication state [ ]
F =@ 1107 |MU-OTRX

|dentification Alarm summary

Madel hex 000000000129 WMax severl

L= @ 11073 | MMOZ_US_bands ty ®
-t @[ 1109 TAPOI 1 Wersion 7 Active Alarms i}
~ Hit @[ 11007 DasTray 1 Serial Nurnber 1000642001

Description

Name Das Tray 2500T0D

3. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to assign

the new name to the DAS component. The name assigned to the component is displayed in
the Physical Tree.

Note: The names of active points of interface (POIs) and remote units can be set either
individually, in each component panel, or globally, accessing the Massive Change Menu. See
"Editing Parameters with the Massive Change Menu" on page 54.
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Selecting the NG OTRX Simulcast Configuration

Note: Users logged in with the admins, superusers, or users role can select the NG OTRX

(Next Generation Optical Transceiver) simulcast configuration.

1. In the Physical Tree, select the NG OTRX to display its details panel.

; Configuration read from device 2023-08-23 09:05:30

1.2.1 NG OTRX (ED35BD)
Optical Transmitter/Receiver for Master Unit, Auction 110, MIMO 2x2, 4 Sectors 8OUT, WDM

e i

RF Path Mapping

o e"cd"d 6 b b e

N

Type hex 00005C Communication state

Model hex 000000000002 Max severity

Version 12058 Active Alarms

Serial Number 1043643004

Board Temperature ['C] 40 Low Temperature @ TDD Unlock

Core Temperature ['C] 67.3 High Temperature [ ] Clock Distributor Unlock
Mains Fault @  InitFailure

Configuration Configuration 1 v
/ Al ] p ] o o o
Yoo n2 Py o o Py ° o
A o—frmnst” | o B1 ° ° o ° o ° ° ° o ° o o o
B D B2 ° ° ° ° ° ° ° ° ° ° ° ° o
C O Cc1 ° ° ° ° ° L] ° o ° ° ° ° °
D oo, e c2| 0o ° ° ° ° o ° o o o ° o °
R |~ D1 o 1) o ] ® )
Conf. 1\ D2 ° ® 1Y ° ) )
Al1-1211
Opt. Link state LC fiber v Rx Optical Low A1 ] Opt. Link state Absent Rx Optical Low A2
SFP Temperature ['C] 54 4 Loss of Sync A1 [ ] SFP Temperature ['C] -128 Loss of Sync A2
Opt. Power Tx [dBm] -03  RU Type Mismatch A1 [} Opt. Power Tx [dBm] 70| RU Type Mismatch A2
Opt. Power Rx [dBm] -38 RU1 addr.  feB80::1a45:b3ff.fe90:71e Opt. Power Rx [dBm] -70
Alarm summary RU1 @
RF Path A
Attenuation UL1 [dB] o Attenuation DL1 [dB] 0 Attenuation UL2 [dB] o Attenuation DL2 [dB]
RMS Power Max A UL1 @®  Overdrive ADL1 @  RMS Power Max A UL2 @  Overdive ADL2
Current A UL1 [ ] Current A UL2 @
Opt. Link state Absent v Rx Optical Low B1 [} Opt. Link state Absent v Rx Optical Low B2
SFP Temperature ['C] -128 Loss of Sync B1 (] SFP Temperature ['C] -128 Loss of Sync B2
Opt. Power Tx [dBm] -70 RU Type Mismatch B1 [ ] Opt. Power Tx [dBm] -70 RU Type Mismatch B2
Opt. Power Rx [dBm] -70 Opt. Power Rx [dBm] -70
RF Path B
Attenuation UL1 [dB] 0 Attenuation DL1 [dB] ] Attenuation UL2 [dB] 0 Attenuation DL2 [dB]
RMS Power Max B UL1 [ ] Overdrive B DL1 [ ] RMS Power Max B UL2 [ ] Overdrive B DL2
Current B UL1 [ ] Current B UL2 @

2. In the RF Path Mapping pane, select the proper simulcast configuration from the

Configuration drop-down list or choose a diagram. The diagram describes how RF signal

is distributed to the connected remote units (RF path mapping).

When you select a configuration from the drop-down list, the diagram that corresponds to

the selected configuration is highlighted. You can choose between eight different

simulcast configurations.

Note: Refer to the system design to select the appropriate configuration.
Configuration 1 is the default factory configuration. If Configuration 1 (default) is

selected, the highlighted Conf. 1 diagram shows that the signal from four different MIMO
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2x2 cells will be simulcast by the NG OTRX transceivers (A, B, C, D) to four different pairs

of remote units, connected to the NG OTRX optical ports (A1, A2, B1, B2, C1, C2, D1, D2).
Note: Changing the simulcast configuration has no impact on the RF link: no attenuation

adjustment is needed.

In the JMA DAS Platform Master Unit Installation Guide, refer to Connecting the Next
Generation Optical Transceiver to the Next Generation Remote Units for details about
remote units and NG OTRX (Next Generation Optical Transceiver) connection.

3. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to apply
the selected configuration.
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Selecting the Dual-band NG PtoP Secondary Simulcast
Configuration

Note: Users logged in with the admins, superusers, or users role can select the dual-band
NG PtoP Secondary simulcast configuration.

1. In the Physical Tree, select the dual-band Next Generation Secondary Point-to-Point
Component (NG PtoP Secondary) to display its details panel.

2. In the RF Path Mapping - Simulcast pane, select the proper simulcast configuration
from the Configuration drop-down list or choose a diagram. The diagram describes how
RF signals are distributed.

RF Path Mapping - Simulcast

Configuration 1

e ol o o % o

Conf. 1

o O mr

o 0 90 ©

Configuration 1 is the default factory configuration. When you select a configuration from
the drop-down list, the diagram that corresponds to the selected configuration is
highlighted. You can choose between eight different simulcast configurations.

Note:

* Refer to the system design to select the appropriate configuration.

* Changing the simulcast configuration has no impact on the RF link: no attenuation
adjustment is needed.

3. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to apply
the selected configuration.
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Adjusting the Next Generation Point-to-Point Link RF Gain

Note: Users logged in with the admins, superusers, or users role can adjust the Point-to-

Point link RF gain.

For each RF path (A, B, C, D), the overall RF gain of the Point-to-Point link is 0dB at default
attenuation settings. The following table details the Next Generation Point-to-Point link

default attenuation settings:

Default Downlink
Attenuation for each

Next Generation

Point-to-Point RF Path, MIMO1

Default Downlink
Attenuation for each
RF Path, MIMO2

Default Uplink
Attenuation for each
RF Path, MIMO1

Default Uplink
Attenuation for each
RF Path, MIMO2

Component

layer layer layer layer
NG PtoP Master 0dB 0dB 0dB 0dB

(Attenuation Tx1) (Attenuation Tx2) (Attenuation Rx1) (Attenuation Rx2)
NG PtoP Secondary 14dB 14dB 7dB 7dB

(Attenuation Rx1) (Attenuation Rx2) (Attenuation Tx1) (Attenuation Tx2)

If required by the system design, you can increase the Point-to-Point link RF gain as follows:

1. In the Physical Tree, select the Next Generation Secondary Point-to-Point Component
(NG PtoP Secondary).

The following figure shows a detail of the NG PtoP Secondary panel with default RF
attenuation settings:

RF Path A

Attenuation Rx1 [.. 14 Attenuation Tx1 [dB] 7 Attenuation Rx2 [... 14 Attenuation Tx2 [dB] 7

RMS Power Max ARx1 @ Overdrive A Tx1 ] RMS Power MaxARx2 @ Overdrive A Tx2 [ ]

Current A Rx1 (0] Current A Rx2 [ ]

RF Path B

Attenuation Rx1 [.. 14 Attenuation Tx1 [dB] 7 Attenuation Rx2 [... 14 Attenuation Tx2 [dB] 7

RMS Power Max B Rx1 @ Overdrive B Tx1 ] RMS Power MaxBRx2 @ Overdrive B Tx2 [ ]

Current B Rx1 (0] Current B Rx2 [ ]

RF Path C

Attenuation Rx1 [.. 14 Attenuation Tx1 [dB] 7 Attenuation Rx2 [... 14 Attenuation Tx2 [dB] 7

RMS Power Max C Rx1 @ Overdrive C Tx1 ] RMS Power MaxCRx2 @ Overdrive C Tx2 [ ]

Current C Rx1 (0] Current G Rx2 [ ]

RF Path D

Attenuation Rx1 [.. 14 Attenuation Tx1 [dB] 7 Attenuation Rx2 [... 14 Attenuation Tx2 [dB] 7

RMS Power Max DRx1 @  Overdrive D Tx1 @ RMSPowerMaxDRx2 @  Overdrive D Tx2 ]

Current D Rx1 ] Current D Rx2 [ ]

2. To increase the downlink RF gain for a specific RF path, reduce the Attenuation Rx1 and
Attenuation Rx2 in the appropriate RF Path pane (RF Path A, RF Path B, RF Path C, RF
Path D).

3. To increase the uplink RF gain for a specific RF path, reduce the Attenuation Tx1 and
Attenuation Tx2 in the appropriate RF Path pane (RF Path A, RF Path B, RF Path C, RF Path
D).

4. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to save
changes.
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Adjusting the Point-to-Point Link RF Gain

Note: Users logged in with the admins, superusers, or users role can adjust the Point-to-

Point link RF gain.

* TTRUPTP Master (TTRUPTPMx-S) connected to a TTRUPTP Secondary with built-in
splitter/combiner (TTRUPTPSx-S)
In this application, the overall RF gain of the Point-to-Point link is 0dB at default
attenuation setting. The following table details the default attenuation settings for the
Point-to-Point link:

Point-to-Point Component Default Downlink Attenuation Default Uplink Attenuation
TTRUPTPMx-S 0dB 5dB

(Att TX) (Att In=0dB, Att Out=5dB)
TTRUPTPSx-S 0dB 10dB

(Att In=0dB, Att Out=0dB) (Att TX)

If required by the system design, you can adjust default attenuations to increase the
Point-to-Point link RF gain.

* TTRUPTP Master (TTRUPTPMx-S) connected to a TTRUPTP Secondary without built-in
splitter/combiner (TTRUPTPSx-S-1)
In this application, the overall RF gain of the Point-to-Point link is 7dB at default
attenuation setting. The following table details the default attenuation settings for the
Point-to-Point link:

Point-to-Point Component Default Downlink Attenuation Default Uplink Attenuation
TTRUPTPMx-S 0dB 5dB

(Att TX) (Att In=0dB, Att Out=5dB)
TTRUPTPSx-S-1 0dB 10dB

(Att In=0dB, Att Out=0dB) (Att TX)

If RF gain is not required for the system, you can set the Point-to-Point link RF gain to 0dB
as follows:

1. In the Physical Tree, select the Master Point-to-Point Component (TTRUPTP Master)
to display its details panel. In the Receiver pane, set the receiver uplink attenuation to
7dB (Att In, Att Out).

2. In the Physical Tree, select the Secondary Point-to-Point Component (TTRUPTP
Secondary without 4-way Splitter/Combiner, TTRUPTPSx-S-1) to display its details
panel. In the Receiver pane, set the receiver uplink attenuation to 7dB (Att In, Att
Out).
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Setting External Alarms and Relays

Note: Users logged in with the admins, superusers, or users role can set external alarms
and relays.

External Alarms

Alarms generated by external devices can be connected to the external alarms input
connector (EXT IN), available on the following DAS components:

* Supervision module (TSPV)

* Alarm Board

* Remote units (RU)

* Next Generation remote units (NG RU and NG SDRU)

Configure and enable monitoring of external alarms as follows:

1. In the Physical Tree, select the DAS component to display its details panel.

2. In the External alarms table, assign names, severity (Critical, Major, Minor,
Warning), and polarity (active-high or active-low) to the alarms.

Name Enable Severity Polarity State
Ext name 1 warmning v active-low v (0]
Ext. name 2 warning v active-low v (]
Ext. name 3 warning v active-low v (]
Ext. name 4 warning v active-low v [ ]

3. Select the Enable check box to enable monitoring of configured external alarms.

4. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to
save all the changes in the page.
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Relays
The EXT OUT connector is available on the following DAS components:
* Supervision module (TSPV)
* Remote units (RU)

Configure the logic of the relays in the Relays pane, available on the supervision module
(TSPV) and remote units detail panels.

Supervision Module (TSPV)

Policy menu

Manual operation-—MI

CRT Al
CRT+MJR All
CRT+MJR+MIN All
CRT+MJR+MIN+WRN All
CRT only master
Automatic options CRT+MJR only master
CRT+MJR+MIN only master
CRT+MJR+MIN+WRN only master
CRT only remote
CRTAMIR oy remre .

CRT+MJR+MIN only remote

Name CRT+MJR+MIN+WRN only remote | NCINO State
Manual v OPEN v
Manual ~ OPEN
Manual 4 OPEN
Manual v OPEN v

1. In the Physical Tree, select the supervision module to display its details panel.
2. In the Relays pane, assign a descriptive name to the relay.

3. From the Policy menu, select either the Manual or an automatic mode.

* Manual: The relay is switched manually by the operator.

a Select the relay status, Open or Closed.
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* Automatic mode: The relay is triggered automatically by alarms occurring in the DAS.
a Select one automatic option from the list of predefined triggering alarm events:

When the CRT+MJR+MIN+WRN All option is selected, alarms are not filtered: the
relay is triggered when an alarm arises in any component of the DAS.

The other predefined triggering events filter alarms by device type and alarm
severity:

Alarm severity filter:

CRT+MJR+MIN (Critical + Major + Minor) — The relay is triggered when an alarm
with a severity level equal to, or higher than Minor arises.

CRT+MJR (Critical + Major) - The relay is triggered when an alarm with a
severity level equal to, or higher than Major arises.

CRT (Critical) - The relay is triggered when an alarm with a severity level equal
to Critical arises.

Device type filter:

only master — The relay is triggered when an alarm arises in any component of
the master unit.

only remote - The relay is triggered when an alarm arises in a remote unit.
b Set the relay status (NC/NO):
NO: the relay closes when the alarm condition selected in the Policy menu occurs.
NC: the relay opens when the alarm condition selected in the Policy menu occurs.
4. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to
save changes.
Note: The policy and relay state are applied after the relay is triggered by an alarm.

Remote Units

Name Policy State
Manual ~ CLOSED ~
Manual v CLOSED v
Manual - CLOSED -
Manual v CLOSED v

You can manually switch the external outputs of remote units as follows:

1. In the Physical Tree, select the remote unit to display its details panel.
2. In the Relays pane, assign a descriptive name to the relay.

3. From the State drop-down list, select Open or Closed.

4. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to
save all the changes in the page.
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Editing Parameters

Note: Users logged in with the admins, superusers, or users role can set operating
parameters.

Editing Parameters Individually for Each Component

1. In the Physical Tree, select the component to display its details panel.
Note: Fields that can be edited by users have a light-blue background.

2. Modify parameters.

When changes to editable fields are detected, both the field background and the Save
tool turn yellow.

3. Click the yellow Save tool or press the Enter key on your keyboard to save changes.

Yellow Save tool

There are unsaved changesin
the webpage. If you exit the
page changes will be discarded.

[ EER R o ave o

.‘l‘. Configuration read from device 2018-05-31 12:54:28

= 51 s

1.13.2 TDTPOI (TDTPOI-19-D)
DAS TRAY PCS 7900 Dual

Identification Alarm summary

Type hex 00002E Communication state o
Model hex 000000000105 Max severity [ ]
VErsion 10 Active Alarms 0
Serial Mumber 140551357
Input field
Yellow background: not
Mame DasTray

yet saved change

Parameters

Preset Dual SISO LMAT Current Fil ] Temperature [°C] 322

Mains Fault ¥ @® LNAZ Current FIN ] Low Temperature FiN ]

High Temperature e

Input field

Light-blue background: no
changes or already saved

changes
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Editing Parameters with the Massive Change Menu

You can set the parameters for the RF commissioning of points of interface (POIs) and remote
units either individually, in each component panel (see "Editing Parameters Individually for
Each Component"” on the previous page), or globally, accessing the Massive Change Menu.

1. In the Settings menu, select Massive Change Menu. In the Massive Change Menu
panel, active POIs and remote units are grouped by type. A Massive Change button is
available for each component type.

Massive Change Menu
@ Global p setting for co ioning of Active Point of Interface (POI) and SDRU

TAPOI

TDTPOI Massive Change

@ Massive Change

Click to open the Massive TAPOI List
change table for the TLPPOI
TDTPOIs in the System f Massive Change

TLPPOI List

TDTPOI

B Massive Change

@ TOTROI List
TDTPOI List |— {it @ [142|TDTPOI
fit @ (145 TDTPOI
List of the TDTPQOls in the iif @ 148 TOTPOI
System with links to each m : ::; :g;ppgll
module web page it @ [176)TDTPOI
it @ (1711 TDTROI

2. Select the Massive Change button to display the massive change table for all the
components of the same type.
Note: A pop-up, indicating the progress of the loading process, may display.
If the process completes successfully, the pop-up closes, and the massive change table is
displayed.
If the pop-up reports errors, click Ok. The massive change table is displayed, but changes

to the components listed in the pop-up are disabled. Click the Reload button to reload
information and enable changes.

Massive Change for TAPOI
@ Massive Change for TAPO!
Modules
a A Q Al Q Al ﬂ
DL RMS DL RMS
DLatt  ULatt DLRMS - Hysteresis
Address Code Name power max Pwr Limiter mode Save Reload
[@B]  [9B] min [dBm] [d5]
[9Bm] [dBm]
@126 TAPOIDCS-F TAPOI-DCSF 24 20 77 10 27 10dpus v 1 E E
@105 TAPOLAWFF-4 TAPOLAWF-F-4_58 30 0 97 4 11 10dBisolated v 2 E E
@106 TAPOLAWS TAPOLAWS 59 a1 a1 99 5 10 10dpus v 1 E E
@110 TAPOI-6-F-4 TAPOI-6-F-4 27 30 305 53 -10 27 0dEps v 1 E E
@112 TAPOL9PP-F-4 TAPOL9PP-F-4 17 14 28 75 5 5 10dBisolated v 5 E E
@11212  TAPOI-SMR700H-F-4 TAPOI-SMRT00H-F-4 0 14 143 15 20 10dBplus  ~ 3 E E

3. Set configuration and parameters for each component.

4. Click the yellow save icon to save all changes for the module or place the cursor in any
position in the row and press the Enter key on your keyboard.
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NOTE: Changes must be saved for each module. A save icon is available for each row.

Massive Change for TDTPOI
Massive Change for TDTPOI

it

DL att DL att

BTS BTSin

mecc
Address Code Preset Name Path
[€8]

@112  TOTPOI23.. DualSISCT DAS Tray 1T
Address Modified setting
Component position in Yellow background:
the DAS and link to the not yet saved
component web page changes

DL min DL max

dig DL R e -

s dig RMS RMS  PwrLimiter Histeresys Save Reload
™ pasin P™ thes s mode 48] ve [Relo
Ov g O™ e eem)

[dB]

: 3
10dBplus T 2 3
j |2 15 v 0 0 0 0 o |62 0 3 P /"" (2]

Yellow Save icon

There are unsaved changes to the
module settings. If you exit the
page changes will be ignored.
Click the icon to save changes
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Creating and Managing Inventory Lists
Users logged in with the admins or superusers role can create inventory lists to store the
current DAS configuration.

Prior to changing the DAS configuration and settings, JMA strongly recommends that you
create a new inventory to back up the current configuration. See "Loading Device
Configuration from Inventory" on page 59.

Note: Existing inventory lists are cleared when a new Discovery full is accepted. See
"Discovering the DAS Components" on page 39.

Creating an Inventory List of the DAS Current Configuration

1. In the Settings menu, select Inventory.

2. In the Other Commands pane, click Create new inventory.

Inventory

List of the modules of the system

Select Inventory (UTC) [ vl QCreate new inventory
& Download inventory (.csv) m’ Delete current

.'.;, Download web pages (.igz)

Selected Inventory Table

Address Type hex Model hex Version Vendor Serial number Commercial code Info

Note: Inventory tasks, or web pages download, made by a user are shared with the other
connected users, whose activity will stall until the operation is complete.
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Selecting an Inventory List

1. In the Settings menu, select Inventory.

2. In the Selected Inventory pane, select a list from the Select Inventory (UTC)
drop-down list. The selected inventory list displays in the Selected Inventory Table.

Inventory

iist of the mochiies of the system

Other commands

2017-11-20,08:28: 29 - | B3 Create new inventary

Select Inventory (UTC)

10l Delete current

Address Type hex Modelhex  Version Vendor Serial number Commercial code Info

a 00O0OFC  000000030A35 4.01 o

111 Oooongs 000000000001 |2 o 1007523004 TSPW-EBE
1135 ooooos 000000003231 14 o 1003546134 TTRU4W-5-M
1.1.31 Qoo03s  00000D00AFZ21 12 o 1001200001 T7SE5CEA19AWEDWDT [RlEk
1.1.8 Qoooos 000000003231 14 o 1004188112 TTRUMM-3-M
1.1.52 000024  000000002F09 1 o 1008256028 T7SE5CEA19AWEWWAS
117 ooooos 000000003231 14 o 1004185212 TTRU4W-5-M i
il ] ooooz4 - 000000002F09 12 0 1005184002 T7S03COATIANEWNAS
1172 000024 000000002F0% 12 0 1005184012 T7SESCEATIANVEWNAS

o

1.1.7.3 000027 000000007420 5

1006537075 TRL7S85CEATSANWIEAT

After an inventory is selected:

* You can click Download inventory (.csv) to download the selected inventory list in
csv (Comma Separated Value) format.

* You can click Download Web Pages (.tgz) to download a compressed file (.tgz
format), containing the selected inventory list web pages. Extract files to a folder to
browse offline web pages.

* Inthe green bar at the top of each device main panel, the Inventory button is available
for authorized users to restore the device configuration from the selected inventory list.
See "Loading Device Configuration from Inventory" on page 59.
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Downloading Inventory Lists (csv Format)

1. When different inventory lists are available, select an inventory list from the Select
Inventory (UTC) drop-down list. The selected inventory displays in the Selected
Inventory Table.

Inventory

iist of the mochiies of the system

Selected Inventory Other commands

Select Invertory (UTC) | 2017-11-20,08:28 ZQB

10l Delete current

Address Type hex Modelhex  Version Vendor Serial number Commercial code Info

1] O00oOFC 000000030435 4.0.1 1]
111 Oooo44  00000DOOOOOT |2 o 1007523004 TSPW-EBB D
113 oooons3 000000003231 (14 1] 1003546134 TTRU4AW-5-M

ilidES sl oooo3se 00000000AF21 12 1] 1001300001 T7S585C8A19ANEDWDT

115 oooons3 000000003231 (14 1] 1004182112 TTRUAW-5-M

11562 oooo24 00000D002F0% |1 o 1005256028 T7SE5C8A1IANWEWWAS

117 oooon3 000000003231 (14 o 1004185212 TTRU4AW-5-M

1:157:4 Qooozd4  000000002F09 12 1] 1008184002 TTSE3CHL 1 IAWEWWAS

1172 000024  000000002F0% 12 1] 10081584012 T7S85CEL DANWEWNAS

1173 oooo27 000000007420 |5 o 1006837075 TREL7S85CBA15AW23AT

2. Click Download inventory (.csv) to download the selected inventory list in csv
(Comma Separated Value) format.

Downloading Inventory Lists (Web Pages)

1. When different inventory lists are available, select an inventory list from the Select
Inventory (UTC) drop-down list. The selected inventory displays in the Selected
Inventory Table.

2. Click Download Web Pages (.tgz) to download a compressed file (.tgz format),
containing the selected Inventory list web pages.

3. Extract files to a folder to browse offline web pages.
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Loading Device Configuration from Inventory

In the green bar at the top of each device main panel, the Inventory button allows users
with admins or superusers role permissions to restore the device configuration from a
previously generated inventory list, as follows:

1. In the Physical Tree, select the device.

A colored bar displays at the top of the main panel. A green bar indicates that the
configuration of the component is read from the device.

If a previously generated inventory is selected, an Inventory button is available to load
the device configuration from the selected Inventory.

Load device configuration
from current inventory

X configuration read from device 2017-07-25 10:50:21 E Inventory

Note: For details on generating and selecting inventory lists, refer to "Creating and
Managing Inventory Lists" on page 56.

2. Click the Inventory button to upload the device configuration from the selected inventory
list.

The green bar turns yellow to indicate that the configuration of the component, displayed
on the main panel, is read from the inventory list.

Restore option: apply the configuration

read from inventory to the device

E Configuration read from inventory 2017-11-08 10:38:15

Note: When different Inventory lists are available, the configuration is uploaded from the
list selected in the Select Inventory (UTC) drop-down list on the Inventory panel.

3. Click the Device button to apply the configuration read from the selected inventory
(restore option).
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Power Cycling a Remote Unit

Note: Users logged in with the admins, superusers, or users role can power cycle remote

units.
1. In the Physical Tree, select the remote unit to display its details panel.

2. Click the Reset button to power cycle the unit.

3 @ 0 Mabile World Congress DAS
L= 1] MasterUnit

n C"(; e 1.2.1.2) NG RU (RD35TWW2AT)
|38 A JEEF] wsJ fl ] Remote Unit Box 18 C-BAND 3700-3980 Mz, 40W, M2x2, AC, 4.3-10
Selected Remote _ q"‘,'!.
Unit
2 ype 00DOSE Cor on state
X00000000CT ®
11.036 Actve Alarms 1
1038815002
ROISTWW2AT
escription New Generetion RRU
1€ Low Reset button
a o i
° Click the button
to power cycle
the remorte unit
v Powes Tx [dBm] 25 widi [e80: 1245 b3 eB0T10 selected in the
53 er Rt [dBm] ET] <5 of Sync Phy5|ca|Tree

Channel C-BAND M1

Pwr DL [dBm]

0 L 0
® AND M1 DL P w L
[ ] C-BAND M1 DL Power High

Other alarms L

Pwr DL [48m] -100

WAN @ LAN @ VPN
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Enabling or Disabling RF for the Remote Unit Downlink Path
Note: Users logged in with the admins, superusers, or users role can enable or disable RF.

1. In the Physical Tree, select the remote unit to display its details panel.

2. In the channel pane, select the RF Enable check box to enable downlink RF output for the
channel.

12:44:28

1.2.1.2 NG RU (RD35TWW2AT)

fi ] Remaote Unit Bax 18 C-BAND 37003680 MHz, 40W M2x2, AC, 4.3-10
Selected Remote P
) ‘w4
Unit
Type hex 00DOSE o iCation state ®

0000000000C1 @
1.1.036 1
Serial Number 1038815002
Mame RDISTWW2AT
Nesenption New Generatinn RREL |
Boar e ow Temperalure Clock Digtributor Unlack

:.’ I s op B 99| Lossof Sync ®
DH—‘TT————___;__RF Enable
S CEAm DL P o Checkbox
@ CBANDM1 DL Pawer High Select the RF
Oheratams Enable check
Ghannel C-BAND M2 box to enable
downlink RF
output for the

specific channel
of the selected
e remote unit.

3. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to save
changes.
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Managing Accounts

This section describes how to manage your own account (all users) and create and edit other
user accounts (users logged in with the admins user role).

Changing Your Password and Username

1. In the Toolbar, click the user name of the account currently logged in to open the Edit
User panel.

Edit User

Manage single user parameters

User information

User name guest User role guests

Password for SNMPv3 privacy

Password for login and SNMPv3 authentication

SNMPv3 Authentication SHA o SNMPv3 Privacy AES r
Current Auth Password Current Privacy Password

Auth Password Privacy Password

Confirm Auth Password Confirm Privacy Password

Note:

Admins: total control over all parameters

Superusers: control over all parameters but users table
Users: control over modules parameters, no SPV
Guests: can read but not edit parameters of the system

2. In the User Information pane, change your user name.

3. In the Password for login and SNMPv3 authentication pane, change your password
to access the application. See "Password Requirements" below. Change your own
Password for login and SNMPv 3 authentication and Password for SNMPv3 privacy .

Password Requirements
Passwords must be at least eight characters long and must contain characters from the
following categories:

- lowercase letters (a through z)
- uppercase letters (A through 2)
- base 10 digits (0 through 9)

The user’s input validation feature warns users if invalid characters are entered and details
what input is expected for the field.
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Managing Users

Users with admins role permissions can manage their own account and other user accounts.

Editing and Deleting Existing Accounts

1. In the Settings menu, select Users to open the Users panel.
2. In the User table, click Edit to edit accounts.

3. Click Delete to delete accounts.

NOTE: At least one account with administrative permissions (admins role) must be
present and cannot be deleted.

Users

List all information about the users of the system

e mrmton
Your name admin &4 Add new user

Your role admins

User table

Username Community SNMPv3 Authentication SNMPv3 Privacy Edit Delete
admin admins SHA AES
guest guests SHA AES
superuser superusers SHA AES
user users SHA AES
Info

Admins: total control over all parameters

Superusers: control over all parameters but users table
Users: control over modules parameters, no SPV
Guests: can read but not edit parameters of the system

Adding a New User
1. In the Settings menu, select Users to open the Users panel.
2. In the Commands pane, click Add new user.

3. Enter the new user name in the User name field.
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Add a new User

Create a new user account

User information

User name User role users v

Password for login and SNMPv3 authentication
SNMPv3 Authentication SHA v SNMPv3 Privacy AES v
Auth Password Privacy Password

Confirm Auth Password Confirm Privacy Password

Note:

Admins: total control aver all parameters

Superusers: control over all parameters but users table
Users: control over modules parameters, no SPV
Guests: can read but not edit parameters of the system

4. Select a role for the new user from the User role drop-down list.

The following table lists the capabilities associated with each role and the factory-set
username and password for each role:

User Role Factory-set Username and

Capabilities
(Community) Password Rl

admins User name: admin Total control over all parameters.
Password: Password1l

superusers User name: superuser Control over all parameters except users table.
Password: Password1l

users User name: user Control over modules parameters, no supervision
Password: Password1l (SPV).

guests User name: guest Can read but not edit parameters of the system
Password: Password1 (read-only user).

5. Enter the user's password for login and SNMPv3 authorization twice, both in the Auth
Password field and in the Confirm Auth Password field.
Password Requirements

Passwords must be at least eight characters long and must contain characters from the
following categories:

- lowercase letters (a through z)
- uppercase letters (A through 2)
- base 10 digits (0 through 9)

The user’s input validation feature warns users if invalid characters are entered and details
what input is expected for the field.
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Setting the Network Configuration

This section describes how to:

* Set the supervision module remote communication interfaces. See "Setting the
Supervision Module Communication Interface for Remote Management" below.

* Test the network connection. See "Testing the Network Connection" on page 68.
* Set the network security. See "Setting the Network Security" on page 69.
* Set the date and time of the system. See "Setting the System Date and Time" on page 71.

Setting the Supervision Module Communication Interface for
Remote Management

Note: The following configuration options are available for users logged in with the admins
or superusers role.

Setting the WAN Interface
1. Contact the Network Administrator to get the parameters for the configuration of the
supervision module WAN interface.
2. In the Settings menu, select Communication.

3. In the WAN Parameters pane, select the IP (Internet Protocol) version, IPv4 or IPv6,
from the IP version drop-down list.

Note: To avoid connection issues, JMA strongly recommends to switch from IPv4 to
IPv6, or vice versa, only when connected locally to the supervision module LAN port.

Communication
Q Communication parameters configuration

WAN Parameters

MAC Address 9C-53:CD:03:11:9D Wan State @
IP Version IPvd ~ Netmask 255.255.255.0

IPv4 Address 10.150.4.192 Gateway IPv4 10.150.4.253

DNS Address MTU 1500

4. Enter the information provided by the Network Administrator to configure the
connection.

5. Set the WAN MTU, Maximum Transmission Unit size, if necessary.

6. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to
save all the changes in the page and allow redirection to the new IP address.
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7. Connect the Wide Area Network (WAN) to the supervision module WAN port, to allow
the remote management of the DAS.
it &

= w ==

Caution: Never connect the Wide Area Network to the LAN port. The DHCP server,
running on the LAN port, may cause connectivity issues in the Wide Area Network.

Setting the Wireless WAN Interface (Modem)
1. In the Settings menu, select Communication.

2. In the Modem Parameters pane, select the Modem preferences button to access
the modem configuration parameters.

Note: To reboot the modem and restart the WWAN connection, click the Modem

commands button. A simple terminal for sending AT commands to the modem is also
available.

3. Configure the wireless connection and APN preferences.

Modem Preferences

Manage modem configuration

SIM card settings

IMSI 222015704125498 &, Lock SIM

ICCID 893901000022427468923

Mobile connection settings

Data connection enabled MTU 1500
APN profile Operator s Use IPv4 only
Long SMS allowed
Service mode Auto v WWAN Internet test

Preferred technology AGPP w WWAN Internet test time per... | 300

4. Select the Data connection enabled check box to enable the wireless connection.

5. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to
save changes.
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Setting the VPN

The VPN Client available on the supervision module allows a secure access to the DAS over

unsecured networks (such as the Internet).

VPN enabled VPN State

Server IPv4 address 46.44.238.53 IPv4 Address 10.96.0.3

Server port 11968 MNetmask 25525500

VPN Device tun0 « MTU 1500

& Upload VPN keys

VPN Parameters

. In the Settings menu, select Communication.
. Select the VPN Device type (Tap or Tun).
. Enter the VPN server IPv4 address and port.

. Set the VPN MTU, Maximum Transmission Unit size, if necessary.

. Select the VPN enabled check box to enable the VPN connection.

N & i1 A W N =

save all the changes in the page and apply the new VPN settings.

8. Check that the VPN State icon turns green within a few seconds.

Note: The IP Address allocated by the VPN Server to the VPN Client is displayed in the

IPv4 Address field.

. Upload VPN keys (Certification Authority, Client Certificate, Client Key), if needed.

. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to
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Testing the Network Connection

Note: The following configuration options are available for users logged in with the admins

or superusers role.

You can set up to five IP Addresses to periodically test the network connection as follows:

1. In the Settings menu, select Communication.

2. In the Ping settings pane, set the Ping interval between ping attempts.
Note: The ping interval is set as a global ping configuration option.

3. In the Ping Address Table, select the connection to be tested from the Interface drop-
down list.

4. Set the IP Address for the network connectivity test.

5. Select the Enabled check box.

6. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to save
changes.

Note: JMA recommends that you set at least one IP address always available because if the
ping test fails, the network interface will be restarted.

An example of the Ping Address Table with configured IPv4 addresses is shown in the
following figure:

Ping settings

Ping interval (minutes) 1

Ping Address Table

Ip Address Interface Enabled
10.150.5.171 wan v 0
192.168.0.5 wan v O
192.168.1.123 wan v O
8888 wwan v O
192.168.0.5 wwan v O

An example of the Ping Address Table with configured IPv6 addresses is shown in the
following figure:

Ping settings

Ping interval (minutes) 104

Ping Address Table

Ip Address Interface Enabled

2002:c000:203::4 eth0 B ]

2002:c000:203:5 eth0 E =
eth0 [=] O
ethd [=] [
etho [=] [
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Setting the Network Security

Note: The following configuration options are available for users logged in with the admins
or superusers role.

1. In the Settings menu, select Services and Security.

2. Enable or disable network services to set the appropriate security level for the supervision
module communication interfaces.

In the Services table, colored icons indicate the security level of each service:
» Orange: unsafe service.
» Cyan: safe but not necessary service.
» Green: safe service.

In the Security overview pane, the color-coded icon provides an at-a-glance view of the
network security status.

3. Enable or disable incoming ping for the supervision module communication interfaces.

4. Click the yellow Save tool or press the Enter key on your keyboard to save all the changes
in the page.

Setting a Secure Network
1. For a secure network, configure services as shown in the following figure:

Services and Security
Firewall, network services and ports configuration
Firewall active ® Current situation [ ]
Services
Service Protocol Port Security
File Transfer SFTP v 22 [ ]
Shell mode SSH ~ 22 ®
Web access HTTPS v 443 [ ]
SNIMP SNMPv3 ~ 161 [ ]
Tunnel Tunnel v 5556 [ ]
Incoming Ping
Interface Allowed
WAN 0
LAN
VPN 0
SNMP
Alarm table entries Active + Ceased v

2. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to save
changes.

Note:

If the Tunnel is disabled (OFF), the DAS cannot be managed via JMA OMC nor can Software

Defined Remote Units (SDRUSs) feature configuration and licensing be performed via the

SDRU Panel.
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The web server accepts only Secure HTTP (HTTPS) connections: make sure to use port 443 to
communicate with the supervision module.
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Setting the System Date and Time

Note: The following configuration options are available for users logged in with the admins

or superusers role.

1. In the Settings menu, select Date and Time.

2. From the Synch Mode drop-down list, select the synchronization mode:

a Select No synch to manually set the DAS date and time.

In the Change board time pane, enter the board date and time in Local Time
Standard.

Date and Time

Date, Time and Synchronization setings

Synch mode

Synch Mode

No syrich | ]

Change board tirme

Date {yyyy-mrm-od)

Tirne {hh:mm:ss)

2017-10-04

19:49:16

b Select NTP to enable and configure the automatic clock synchronization service.
* Enter the NTP Server IP address in the NTP Server field.
* In the Synch Interval field, set the time interval (minutes) between automatic time
synchronization.
* Click Synchronize now to check the NTP Server availability.

Date and Time

Date, Time and Synchronization seftings

Synch mode NTP Settings

NTP v NTP Server 10.150.0.56

Synch Mode

NTF Port 123

Synch Interval (min) 60

£ Synchronize now

3. Click the yellow Save tool in the toolbar or press the Enter key on your keyboard to save

changes.
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Appendix - Description of the Main Panels of the DAS
Components

This section describes the main panels of the different components that can be managed by
the DAS supervision module.

When you select a node from the Physical Tree, the main panel provides detailed
information about the selected component. When you select the root node, the System panel
provides information about the supervision module and the entire managed system.

In main panels, users are allowed to set preferences and operating parameters based on the
capabilities associated with their role. Refer to the User Capabilities Table on page 8 for
details.

System Panel

The System panel includes all the DAS components managed by the supervision module.

JMA ‘ 'rEKD &= Print & admin (@ Logout
= @ 0| System-Name -
L = @1 MasterUnit System
F 1l @ (1.1 Subrack Global System Configuration
L = @111 TTRUPTPMW-S 01
L = @113 | TTRUPTPMW.S
L fit @118 DAS TRAY 25 35.L ST
L &f @115 TSPV-NLMBB
I & @110/ TSYNC Name System-Name
= = @111 TTRUPTPMW-S 09 Description System-Description
— ||| @ [1z]Subrack
[ = @121 TTRUPTPMW-S_12 Software details System preferences.
L Y @123 TDFE-7SH_61 p— - . N o
L it @ 1201 TAPO-DCSF emel Version 31053 emperature unit Celsius v
~ = @129 | TTRUPTPMN23-S Anpicati M "
c s M verity
L = @ iz TTRUPTRMWS 18 pplication version 430 Vax severity (]
— ||| @ 73] Subrack Application build 2022-04-12, 12:33:20, UTC Active alarms 0
L % @[131]| TSFE (UMTS 2100) .
L :ié @141 TFAN Uptime 4 days, 17 hours, 10 minutes, 21 seconds
= Il @ [15]Subrack
1% o ey W s
r Il @[1.10] Subrack Wan State o Lan State @
= @[ 1101 MU-OTRX
= @[ 1.103 | TTRUPTPSW-5_60 IPv4 Address 10.150.5.217 IP Address 192.168.1.100
] _AWF-F-
() QIEECEMREFERE 1T MAC Address 9C:53:CD02:AB2F Interface Enabled
it @ 1106 TAPOI-AWS 59
L = @ 11091 | TRLESC1925AT_
Hf @ (0371 TAPOI6.F4_27 Disk Total [MB] 1965 Ram Tolal [MB] 494
tit @[1.1012] TLPPOI-VB-MS_03 Disk Used [MB)] 27/ Ram Used [MB] 223
= Nl @ (.11 Subrack
= @ [1.i1.1] MU-OTRX Disk Available [MB] 1818 Ram Available [MB] 271
L = @ 1.11.1.3 | TRX7C89182126AT_ - |shl Memory trend

Modem parameters

U Services and Security
Operator WINDTRE Modem State
Notifications o @

@ Communication IP Address 10.21.181.53 WWAN State ]

A Alarm Log #£# Modem preferences
Event Log >_ Modem commands

.
@ Date and Time

Q, Discovery

@ nventory 1P Address 10950217

BB Massive Change Menu

€ support

WAN @ LAN @ VPN @ WWAN @ Modem _g| © Help (@ 2023-04-17 09:32:32 (Local)

The System panel includes the following information:

* System Name and Description - Users with admins or superusers role permissions
can modify the system name and description. See "Modifying the System Name and
Description" on page 43.
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* Software Details - Kernel Version, Ramdisk, Application version and build, Configuration
version.

* Uptime - Amount of the Supervision module (TSPV) uptime.
* Disk and RAM Info - Supervision module (TSPV) hard disk and RAM details.

* System preferences - Users with the admins or superusers role permissions can set
temperatures to display either in Fahrenheit or Celsius.

* WAN parameters - Status and settings of the Ethernet WAN (Wide Area Network)
Interface.

* LAN parameters - Status and settings of the Ethernet LAN (Local Area Network)
Interface.

* Modem parameters - Modem and WWAN (Wireless Wide Area Network) status and
settings. The Modem preferences button is available for all users to view the mobile
connection settings and for users with admins or superusers role permissions to
configure the wireless connection. The Modem commands button is available for users
with admins or superusers permissions to reboot the modem and restart the WWAN
connection.

* VPN Parameters - Status and settings of the VPN connection.

* Alarm Summary - Summary of the system current alarm status, detailing the maximum
severity level (color-coded icon) and the total number of alarms currently active in all
managed components.

The Reboot board, Restart processes, and Restore factory settings buttons are
available for users with the admins or superusers role permissions.
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Master Unit Panel
The Master Unit is a container for all the DAS components managed by the supervision

module.

1 | MasterUnit

. rrzamaanec:— i Master unif rack

Alarm summary

Description

Address 1 Max severity &

Active alarms 7

The Master Unit panel provides the following information:

* Description
» Address - Position of the master unit in the DAS.

* Alarm Summary
The Alarm Summary pane of the Master Unit panel provides the same information
available in the Alarm Summary pane of the System panel:

» Max severity — Maximum severity of the alarms active in the DAS.

» Active alarms — Number of the alarms active in the DAS.
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Subrack Panel

The Subrack is a container for the components, both sub-racks and modules, managed by
the DAS supervision module. A panel is available for each active sub-rack equipped in the

DAS.

1.8 | Subrack
Subrack for the Optical Moduies

L“!d EET -.Iu.l-“

Alarm summary

Description

Acddress 1.1 Max severity [ ]

Active alarms

The Subrack panel provides the following information:

* Description
» Address - Position of the sub-rack in the DAS.

* Alarm Summary
» Max severity — Maximum severity of the alarms active for the sub-rack.

» Active alarms — Number of the alarms active for the sub-rack.
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SUB-PSU Panel

2 cConfiguration read from device 2018-05-19 13:27:39

1.2.12 | SUB-PSU (SUB-PSUN-MU)
Subrack Power Suoply far MU AG ZeTPIUFAC-30-TK

|dentification Alarm summary

Tvpe hex 000025 communication state ]
Model hex 00oooo000215 Mlax severity &
iersion 7 Artive Alarms 0
Serial Mumber 1006316001

PSI-1

Temperature [°C] 324 Temperature [°C] 324

Current [A)] 0 Current [A)] 6,05

Temperature 1 L] Ternperature 3 @

Output Current 1 [ ] Output Current 3 [ ]

A Input valtage 1 ® AC Input woltage 3 ]

DC Output voltage 1 ® DC Output woltage 3 [ ]

Fan Fail 1 @® FanFail3 3]

Cormmunication 1 ® Cormmunication 3 @

“Wout and reset

wout [v] 30,2

Waut Alarms

Output Woltage 1 @ Output woltage 5 @ Output woltage 9 @
Cutput voltage 2 ® Output voltage & @ Output woltage 10 9
Output voltage 3 ® Output vaoltage 7 @ Output vialtage 11 @
Cutput Yoltage 4 ® Output voltage 8 ] Output voltage 12 &

The SUB-PSU panel provides the following information about the rack-mount power supply
unit:

* Identification
* Type hex (hexadecimal notation)

* Model hex (hexadecimal notation)
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* Version

» Serial Number

* Alarm Summary
* Communication state
» Max severity - Maximum severity of active alarms
» Active Alarms — Number of active alarms

* PSU-1, PSU-2, PSU-3 - Detected Temperature and Current, and status of the alarms of
each power supply module equipped inside the SUB-PSU sub-rack.

* Vout and reset - Equipment output voltage (Vout) and Reset button.

Note: The Reset button is available for users logged in with the admins, superusers, or
users role to reset the whole Master Unit. The supervision module will be
unavailable while the reset is in progress.

* Vout Alarms - Alarm status of each Vdc output.
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TFAN Panel

X configuration read from device 2018-06-01 10:07:17

1.10.1 | TFAN (TFAN-19-1U-4F-28V)
Fan Rack 19" 1U with 4 Fans, 28Vdo

|dentification Alarm summary

Type hex o0ooo1D Communication state ]
model hex Qo0ooonoZ0om Mz Severity L ]
Wirsion 1 Active Alarms 0
Serial Murnber 121227060

Termperature [°C) 335 tains Fault ®

Lowy Termperature [ ]

High Temperature @

Fan Cooler

Fan Speed o

Measure Fan 1 Fan 2 Fan 3 Fan 4
Speed Set [%] g0 g0 &0 G0
Speed Read [rpm] 37a0 3650 a7al avno

The TFAN panel includes the following information about the forced-air cooling unit:
* Identification

* Type hex (hexadecimal notation)

* Model hex (hexadecimal notation)

* Version

* Serial Number
* Alarm Summary

* Communication state

* Max severity — Maximum severity of active alarms

» Active Alarms - Number of active alarms
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* Parameters

» Detected Temperature,

» Status of the Low Temperature, High Temperature, and Mains Fault alarms.
* Fan

» Status of the Fan Speed alarm.

» Speed Set [%] - Rotational speed set for each fan.

» Speed Read [rpm] — Actual fan rotation speed (revolutions per minute) of each fan.
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TSPV Panel

& Configuration read from device 2023-08-08 10:08:55

'.- 1.1.11 | TSPV (TSPV-NBB)

Supervision module with Battery Backup

i
| .

Identification Alarm summary

Type hex 000044 Communication state (]
Model hex 000000000101 Max severity [ ]
Version 9 Active Alarms 0
Serial Number 1011737003

Name System Temperature ['C] 39
Description Mains Absence (]

External alarms

Name Severity Polarity Enable State
warning v active-low v (]
warning v active-low v (]
warning v active-low v (0]
warning v active-low v (]

Name Policy NC/NO State
Manual v OPEN v
Manual v OPEN v
Manual v OPEN v
Manual v OPEN v

The TSPV panel includes the following information about the system supervision module:
* Identification

* Type hex (hexadecimal notation)

* Model hex (hexadecimal notation)

* Version

> Serial Number
* Alarm Summary

* Communication state

» Max severity - Maximum severity of active alarms

» Active Alarms - Number of active alarms
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" Parameters

» Supervision module Name and Description. Users logged in with the admins,
superusers, or users role can assign a name and add a description. See "Assigning
Names to the DAS Components" on page 44.

* Detected Temperature.
» Status of the Mains absence alarm.

Note: The Mains absence alarm is available only when the Supervision module is
equipped with the battery backup option.

* External Alarms - Alarm status of the external devices connected to the supervision
module EXT IN input. Users logged in with the admins, superusers, or users role can
enable or disable each external alarm, and set the external alarm name, severity, and
polarity. See "Setting External Alarms and Relays" on page 50.

* Relays - External outputs name and logic. Users logged in with the admins, superusers,
or users role can switch external outputs either manually or automatically. See "Relays"
on page 51.
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Alarm Board Panel

“!‘. Configuration read from device 2020-02-06 08:45:44

Qs 1.3.4 | AlarmBoard (TEA-I16)

External Alarm Module with 16 inputs

|

Type hex 000019 Communication state (]
Model hex 000000000001 Max severity (]
Version 2 Active Alarms 0
Serial Number 140535057
Low Temperature (] High Temperature (] Mains Fault (]
Name Enable Severity Polarity State
O warning ¥ active-high v (]
O warning ¥ active-high v (]
O warning ¥ active-high v @
O warning v active-high v ®
O warning v active-high v ®
O warning ¥ active-high ¥ (0]
O warning ¥ active-high ¥ (0]
O warning ¥ active-high ¥ (0]
o warning ¥ active-high v (]
o warning ¥ active-high v (]
o warning ¥ active-high v (]
O warning ¥ active-high ¥ (0]
O warning ¥ active-high ¥ (0]
O warning ¥ active-high ¥ (0]
O warning ¥ active-high ¥ (0]
O warning ¥ active-high ¥ (0]

The Alarm Board panel includes the following information about the optional module that
can be equipped in the DAS system to increase the number of supported external alarms:

* Identification
* Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version

» Serial Number
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* Alarm Summary
* Communication state
» Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Parameters
Status of the Low Temperature, High Temperature, and Mains Fault alarms.

* External Alarms - Alarm status of the external devices connected to the alarm board
EXT IN input. Users logged in with the admins, superusers, or users role can enable or
disable each external alarm, and set the external alarm name, severity, and polarity. See
"Setting External Alarms and Relays" on page 50.
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TPSU Panel

2 cConfiguration read from device 2018-05-25 13:04:17

1.11.10 | TPSU (TPSWAC)
Power Supply Unit AC

Identification Alarm summary

Type hex 000002 Communication state @
Model hex 0oooooooooo Wlax severity ®
iersion 3 Artive Alarms 0
Serial Mumber 81053018

Temperature Current Voltage

Temperature [°C] 46 Current [A] 158 vout [v] 28,5
Lo TEMPErature | Output Current @ Output woltage @
High Temperature ®

The TPSU panel includes the following information about the power supply module (TPSU/AC
or TPSU/48):

* Identification
* Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version
> Serial Number
* Alarm Summary
* Communication state
» Max severity - Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Temperature
* Detected Temperature.
> Status of the Low Temperature and High Temperature alarms.
* Current
* Detected Output Current.

» Status of the Output Current alarm.
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* Voltage
* Detected Output Voltage (Vout).
> Status of the Output Voltage alarm.
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TDTPOI Panel

a Configuration read from device 2020-02-05 12:22:20

1.4.2 TDTPOI (TDTPOI-7SL-D)
DAS TRAY SMR 700 Low Dual

a L

Type hex 00002E Communication state [ ]

Model hex 000000000113 Max severity ]

Version 10 Active Alarms. 0

Serial Number 131705001

Name

Preset Dual SISO v LNA1 Current (] Temperature [°C] 245

Mains Fault (0] LNAZ2 Gurrent (0] Low Temperature [ ]
High Temperature ]

Attenuations (Path 1)

Dig Bts Main UL [dB] 8 Mec BTS DL [dB] 0 v

Dig Bts Div UL [dB] 3 Dig Bts In DL [dB] 17

Dig Das In UL [dB] 4 Dig Das Out DL [dB] 0
Protection —

Powers readings (Path 1)

Rms Pwr Div UL [dBm] -518 Rms Pwr DL [dBm] -10,3

Enable LNA O Thr Min Rms Pwr DL [dBm] 0

Ul Pwr Reading diversity v Thr Max Rms Pwr DL [dBm] 26
Pwr Rms Min DL1 [ ]
Pwr Limiter DL1 [ ]
Pwr Overdrive DL1 (]

Attenuations (Path 2)

Dig Bts Main UL [dB] 25 Mec BTS DL [dB] 5 v

Dig Bts Div UL [dB] 25 Dig Bts In DL [dB] 17

Dig Das In UL [dB] 0 Dig Das Out DL [dB] 0
Protection —

Powers readings (Path 2)

Rms Pwr Div UL [dBm] -50,7 Rms Pwr DL [dBm] -1

Enable LNA O Thr Min Rms Pwr DL [dBm] 0

Ul Pwr Reading diversity v Thr Max Rms Pwr DL [dBm] 35
Pwr Rms Min DL2 @
Pwr Limiter DL2 [ ]
Pwr Overdrive DL2 [ ]

Power limiter

Power Limiter Mode Pwr Alarm Hyst [dB]

Fans

Fan 1 [rpm] 100 Fan 2 [rpm] 100 Fan Speed [ ]
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The TDTPOI panel includes the following information about the selected DAS Tray Point of
Interface:

* Identification
» Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version
* Serial Number
* Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Description - TDTPOI Name.

Users logged in with the admins, superusers, or users role can assign a name to the
TDTPOI. See "Assigning Names to the DAS Components" on page 44.

* Parameters
» Preset — The Preset drop-down list shows the selected TDTPOI operation mode.

When multiple options are available, users with the admins, superusers, or users
role can select the TDTPOI proper operation mode: Dual SISO, UMTS Div, GSM Div, or
MIMO 2x2. Refer to the JMA DAS Platform Local Commissioning User Guide, RF
Commissioning of Points of Interface and Remote Units section.

* Detected Temperature.

» Status of the Mains Fault, LNA1 Current and LNAZ2 Current, Low Temperature, and High
Temperature alarms.

* Attenuations Path 1 - Downlink and Uplink attenuations for path 1. Users logged in with
the admins, superusers, or users role can set attenuations.

* Powers Readings Path 1

* Detected Downlink rms Power (Rms Pwr DL), detected Uplink rms Power (Rms Pwr Main
UL or, when the UL Pwr Reading menu is available and diversity is selected, Rms Pwr Div
UL).

» Enable LNA check box.

» Thr Min Rms Pwr DL and Thr Max Rms Pwr DL — Minimum and maximum rms input
power thresholds. Users logged in with the admins, superusers, or users role can set
the thresholds.

» Status of the Pwr Rms Min DL 1, Pwr Limiter DL 1, and Pwr Overdrive DL 1 alarms.

* Attenuations Path 2 - Downlink and Uplink attenuations for path 2. Users logged in with
the admins, superusers, or users role can set attenuations.
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* Powers Readings Path 2

* Detected Downlink rms Power (Rms Pwr DL), detected Uplink rms Power (Rms Pwr Main
UL or, when the UL Pwr Reading menu is available and diversity is selected, Rms Pwr Div
UL).

» Enable LNA check box.

» Thr Min Rms Pwr DL and Thr Max Rms Pwr DL — Minimum and maximum rms input
power thresholds. Users logged in with the admins, superusers, or users role can set
the thresholds.

» Status of the Pwr Rms Min DL 2, Pwr Limiter DL 2, and Pwr Overdrive DL 2 alarms.

* Power Limiter
The power limiter protects the module from high RF input power.
» Power Limiter Mode - Users logged in with the admins, superusers, or users role can
select the power limiter mode.
The following options are available in the Pwr Limiter mode drop-down list:

- RF OFF: If the Power Limiter Mode is set to RF OFF, when the rms downlink input
power exceeds the user-set maximum input signal threshold for the path (1 or 2),
the Pwr Limiter DL (1 or 2) alarm is triggered and the path is switched off, until the
alarm condition ceases (auto power-on).

- 10dB plus: If the Power Limiter Mode is set to 10dB plus, when the rms downlink
input power exceeds the user-set maximum input signal threshold for the path (1 or
2), the Pwr Limiter DL (1 or 2) alarm is triggered and the path input power is reduced
by 10dB, until the alarm condition ceases.

Note: When the rms downlink input power (path 1 or 2) exceeds either the user-
defined maximum input signal threshold +10dB, or the allowed Absolute Maximum
Input Power, the path (1 or 2) is switched off by the overdrive protection and the Pwr
Overdrive DL (1 or 2) alarm is triggered.

The overdrive alarm needs to be cleared: when the alarm ceases, click the Clear
Overdrive button to reset the path.

The path is restored @ max attenuations (Mec DL and Dig DL) and the
re-commissioning of the path is required.

» Pwr Alarm Hyst - Users logged in with the admins, superusers, or users role can set
the Power Alarm Hysteresis to avoid repeated power alarm reports.

If the detected input power exceeds the maximum input power threshold set for the
path, the power limiter alarm is triggered. The alarm is cleared when:
DL RMS power = DL max RMS thrs - Pwr Alarm Hyst

* Fans
» Actual fan rotation speed (rpm, revolutions per minute).
Note: If the fan rotation speed is 100, the fan is not spinning.

» Status of the Fan Speed alarm.
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TLPPOI Panel

; Configuration read from device 2020-02-05 12:39:12

1.3.1 | TLPPOI (TLPPOI-LB-MSE)

LOW POWER POI LOW BAND MIMQ SIMPLEX WITH ADDITIONAL GAIN STAGE

Type hex 000040 Communication state ®

Model hex 000000000004 Max severity ]

Version 4 Active Alarms 0

Serial Number 1012140003

Name TLPPOI-LB-MSE

Temperature [°C] 23 Low Temperature ] Mains Fault ]
High Temperature ]

Attenuations (Path 1)

Dig UL1 [dB] 20 Mec DL1 [dB] 0 v
Dig DL1 [dB] 15
Protection —

Input Stage (Path 1)

Enable LNAin UL1 52 Rms IN Pwr DL1 [dBm] -25,5

Current LNA in UL1 (] Min Rms IN Pwr DL1 [dBm] -20
Max Rms IN Pwr DL1 [dBm] "
Rms Pwr IN Min DL1 ]
Pwr Limiter DL1 0]
Pwr Overdrive DL1 ]

Qutput Stage (Path 1)

Enable LNA out UL1 T4 Enable Power Amplifier 54
Current LNA out UL1 @ Rms OUT Pwr DL1 [dBm] -34,5
Rms Pwr OUT Low DL1 ]
Rms Pwr OUT High DL1 ()
Current Power Amplifier DL1 ]

Attenuations (Path 2)

Dig UL2 [dB] 20 Mec DL2 [dB] 10 v
Dig DL2 [dB] 20
Protection —

Enable LNAin UL2 @ Rms IN Pwr DL2 [dBm] -25.3

Current LNA in UL2 @ Min Rms IN Pwr DL2 [dBm] -20
Max Rms IN Pwr DL2 [dBm] 10
Rms Pwr IN Min DL2 (]
Pwr Limiter DL2 ]
Pwr Overdrive DL2 ]

Output Stage (Path 2)

Enable LNA out UL2 ! Enable Power Amplifier o
Current LNA out UL2 @ Rms OUT Pwr DL2 [dBm] =327
Rms Pwr OUT Low DL2 (]
Rms Pwr OUT High DL2 (]
Current Power Amplifier DL2 o

Power limiter

Power Limiter Mode 10dB v Pwr Alarm Hyst [dB] 2
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The TLPPOI panel includes the following information about the selected Low Power Point of
Interface:

* Identification
» Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version
* Serial Number
* Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Description - TLPPOI Name.

Users logged in with the admins, superusers, or users role can assign a name to the
TLPPOI. See "Assigning Names to the DAS Components" on page 44.

* Parameters
* Detected Temperature.
» Status of the Mains Fault, Low Temperature, and High Temperature alarms.

* Attenuations (Path 1) - Downlink and uplink attenuations for path 1. Users logged in
with the admins, superusers, or users role can set attenuations.

* Input Stage (Path 1)

» Enable LNA in UL1 check box. In the JMA DAS Platform Local Commissioning User
Guide, refer to Commissioning TLPPOI for details.

* Rms IN Pwr DL1 - Detected downlink rms input power.

» Min Rms IN Pwr DL1 and Max Rms IN Pwr DL1 — Minimum and maximum rms input
power thresholds. Users logged in with the admins, superusers, or users role can set
the thresholds.

» Status of the Current LNA in UL1, Rms Pwr IN Min DL1, Pwr Limiter DL1, and Pwr
Overdrive DL1 alarms.

* Output Stage (Path 1)

» Enable LNA out UL1 check box. In the JMA DAS Platform Local Commissioning User
Guide, refer to Commissioning TLPPOI for details.

* Enable Power Amplifier check box. In the JMA DAS Platform Local Commissioning User
Guide, refer to Commissioning TLPPOI for details.

* Rms OUT Pwr DL1 - Detected downlink rms input power.

» Status of the Current LNA out UL1, Rms Pwr OUT Low DL1, Rms Pwr OUT High DL1, and
Current Power Amplifier DL1 alarms.
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* Attenuations (Path 2) - Downlink and uplink attenuations for path 2. Users logged in
with the admins, superusers, or users role can set attenuations.

* Input Stage (Path 2)
» Enable LNA in UL2 check box. In the JMA DAS Platform Local Commissioning User
Guide, refer to Commissioning TLPPOI for details.
* Rms IN Pwr DL2 - Downlink rms input power reading.
» Min Rms IN Pwr DL2 and Max Rms IN Pwr DL2 — Minimum and maximum rms input

power thresholds. Users logged in with the admins, superusers, or users role can set
the thresholds.

» Status of the Current LNA in UL2, Rms Pwr IN Min DL2, Pwr Limiter DL2, and Pwr
Overdrive DL2 alarms.

* Output Stage (Path 2)
» Enable LNA out UL2 check box. In the JMA DAS Platform Local Commissioning User
Guide, refer to Commissioning TLPPOI for details.
* Enable Power Amplifier check box. In the JMA DAS Platform Local Commissioning User
Guide, refer to Commissioning TLPPOI for details.
* Rms OUT Pwr DL2 - Downlink rms input power reading.
» Status of the Current LNA out UL2, Rms Pwr OUT Low DL2, Rms Pwr OUT High DL2, and
Current Power Amplifier DL2 alarms.
* Power Limiter
The power limiter protects the module from high RF input power.

» Power Limiter Mode - Users logged in with the admins, superusers, or users role can
select the power limiter mode.

The following options are available in the Pwr Limiter Mode drop-down list:

* RF OFF. If the Power Limiter Mode is set to RF OFF, when the rms downlink input
power exceeds the user-set maximum input signal threshold (Max Rms IN Pwr DL)
for the path (1 or 2), the Pwr Limiter DL (1 or 2) alarm is triggered and the path is
switched off, until the alarm condition ceases (auto power-on).

" 10dB plus. If the Power Limiter Mode is set to 10dB plus:

* When the rms downlink input power exceeds the user-set maximum input signal
threshold (Max Rms IN Pwr DL) for the path (1 or 2), the Pwr Limiter DL (1 or 2)
alarm is triggered and the path input power is reduced by 10dB, until the alarm
condition ceases.
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* When the rms downlink input power (path 1 or 2) exceeds either the user-defined
maximum input signal threshold (Max Rms Power DL) +10dB, or the allowed
Absolute Maximum Input Power, the path (1 or 2) is switched off by the overdrive
protection and the Pwr Overdrive DL (1 or 2) alarm is triggered.

Note: The overdrive alarm needs to be cleared: when the alarm ceases, click the
Clear Overdrive button to reset the path. The path is restored @ max
attenuations (Mec DL and Dig DL) and the re-commissioning of the path is
required.

* Pwr Alarm Hyst — Users logged in with the admins, superusers, or users role can set
the Power Alarm Hysteresis to avoid repeated power alarm reports.

If the detected input power exceeds the maximum input power threshold set for the
path, the power limiter alarm is triggered. The alarm is cleared when:
Rms IN Pwr DL = Max Rms IN Pwr DL - Pwr Alarm Hyst.
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LP POI MB Panel

A panel is available for each model of next generation Multi-band Points of Interface equipped
in the DAS.

The following figures show the LP POI MB panels.
Model IYZES8E19AF23D21:

& Configuration read from device 2024-03-08 13:21:59

1.2.1/LP POI MB (IY7EBE19AF23D21)
NG LP POIATT 68 MIMO FN7SL, 8E, PCS, AWF, WGS, 2.2-5

Identification Alarm summary

Type hex 000060  Communication state ®
Model hex 000000000002 Max severity [ )
Version 11320 Active Alarms 0
Serial Number 1045607002

Name IY7EBE19AF23D21_ATT

Temperature [C] 306 Low Temperature @  Mains Fault [
Current [mA] 1280  High Temperature o

Power limiter

Puwr Alarm Hyst [dB] 2
Fan 1 speed [rpm] 4321 Fan2 speed rpm] 4165|  Fan Speed 112 ®
Fan 3 speed [rpm] 4210 Fan 4 speed [rpm] 4201 Fan Speed 314 ®

FN @ 700L @ 800850 @ PCS ® AWS @ WwWcs @

Description

Name 788-798 758-768

Attenuations {Path 1)

Dig UL1 [dB] 18 Mec DL1 [dB] 0~
Dig DL1 [dB] 18
Protection

Input Stage (Path 1)

Enable LNA in UL1 [m] RMS IN PwrDL1 [dBm] 98

FN Current LNAin UL1 [ ] Min RMS IN Pwr DL1 [dBm] -20
Max RMS IN Pwr DL1 [dBm] 35
FN RMS Pwr IN Min DL1 [ ]
FN Pwr Limiter DL1 [ ]
FN Pwr Overdrive DL1 [ ]

Output Stage (Path 1)

Enable LNA out UL1 a Enable Power Amplifier [m]

FN Current LNA out UL1 [ ] RMS OUT Pwr DL1 [dBm] -22
FN RMS Pwr QUT Low DL1 [}
FN RMS Pwr OUT High DL1 ®
FN Curr Pwr Amp DL1 ®

Dig UL2 [dB] 18 Mec DL2 [dB] 0V
Dig DL2 [dB] 18
Protection

Input Stage (Path 2)

Output Stage (Path 2)

Power limiter

Power Limiter Mode RFOF v

Enable LNA in UL2 RMS IN Pwr DL2 [dBm] =221

FN Current LNAin UL2 Min RMS IN Pwr DL2 [dBm] -20
Max RMS IN Pwr DL2 [dBm)] 35
FN RMS Pwr IN Min DL2 [ ]
FN Pwr Limiter DL2 [ ]
FN Pwr Overdrive DL2 [ ]

Enable LNA out UL2 Enable Power Amplifier 0

FN Current LNA out UL2 RMS OUT Pwr DL2 [dBm)] 32,1
FN RMS Pwr OUT Low DL2 )
FN RMS Pwr OUT High DL2 )
FN Curr Pwr Amp DL2 )
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Model IYZES8E19AFD21.:

&, Configuration read from device 2024-05-30 09:47:50

1.12.1|LP POI MB (IY7E8E19AFD21)
NG LP POI VZW 4B MIMO 7SH, 8E, PCS, AWF, 2 2-5

‘ |

Type hex 000080 Communication state )
Model hex 000000000001 Max severity [ ]
Version 1.14.021 Active Alarms 0
Serial Number 1047384001

Description

Name IY7EBE19AFD21 - VZW - HW5181

o
S
s
3
)
&
@

Temperature [1C] 328 Low Temperature @  Mains Fault [
Current [mA] 940/  High Temperature @

Pwr Alarm Hyst [dB] 2

Fan 1 speed [rpm] 0 Fan2speed [rpm] 0|  Fan Speed1/2 ®
Fan 3 speed [rpm] 0|  Fan4speed [rpm] 0|  FanSpeed3/4 )

700H @ 800/850 @ PCS @ AWS @

Description

Name 751.5-11

Attenuations (Path 1)

Dig UL1 [dB] 18 Mec DL1 [dB] 0w
Dig DL1 [dB] 0
Protection —

Input Stage (Path 1)

Enable LNAin UL1 (m] RMS IN Pwr DL1 [dBm] -22.9

700H Current LNAin UL1 @  Min RMS IN Pwr DL1 [dBm] 20
Max RMS IN Pwr DL1 [dBm] 1
700H RMS Pwr IN Min DL1 [ ]
700H Pwr Limiter DL1 [ )
700H Pwr Overdrive DL1 [ ]

Output Stage (Path 1)

Enable LNA out ULt O Enable Power Amplifier 8]

700H Current LNA out UL1 @  RMS OUT PwrDL1 [dBm] 336
700H RMS Pwr OUT Low DL1 [ ]
700H RMS Pwr OUT High DL1 ®
T00H Curr Pwr Amp DL1 [}

Dig UL2 [dB] 18 Mec DL2 [dB] 10~
Dig DL2 [dB] 18
Protection —

Input Stage (Path 2)

Enable LNA in UL2 [m] RMS IN Pwr DL2 [dBm] -23.8
700H Current LNA in UL2 [ ] Min RMS IN Pwr DL2 [dBm] -20
Max RMS IN Pwr DL2 [dBm] 35
700H RMS Pwr IN Min DL2 .
700H Pwr Limiter DL2 [ ]
700H Pwr Overdrive DL2 .
Enable LNA out UL2 O  Enable Power Amplifier =]
700H Current LNA out UL2 . RMS OUT Pwr DL2 [dBm] -34
700H RMS Pwr OUT Low DL2 [ ]
700H RMS Pwr OUT High DL2 .
700H Curr Pwr Amp DL2 ()

Power limiter

Power Limiter Mode RF OFF v/

The LP POI MB panel includes the following information about the selected Multi-band Point
of Interface:

* Identification
* Type hex (hexadecimal notation)

* Model hex (hexadecimal notation)
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* Version
> Serial Number
* Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Description - LP POI MB Name.

Users logged in with the admins, superusers, or users role can assign a name to the LP
POI MB. See "Assigning Names to the DAS Components" on page 44.

* Parameters
» Detected Temperature and Current.
» Status of the Mains Fault, Low Temperature, and High Temperature alarms.
* Power limiter - The power limiter protects the module from high RF input power.

» Pwr Alarm Hyst — Users logged in with the admins, superusers, or users role can set
the Power Alarm Hysteresis to avoid repeated power alarm reports.

Note: The Power Alarm Hysteresis is set as a global configuration option, the Power
Limiter Mode is set for each band. See Power Limiter Mode on page 97.

" Fans

Note: The Multi-band Point of Interface is equipped with two replaceable fan units, which

Fans 3/4 Fans 1/2
Replaceable Replaceable
Fan Unit Fan Unit

» Fan Speed 1/2 - Status of the Fan Speed alarm for the fan unit identified as Fans 1/2 on
the equipment rear panel.

» Fan Speed 3/4 - Status of the Fan Speed alarm for the fan unit identified as Fans 3/4 on
the equipment rear panel.

» Fan 1 speed - Actual rotation speed of fan 1 (rpm, revolutions per minute).
» Fan 2 speed - Actual rotation speed of fan 2 (rpm, revolutions per minute).
» Fan 3 speed - Actual rotation speed of fan 3 (rpm, revolutions per minute).

» Fan 4 speed — Actual rotation speed of fan 4 (rpm, revolutions per minute).
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* Operating band tabs
Select a band tab to display the following information about the selected band:
* Description - Band Name.

Users logged in with the admins, superusers, or users role can assign a name to the
band. See "Assigning Names to the DAS Components" on page 44.

* Attenuations (Path 1) - Mechanical downlink attenuation (Mec DL1), digital downlink
attenuation (Dig DL1), and digital uplink attenuation (Dig UL1) for path 1. Users logged
in with the admins, superusers, or users role can set attenuations.

* Input Stage (Path 1)

- Enable LNA in UL1 check box. In the JMA DAS Platform Local Commissioning User
Guide, refer to Commissioning LP POI MB for details.

- Rms IN Pwr DL1 - Detected downlink rms input power.

- Min Rms IN Pwr DL1 and Max Rms IN Pwr DL1 — Minimum and maximum rms input

power thresholds. Users logged in with the admins, superusers, or users role can
set the thresholds.

- Status of the <band ID> Current LNA in UL1, <band ID> Rms Pwr IN Min DL1, <band
ID> Pwr Limiter DL1, and <band ID> Pwr Overdrive DL1 alarms.
Output Stage (Path 1)

- Enable LNA out UL1 check box. In the JMA DAS Platform Local Commissioning User
Guide, refer to Commissioning LP POI MB for details.

- Enable Power Amplifier check box. In the JMA DAS Platform Local Commissioning
User Guide, refer to Commissioning LP POI MB for details.
- Rms OUT Pwr DL1 - Detected downlink rms input power.

- Status of the <band ID> Current LNA out UL1, <band ID> Rms Pwr OUT Low DL1,
<band ID> Rms Pwr OUT High DL1, and <band ID> Curr Pwr Amp DL1 alarms.

* Attenuations (Path 2) - Mechanical downlink attenuation (Mec DL2), digital downlink
attenuation (Dig DL2), and digital uplink attenuation (Dig UL2) for path 2. Users logged
in with the admins, superusers, or users role can set attenuations.

* Input Stage (Path 2)

- Enable LNA in UL2 check box. In the JMA DAS Platform Local Commissioning User
Guide, refer to Commissioning LP POI MB for details.

- Rms IN Pwr DL2 - Downlink rms input power reading.

- Min Rms IN Pwr DL2 and Max Rms IN Pwr DL2 — Minimum and maximum rms input
power thresholds. Users logged in with the admins, superusers, or users role can
set the thresholds.

- Status of the <band ID> Current LNA in UL2, <band ID> Rms Pwr IN Min DL2, <band
ID> Pwr Limiter DL2, and <band ID> Pwr Overdrive DL2 alarms.
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* Output Stage (Path 2)

Enable LNA out UL2 check box. In the JMA DAS Platform Local Commissioning User
Guide, refer to Commissioning LP POI MB for details.

Enable Power Amplifier check box. In the JMA DAS Platform Local Commissioning
User Guide, refer to Commissioning LP POI MB for details.

Rms OUT Pwr DL2 - Downlink rms input power reading.

Status of the <band ID> Current LNA out UL2, <band ID> Rms Pwr OUT Low DL2,
<band ID> Rms Pwr OUT High DL2, and <band ID> Curr Pwr Amp DL2 alarms.

* Power limiter

The power limiter protects the LP POI MB from high RF input power.

Power Limiter Mode — Users logged in with the admins, superusers, or users role
can select the power limiter mode.

The following options are available in the Pwr Limiter Mode drop-down list:

* RF OFF. If the Power Limiter Mode is set to RF OFF, when the rms downlink input
power exceeds the user-set maximum input signal threshold (Max Rms IN Pwr DL)
for the path (1 or 2), the Pwr Limiter DL (1 or 2) alarm is triggered and the path is
switched off, until the alarm condition ceases (auto power-on).

* 10dB plus. If the Power Limiter Mode is set to 10dB plus:

* When the rms downlink input power exceeds the user-set maximum input
signal threshold (Max Rms IN Pwr DL) for the path (1 or 2), the Pwr Limiter DL
(1 or 2) alarm is triggered and the path input power is reduced by 10dB, until
the alarm condition ceases.

* When the rms downlink input power (path 1 or 2) exceeds either the
user-defined maximum input signal threshold (Max Rms Power DL) +10dB, or
the allowed Absolute Maximum Input Power, the path (1 or 2) is switched off by
the overdrive protection and the Pwr Overdrive DL (1 or 2) alarm is triggered.

Note: The overdrive alarm needs to be cleared: when the alarm ceases, click
the Clear Overdrive button to reset the path. The path is restored @ max
attenuations (Mec DL and Dig DL) and the re-commissioning of the path is
required.

If the detected input power exceeds the maximum input power threshold set for the
path, the power limiter alarm is triggered. The alarm is cleared when:
Rms IN Pwr DL = Max Rms IN Pwr DL - Pwr Alarm Hyst.

Note: The Power Limiter Mode is set for each band, the Power Alarm Hysteresis is set as
a global configuration option. See Pwr Alarm Hyst on page 95.
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TAPOI Panel

X Configuration read from device 2020-02-05 12:44:46

7 1.2.11 | TAPOI (TAPOI-AWF-F-4)
ia Active POI AWS2100 Full band flexi 4.3-10
&

==
Type hex 00001F Communication state [ ]
Model hex 000000000C1F Max severity ®
Version ] Active Alarms 0
Serial Number 1011872001

Description

Name

Parameters

Temperature [°C] 198 Low Temperature [ ] Mains Fault [ ]
High Temperature @

Attenuation UL [dB] 3N Attenuation DL [dB] 31

Peak Power [dBm] -19.8 Rms Power [dBm] 97 DL Power IN Low [ ]

Min Peak Power [dBm] -5 Min Rms Power [dBm] -10 DL Power IN High ®

Max Peak Power [dBm] 37 Max Rms Power [dBm] 27

Power imiter

Power Limiter > thr RMS v Power Limiter Mode | 10 dB plus v Pwr Alarm Hyst [dB] 1

The TAPOI panel includes the following information about the selected Active Point of
Interface:

* Identification
* Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version
> Serial Number
* Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms

» Active Alarms - Number of active alarms

* Description - TAPOI Name.

Users logged in with the admins, superusers, or users role can assign a name to the
TAPOI. See "Assigning Names to the DAS Components" on page 44.
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* Parameters
* Detected Temperature.
» Status of the Mains Fault, Low Temperature, and High Temperature alarms.

* Attenuations - Downlink and Uplink attenuations. Users logged in with the admins,
superusers, or users role can set attenuations.

Note: Refer to the following table for the relationship between the maximum input power
and the minimum downlink attenuation to be set for the module.

Maximum input power Minimum attenuation setting (DL Att )
26dBm 1dB
27dBm 2dB
28dBm 3dB
29dBm 4dB
30dBm 5dB
31dBm 6dB
32dBm 7dB
33dBm 8dB

* Powers
* Detected Peak power and Rms power.
» Min Peak Power and Min Rms Power: minimum power thresholds for Peak and Rms
detectors.

» Max Peak Power and Max Rms Power: maximum input power thresholds for Peak and
rms detectors. Users logged in with the admins, superusers, or users role can set the
thresholds.

* Power limiter
The power limiter protects the module from high RF input power.
» Power Limiter — Power limiter threshold. Users logged in with the admins, superusers,

or users role can select the Power limiter threshold. The following options are available:
peak (>thr Peak), rms (>thr RMS rms) or both (>thr Peak/>thr RMS rms).

» Power Limiter Mode - Users logged in with the admins, superusers, or users role can
select the power limiter mode.
The following options are available in the Pwr Limiter mode drop-down list:
- Disabled: The power limiter is disabled.

- 10dB isolated: When the Power Limiter Mode is set to 10dB isolated and the downlink
input signal exceeds the user-set maximum input signal threshold (Max Peak Power
or Max Rms Power, depending on the threshold set in the Power Limiter drop-down
list), the module enters auto power-off.

- 10dB plus: When the Power Limiter Mode is set to 10dB plus and the downlink input
signal exceeds the user-set maximum input signal threshold, the signal is 10dB
attenuated.

JMA DAS Platform - Remote Monitoring and Management User Guide 99
This document contains JMA Wireless proprietary and/or confidential information.



Appendix - Description of the Main Panels of the DAS Components

* Pwr Alarm Hyst — The Power Alarm Hysteresis can be set to avoid repeated power alarm
reports.

If the input power exceeds the maximum input power threshold set for the path, the
power limiter alarm is triggered. The alarm is cleared when:
Rms IN Pwr DL = DL Rms Pwr = DL RMS max - Pwr Alarm Hyst.
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TCPRIPOI Panel

X Configuration read from device 2020-02-05 12:49:10

1.2.8 | TCPRIPOI (TCPRIPOI-AWE-M)
CPRI Point Of Interface, Band 4+10+66 AWS52100 Extended, MIMO

Powers before attenuations

Rms Pwr DL Gh1[dBm] 236 Rms Pwr DL Gh2[dBm] 271
Ch1 Pwr Out DL Low [ ] Ch2 Pwr Out DL Low [ ]
Ch1 Pwr Out DL High Ch2 Pwr Out DL High

Ch1ALC On UL Ch2 ALC On UL

Ch1ALC On DL Ch2 ALC On DL

Att UL Ch1 [dB] 20 Att DL Ch1 [dB] 25

Att UL Ch2 [dB] 25 Att DL Gh2 [dB] 25

PreAmp UL Ch1 £ PreAmp UL Ch2 @
Temperature [*C] 30,8 Low Temperature [ ] Cur 28V [mA] 1264
Lock Synt UL ] High Temperature (] Mains Fault ®
Cur 28V 1 Ch1 [mA] 64 Cur 28V 1 Ch2 [mA] 62
Cur 28V 2 Ch1 [mA] 42 Cur 28V 2 Ch2 [mA] 43

CPRI Description

Mapped carrier number 0 CPRI Hw Revision 357 -1

CPRI Sw Version 2

CPRI Papr DL

Papr DL Ch1 [dB]

©
]

Papr DL Ch2 [dB]

o
]

CPRI alarms

Communication CPRI Ch2 ADC OverflowCPRI

Ch1 ADC OverflowCPRI Ch2 DAC Protect CPRI

Ch1 DAC Protect CPRI Mains Fault CPRI

ClkDistrlnlockCPRI Lock Synt DL CPRI

Temperature CPRI

Type hex 00003E Communication state [ ]
Model hex 000000000026 Max severity (]
Version 6 Active Alarms 1
Serial Number 1005178018

Name

Name System System-Name
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The TCPRIPOI panel includes the following information about the selected CPRI Point of
Interface:

* Identification
* Type hex (RF board type, hexadecimal notation)
* Model hex (RF board model, hexadecimal notation)
* Version
* Serial Number
* Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Description

* Name - DAS-side name assigned to the TCPRIPOI. Users logged in with the admins,
superusers, or users role can assign a name to the TCPRIPOI. See "Assigning Names
to the DAS Components" on page 44.

» Name System - Name of the system (DAS) the TCPRIPOI belongs to.
* Powers before attenuations
* Attenuations
* PreAmp
* Parameters
* Detected Temperature and current (Curr 28V).
» Status of the Low Temperature, High Temperature, Mains Fault, Lock Synt UL alarms.
* Currents
* Detected currents (Curr 28V).
* CPRI Description:
* Mapped carrier number: number of carriers assigned to the TCPRIPOI.
* CPRI Hw Revision and CPRI Sw Version.
* CPRI Papr DL
* CPRI alarms
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POI ORAN Panel

£ Configuration read from device 2024-04-09 10:04:44
1.9.1 | POI ORAN (N.A.)
A

”

Type hex 000063 Communication state o

Model hex 000000000000 Max severity [ ]

Version 1.0.0.11 Active Alarms 10

Serial Number 0

Name POI-ORAN-SNNP

Temperature ['C] 286 Low Temperature [ ] Mains Fault [ ]
High Temperature @

ORAN Parameters

Type hex digital 00000000 Temperature Digital [ ] PTP Sync Error [ ]
Version digital |0.0.0.0 Mains Fault Digital @  FanSpeed 12 [ ]
Communication Digital ® Clock Distributor Unlock [ ] Fan Speed 3/4 [ ]

Chi @ Ch2 @ Ch3 @ Ch4a @ Ch5 @ Ché @ Ch7 @ Chs @

Description

Name CH1-SNMP

RF Board Parameters

Enable LNA UL O Enable RF O
Att UL [dB] 45 Att DL [dB] 35
Ch1 Gurrent LNA UL @ RMS Pwr DL [dBm] 0
Ch1 Current In UL [ ] Ch1 Pwr Out DL Low [ ]
Ch1ALG On UL @  Ch1PwrOutDL High ®
Ch1 Current DRV DL [ ]
Ch1 Current PADL [ ]

The POI ORAN panel includes the following information about the selected next generation

O-RAN Point of Interface:
* Identification
* Type hex (RF board type, hexadecimal notation)
* Model hex (RF board model, hexadecimal notation)
* Version
* Serial Number
* Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms

* Active Alarms — Number of active alarms
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* Description - POI ORAN Name.

DAS-side name assigned to the POI ORAN. Users logged in with the admins, superusers,
or users role can assign a name to the POI ORAN. See "Assigning Names to the DAS
Components" on page 44.

* Parameters
* Detected Temperature.
» Status of the Mains Fault, Low Temperature, and High Temperature alarms.
* ORAN Parameters
» Type hex digital — Type assigned to the digital board, hexadecimal notation.
» Version digital — Version of the digital board.

» Status of the following alarms: Communication Digital, Temperature Digital, Mains Fault
Digital, Clock Distributor Unlock, PTP Sync Error, Fan Speed 1/2, Fan Speed 3/4.

Note: The O-RAN Point of Interface is equipped with two replaceable fan units, which are
labeled as Fans 1/2 and Fans 3/4 on the equipment rear panel:

Fans 1/2 Fans 3/4
Replaceable Replaceable
Fan Unit Fan Unit
|
g e
T
=

The Fan Speed 1/2 alarm on the POI ORAN panel refers to the fan unit identified as
Fans 1/2 on the equipment rear panel.

The Fan Speed 3/4 alarm on the POI ORAN panel refers to the fan unit identified as
Fans 3/4 on the equipment rear panel.
* Channel tabs (Ch1 to Ch8)

Select a channel tab to display the following information about the selected channel:

* Description - Channel Name.
Users logged in with the admins, superusers, or users role can assign a name to the
channel. See "Assigning Names to the DAS Components" on page 44.

* RF Board Parameters

- Enable LNA UL - Enable Uplink Low Noise Amplifier (LNA) check box. In the JMA DAS
Platform Local Commissioning User Guide, refer to Commissioning POI ORAN for
details.

- Enable RF - RF enable check box
- Att UL - Uplink attenuation.
- Att DL - Downlink attenuation.

Note: Users logged in with the admins, superusers, or users role can set
attenuations.

JMA DAS Platform - Remote Monitoring and Management User Guide
This document contains JMA Wireless proprietary and/or confidential information.

104



Appendix - Description of the Main Panels of the DAS Components

- RMS Pwr DL - Detected Downlink rms power.

- Status of the Current LNA UL, Current In UL, ALC On UL, Pwr Out DL Low, Pwr Out DL
High, Current DRV DL, Current PA DL alarms.
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TDFE Panel

& Configuration read from device 2020-02-05 12:52:39

1.1.3 | TDFE (TDFE-UMTS)
Donor Front End UMTS 2100

Spectrum
I Sub-band 1 [] Sub-band 2

|’

Type hex 000018 Communication state [}
Model hex 000000000006 Max severity [ ]
Version 1" Active Alarms 0
Serial Number 141833601 Communication UL [ ]

Name

Preset DFE+SFE+(other modules) v Temperature [°C] 415

BandSize narrow v Max Gain SFERUVHP v Temperature Low @

Selectivity GSM 95d8 v Mains Fault @ Temperature High [ ]
Fan Speed [ ]

[ Sub-band 1 [] Sub-band 2

Freg UL (MHz)

Frq Range [MHz]

Frq Range [MHz]

Filter ID

Common - Uplink

1935.40 - 1949.6(

1945.40 - 1959.6(

140

100 100
90 a0
80 80
70 _ 70
T 60 T 60
5 50 a 50
£ 40 £ 40
@ g0 a0
20 20
10 10
0 0
RO O S O A B R A T

Freq DL (MHz)

Commeon - Downlink

Frg Range [MHz]

Frg Range [MHz]

Pwr Out UL [dBm] 277 Pwr In DL [dBm] 537
Attenuation UL [dB] 28,5 Attenuation DL [dB] 30
Pwr Out UL @  PwrOutDL @
Peak Pwr + OFA UL [ ] Peak Pwr + OFA DL [ ]
Lock Detect UL [ ] Lock Detect DL [ ]
ALC On UL @® ACOnDL ®
Pwrin UL @® PwiinDL @
UL Enabled DL Enabled
Pwr Qut UL [dBm] -121 Pwr In DL [dBm] -46.8
Attenuation UL [dB] 0 Attenuation DL [dB] (0]
Pwr Out SB1 UL @ Pwr In SB1 DL (O]
Pwr Min SB1 DL [ ]
Frequency UL [MHz] 19425
Bandwidth [MHz] 142

2125.40 - 2139.6(

Filter 1D 140

UL Enabled € DL Enabled \

Pwr Qut UL [dBm] -12,4 Pwr In DL [dBm] -46.5

Attenuation UL [dB] 0 Attenuation DL [dB] 0

Pwr Qut 8B2 UL (] Pwr In SB2 DL (]
Pwr Min SB2 DL [ ]

Freguency UL [MHz] 1952,5

Bandwidth [MHz] 142

2135.40 - 2149.6(
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The TDFE panel includes the following information about the selected Digital Donor Front

End:

* Identification

» Type hex (hexadecimal notation)

* Model hex (hexadecimal notation)

» Version

4

Serial Number

* Alarm Summary

>

>

>

>

Communication state
Max severity — Maximum severity of active alarms
Active Alarms - Number of active alarms

Status of the Communication UL alarm

* Description — TDFE Name.

Users logged in with the admins, superusers, or users role can assign a name to the
TDFE. See "Assigning Names to the DAS Components" on page 44.

" Parameters

4

4

>

Temperature — Detected temperature.
Status of the Mains Fault, Temperature Low, Temperature High, and Fan Speed alarms.

Preset — List of presets for automatic gain setting. Users logged in with the admins,
superusers, or users role can select the system hardware configuration to apply the
corresponding automatic gain setting.

Band size = Wide (1 sub-band) or narrow (2 sub-bands),

Max Gain — Users logged in with the admins, superusers, or users role can select the
SFE/RU output power to display the proper downlink diagram in the Spectrum panel,

Selectivity = The selectivity options allow users logged in with the admins,
superusers, or users role to optimize the filter either for low delay (UMTS) or for high
selectivity (GSM 95dB).

* Spectrum - Uplink and Downlink Frequency/Gain diagrams.

* Common-Uplink

>

4

Pwr Out UL = Detected Uplink Output Power.

Attenuation UL = Uplink attenuation. Users logged in with the admins, superusers, or
users role can set the module uplink attenuation.

Status of the Pwr Out UL, Peak Pwr + OFA UL, Lock Detect UL, ALC On UL, Pwr in UL
alarms.
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* Common-Downlink
» Pwr In DL = Detected downlink input power (measured on the whole band).

» Attenuation DL = Downlink attenuation. Users logged in with the admins, superusers,
or users role can set the module downlink attenuation.

» Status of the Pwr Out DL, Peak Pwr + OFA DL, Lock Detect DL, ALC On DL, Pwr in DL
alarms.

* Sub-band <number> Uplink — Main uplink parameters of each sub-band enhanced by
the TDFE module.

» UL Enabled check box = Users logged in with the admins, superusers, or users role
can enable or disable the sub-band Uplink.

* Power Out UL - Detected Uplink Output Power inside the filtered channel.

» Attenuation UL = Uplink attenuation set for the sub-band. Users logged in with the
admins, superusers, or users role can set the sub-band uplink attenuation.

» Status of the Pwr Out SB<number> UL = Uplink output power out of range.
» Frequency UL —= Uplink frequency center.

* Bandwidth — Uplink bandwidth.

* Frg Range - uplink operating frequency range.

> Filter ID number.

* Sub-band <number> Downlink - Main downlink parameters of each sub-band
enhanced by the TDFE module.

* DL Enabled check box = Users logged in with the admins, superusers, or users role
can enable/disable the sub-band Downlink.

* Power In DL = Downlink Input Power inside the filtered channel.

> Attenuation DL — Downlink attenuation set for the sub-band. Users logged in with the
admins, superusers, or users role can set the sub-band downlink attenuation.

» Status of the sub-band Pwr In SB<number> DL (downlink input power out of range)
and Pwr Min SB<number> DL (downlink input power too low) alarms.

» Frg range — Sub-band downlink operating frequency range.
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TSYNC Panel

X configuration read from device 2018-06-01 10:40:33

@, 1.6.3 | TSYNC (TSYNC)
g TOOD SYNCHRONIZER

|dentification Alarm summary

Type hex 0000E2 Communication state ]
model hex Qooooonoooon Mz Severity L ]
Wrsion 3 Active Alarms 0
Serial Murnber 1001488083

Temperature [°C| 32,5 Curr 28% [mA] 144 PLL Unlock 8
Lowy Termperature a8 Mains Fault [ ] TOD Comim &
High Temperature @ TDD Unlock )
Aftenuations

Channel 1 Channel 2 Channel 3 Channel 4
10 E1g Edl1e 12 &

Inner board

Configuratian 2k Special Frame 7B

The TSYNC panel includes the following information about the TDD sync module used in 4G

Systems:
* Identification
» Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version
* Serial Number
* Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms

» Active Alarms - Number of active alarms
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* Parameters
* Detected Temperature and current (Curr 28V).

> Status of the Low Temperature, High Temperature, Mains Fault, PLL Unlock, TDD
Comm, TDD Unlock alarms.

* Attenuations - Attenuation set for each channel (factory-set attenuation=19dB). Users
logged in with the admins, superusers, or users role can adjust each port attenuation to
compensate for the TDD reference output signal path losses.

* Inner Board

* Configuration = Users logged in with the admins, superusers, or users role can select
the TDD downlink-uplink configuration (0-6), which defines subframes distribution
between uplink and downlink and the switch-point periodicity.

* Special Frame - Users logged in with the admins, superusers, or users role can
select the subframe configuration (0-8), which defines the length of the Guard period,
Downlink Pilot Time Slot, and Uplink Pilot Time Slot.
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TSYNC-N Panel

X Configuration read from device 2023-07-27 14:25:56

E‘.:'i 1.1.3 | TSYNC (TSYNC-N)
ﬁﬂ TDD SYNCHRONIZER FOR 5G
BB

e

Parameters

Type hex 000032 Communication state (]
Model hex 000000000003 Max severity ]
Version 10 Active Alarms Q
Serial Number 1024150002

Temperature [*C] 373 Curr 28V [mA] 156 PLL Unlock L]
Low Temperature ] Mains Fault ] TDD Unlock ®
High Temperature [ ]

Att Channel 1 19 Aft Channel 3 19
Att Channel 2 19 Aft Channel 4 19
TDD device version 48 SSB filter width 5
Subcarrier spacing [kHz] 30 w Holdover time [minutes] 0
SSB position 2w

Pattern 1 enabled Pattern 2 enabled
DL/UL Pattern 1 duration [ms] 3w DL/UL Pattern 2 duration [ms] 2w
Nbr of DL slots Pattern 1 3 Nbr of DL slots Pattern 2

Special slot DL symbels Pattern 1 4 Special slot DL symbols Pattern 2 0

The TSYNC-N panel includes the following information about the TDD sync module used in

5G Systems:

* Identification
* Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version

» Serial Number

Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms

» Active Alarms - Number of active alarms

Parameters

* Detected Temperature and current (Curr 28V).

» Status of the Low Temperature, High Temperature, Mains Fault, PLL Unlock, TDD Unlock

alarms.

Attenuations - Attenuation set for each channel (factory-set attenuation=26dB). Users

logged in with the admins, superusers, or users role can adjust each port attenuation to

compensate for the TDD reference output signal path losses.
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" 5G/NR Frame Structure

Users logged in with the admins, superusers, or users role can configure the TDD sync
module frame structure.

Note: The proper setting of the TDD sync module frame structure is crucial to optimal DAS
performance in TDD networks.

4

>

>

TDD device version.
Subcarrier spacing [kHz] = 15kHz, 30kHz, or 60kHz.

SSB Position - Position in time of the SSB (Synchronization Signal Block) Carrier. Only
one SSB Position per Pattern1+Pattern2 is supported.

Pattern 1 - Synchronization pattern enabled by default.
Pattern 2 - Additional synchronization pattern (Pattern 2).
DL/UL Pattern 1 duration[ms], DL/UL Pattern 2 duration [ms].

Nbr of DL slots Pattern 1, Nbr of DL slots Pattern 2 —Number of downlink slots
per pattern
Note: Each slot is made of 14 symbols in the time domain.

Special slot DL symbols Pattern 1, Special slot DL symbols Pattern 2 - Number
of DL symbols defined in the Special Slot Format. Refer to ETSI TS 38.213 Release 15,
Table 11.1.1-1 for details.

Holdover time [minutes] - Time for which the TSYNC-N module will remain in a sync
status even if the signal from the BS is absent.
Note: At least 10 minutes of past lock are required.

SSB filter width — The Standard 3GPP indicates that the SSB (Synchronization Signal
Block) spans across four OFDM symbols in the time domain (default SSB filter width=4).
If the CSI-RS (Channel State Information Reference Signal) period and position are the
same as the SSB, by using a Spectrum Analyzer in the time domain, you will see a CSI-
RS symbol close to the SSB, which is interpreted as the fifth symbol. So, for SSB period
and CSI-RS period equal to 20ms, you must set the SSB filter width to 5. If you see
more symbols close to the SSB, you must set higher values.
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TSYNC-X Panel

& Configuration read from device 2023-09-15 12:19:42

%‘* 1.11.11 | TSYNC (TSYNC-X)

ﬁﬂ TOD SYNCHRONIZER FOR X-RAN

a

B
Type hex 000032 Communication state ®
Wodel hex 000000000002 Max severity @
\ersion 5} Active Alarms 1
Serial Number 1
Temperature ['C] 31.3 curr 28V [mA] 12 PLL Unlock )
Low Temperature [ ] Mains Fault [ ] TDD Unlock @
High Temperature (]
Att Channel 1 19 Aft Channel 3 19
Att Channel 2 19 Aft Channel 4 19

The TSYNC-X panel includes the following information about the TDD sync module that is
used when the DAS is connected to the JMA XRAN System:

* Identification
» Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version
* Serial Number
* Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Parameters

* Detected Temperature and current (Curr 28V).

» Status of the Low Temperature, High Temperature, Mains Fault, PLL Unlock, TDD Unlock
alarms.

* Attenuations - Attenuation set for each channel (factory-set attenuation=19dB). Users

logged in with the admins, superusers, or users role can adjust each port attenuation to
compensate for the TDD reference output signal path losses.
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TSYNC-C Panel

& Configuration read from device 2023-08-22 10:00:10

1.1.8 |[TSYNC (TSYNC-C)
NG TDD SYNCHRONIZER

5G/NR Frame Structure

TDD device version 438 SSB filter width

Subcarrier spacing [kHz] 30 v Holdover time [minutes]

SSB position 2 v

Pattern 1 enabled Pattern 2 enabled

DL/UL Pattern 1 duration [ms] I v DL/UL Pattern 2 duration [ms]
Nbr of DL slots Pattern 1 > Nbr of DL slots Pattern 2

Special slot DL symbols Pattern 1 5] Special slot DL symbols Pattern 2

@
0

Type hex 000032 Communication state

Model hex 000000000004 Max severity

Version 10 Active Alarms

Senal Number 1036992002

Temperature [C] 36.8 Curr 28V [mA] 45 TDD Unlock
Low Temperature @ Mains Fault ]

High Temperature @

2w

The TSYNC-C panel includes the following information about the next generation TDD sync

module:
* Identification
* Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version
» Serial Number
* Alarm Summary
* Communication state
* Max severity - Maximum severity of active alarms

» Active Alarms — Number of active alarms

JMA DAS Platform - Remote Monitoring and Management User Guide
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" Parameters

4

>

Detected Temperature and current (Curr 28V).

Status of the Low Temperature, High Temperature, Mains Fault, TDD Unlock alarms.

* 5G/NR Frame Structure

Users logged in with the admins, superusers, or users role can configure the TDD sync
module frame structure.

Note: The proper setting of the TDD sync module frame structure is crucial to optimal DAS
performance in TDD networks.

>

>

4

TDD device version.
Subcarrier spacing [kHz] = 15kHz, 30kHz, or 60kHz.

SSB Position - Position in time of the SSB (Synchronization Signal Block) Carrier. Only
one SSB Position per Pattern1+Pattern2 is supported.

Pattern 1 - Synchronization pattern enabled by default.
Pattern 2 - Additional synchronization pattern (Pattern 2).
DL/UL Pattern 1 duration [ms], DL/UL Pattern 2 duration [ms].

Nbr of DL slots Pattern 1, Nbr of DL slots Pattern 2 — Number of downlink slots
per pattern
Note: Each slot is made of 14 symbols in the time domain.

Special slot DL symbols Pattern 1, Special slot DL symbols Pattern 2 - Number
of DL symbols defined in the Special Slot Format. Refer to ETSI TS 38.213 Release 15,
Table 11.1.1-1 for details.

Holdover time [minutes] - Time for which the TSYNC-C module will remain in a sync
status even if the signal from the BS is absent.
Note: At least 10 minutes of past lock are required.

SSB filter width — The Standard 3GPP indicates that the SSB (Synchronization Signal
Block) spans across four OFDM symbols in the time domain (default SSB filter width=4).
If the CSI-RS (Channel State Information Reference Signal) period and position are the
same as the SSB, by using a Spectrum Analyzer in the time domain, you will see a CSI-
RS symbol close to the SSB, which is interpreted as the fifth symbol. So, for SSB period
and CSI-RS period equal to 20ms, you must set the SSB filter width to 5. If you see
more symbols close to the SSB, you must set higher values.
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MU-OTRX Panel

; Configuration read from device 2020-02-05 11:41:08

B8
[
&
~m
L

1.5.3 | MU-OTRX (TTRU4W-S-M)
Optical Transmitter/Receiver for Master Unit, 380-26000MHz 17X 4RX WDM SC/APC with RF Monitor

Wy

H

H
S )

P

-

e

Type hex 000003 Communication state ]
Model hex 000000003231 Max severity @
Version 16 Active Alarms 0
Senal Number 81571008
Temperature [°C] 42 Low Temperature [ ] Mains Fault [ ]
High Temperature [ ]
Enabled Tx v Laser Fault (]
Attenuation Tx [dB] 3 Laser Wam [ ]
Aftenuation Rx [dB] 7.5
Enable Rx Opt. Power Rx [dBm] -26,2 Rx1 Optical Low [ ]
Attenuation Rx [dB] 10 Fiber Loss [dB] Too High Rx1 Optical Wam [ ]
Alarm summary RU1 @ Rx1 Optical High ]
Enable Rx Opt. Power Rx [dBm] -26,2 Rx2 Optical Low [ ]
Attenuation Rx [dB] 4] Fiber Loss [dB] Too High Rx2 Optical Warmn [ ]
Alarm summary RU2 @ Rx2 Optical High ]
Enable Rx v Opt. Power Rx [dBm] 6,2 Rx3 Optical Low [ ]
Attenuation Rx [dB] 0 Fiber Loss [dB] 0,0 Rx3 Optical Wamn ]
Alarm summary RU3 [ ] Rx3 Optical High [ ]
Enable Rx Opt. Power Rx [dBm] -26,2 Rx4 Optical Low ]
Attenuation Rx [dB] 0 Fiber Loss [dB] Toe High Rx4 Optical Wamn [ ]
Alarm summary RU4 @ Rx4 Optical High [ ]

The MU-OTRX panel includes the following information about the selected plug-in optical
module:

* Identification
» Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version

» Serial Number
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* Alarm Summary

4

>

>

Communication state
Max severity — Maximum severity of active alarms

Active Alarms - Number of active alarms

" Parameters

>

4

Detected Temperature.

Status of the Low Temperature, High Temperature, and Mains Fault alarms.

" Transmitter

4

4

>

Enabled TX - Optical transmitter enable check box.
Attenuation Tx [dB] — Optical transmitter attenuation.

Status of the Laser Fault and Laser Warn alarms.

* Receiver General

>

Attenuation Rx [dB] — Common receiver attenuation.

" Receiver Rx 1

4

4

4

Enable Rx check box — Optical receiver enable/disable check box.

Attenuation Rx [dB] — Receiver attenuation.

Opt. power Rx [dBm] — Received optical power.

Fiber Loss [dB].

Status of the RX1 Optical Low, RX1 Optical Warn, and RX1 Optical High alarms.

Alarm summary RU1 — Maximum severity of the alarms active for the remote unit
connected to the receiver 1.

" Receiver Rx 2

4

4

4

Enable Rx check box — Optical receiver enable/disable check box.

Attenuation Rx [dB] — Receiver attenuation.

Opt. power Rx [dBm] — Received optical power.

Fiber Loss [dB].

Status of the RX2 Optical Low, RX2 Optical Warn, and RX2 Optical High alarms.

Alarm summary RU2 - Maximum severity of the alarms active for the remote unit
connected to the receiver 2.

* Receiver Rx 3

4

4

4

>

>

Enable Rx check box — Optical receiver enable/disable check box.

Attenuation Rx [dB] — Receiver attenuation.

Opt. power Rx [dBm] — Received optical power.

Fiber Loss [dB].

Status of the RX3 Optical Low, RX3 Optical Warn, and RX3 Optical High alarms.

JMA DAS Platform - Remote Monitoring and Management User Guide
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4

Alarm summary RU3 — Maximum severity of the alarms active for the remote unit
connected to the receiver 3.

* Receiver Rx 4

>

>

4

Enable Rx check box — Optical receiver enable/disable check box.

Attenuation Rx [dB] — Receiver attenuation.

Opt. power Rx [dBm] — Received optical power.

Fiber Loss [dB].

Status of the RX4 Optical Low, RX4 Optical Warn, and RX4 Optical High alarms.

Alarm summary RU4 — Maximum severity of the alarms active for the remote unit
connected to the receiver 4.

JMA DAS Platform - Remote Monitoring and Management User Guide

This document contains JMA Wireless proprietary and/or confidential information.

118



Appendix - Description of the Main Panels of the DAS Components

MU-OTRX MIMO Panel

& Configuration read from device 2023-08-09 12:05:19
- 1.1.9  MU-OTRX MIMO (TTRX24W-5-M)

Optical Transmitter/Receiver for IMaster Unif, 2300-38000Hz 2TX 4RX WDM SC/APC with
RF Monitor

|dentification Alarm summary

Type hex Q0005A Communication state [ ]
Madel hex 000000000014 Max severity @
Version 2 Active Alarms 3
Serial Number 1029254043

Temperature ['C] 335 Low Temperature [ ] Mains Fault []

High Temperature [ ]

Enabled Tx Laser Fault M1 (]
Attenuation Tx [dB] 0 Laser Warn M1 ]

Transmitter B
Enabled Tx Laser Fault M2 [}

Attenuation Tx [dB] 0 Laser Warn M2 [ ]

Receiver General A

Attenuation Rx [dB] 0

Receiver General B

Attenuation Rx [dB] 0

Receiver Rx1

Enable Rx Opt. Power Rx [dBm] 5.8 Rx1 Optical Low [ ]
Attenuation Rx [dB] 0 Fiber Loss [dB] 02 Rx1 Optical Warn [ ]
Alarm summary RU1 ® Rx1 Optical High [ ]
Enable Rx Opt. Power Rx [dBm] 54 Rx2 Optical Low [ ]
Attenuation Rx [dB] 0 Fiber Loss [dB] 0.6 Rx2 Optical Warn [ ]
Alarm summary RU2 @ Rx2 Optical High [ ]
Enable Rx O Opt. Power Rx [dBm] -182 Rx3 Optical Low [ ]
Attenuation Rx [dB] 0 Fiber Loss [dB] 242 Rx3 Optical Warn [ ]
Alarm summary RU3 @ Rx3 Optical High [ ]
Enable Rx (] Opt. Power Rx [dBm] -26.2 Rx4 Optical Low [ ]
Attenuation Rx [dB] 0 Fiber Loss [dB] Too High Rx4 Optical Warn [ ]
Alarm summary RU4 ® Rx4 Optical High [ ]

The MU-OTRX MIMO panel includes the following information about the selected plug-in
MIMO optical module:

* Identification
» Type hex (hexadecimal notation)

* Model hex (hexadecimal notation)
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* Version
> Serial Number
* Alarm Summary
* Communication state
» Max severity - Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Parameters
* Detected Temperature.
» Status of the Low Temperature, High Temperature, and Mains Fault alarms.
* Transmitter A
* Enabled TX - Optical transmitter enable check box.
» Attenuation Tx [dB] — Optical transmitter attenuation.
> Status of the Laser Fault M1 and Laser Warn M1 alarms.
* Transmitter B
* Enabled TX - Optical transmitter enable check box.
» Attenuation Tx [dB] - Optical transmitter attenuation.
» Status of the Laser Fault M2 and Laser Warn M2 alarms.
* Receiver General A
» Attenuation Rx [dB] — Common receiver attenuation.
* Receiver General B
» Attenuation Rx [dB] - Common receiver attenuation.
* Receiver Rx 1
» Enable Rx check box - Optical receiver enable/disable check box.
» Attenuation Rx [dB] — Receiver attenuation.
* Opt. power Rx [dBm] — Received optical power.
* Fiber Loss [dB].
» Status of the RX1 Optical Low, RX1 Optical Warn, and RX1 Optical High alarms.

» Alarm summary RU1 - Maximum severity of the alarms active for the remote unit
connected to the receiver 1.

* Receiver Rx 2
* Enable Rx check box — Optical receiver enable/disable check box.
* Attenuation Rx [dB] - Receiver attenuation.
» Opt. power Rx [dBm] — Received optical power.
» Fiber Loss [dB].
» Status of the RX2 Optical Low, RX2 Optical Warn, and RX2 Optical High alarms.

JMA DAS Platform - Remote Monitoring and Management User Guide
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4

Alarm summary RU2 — Maximum severity of the alarms active for the remote unit
connected to the receiver 2.

* Receiver Rx 3

>

>

4

Enable Rx check box — Optical receiver enable/disable check box.

Attenuation Rx [dB] — Receiver attenuation.

Opt. power Rx [dBm] — Received optical power.

Fiber Loss [dB].

Status of the RX3 Optical Low, RX3 Optical Warn, and RX3 Optical High alarms.

Alarm summary RU3 - Maximum severity of the alarms active for the remote unit
connected to the receiver 3.

* Receiver Rx 4

>

4

4

Enable Rx check box — Optical receiver enable/disable check box.

Attenuation Rx [dB] — Receiver attenuation.

Opt. power Rx [dBm] — Received optical power.

Fiber Loss [dB].

Status of the RX4 Optical Low, RX4 Optical Warn, and RX4 Optical High alarms.

Alarm summary RU4 - Maximum severity of the alarms active for the remote unit
connected to the receiver 4.
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MU-OTRX (TTRU2W-S-M-C2) Panel

& Configuration read from device 2018-12-17 11:27:27 ﬁ Inventory
] A
;:...,r. .‘ 1.11.6 | MU-OTRX (TTRU2W-S-M-C2)
E l. ! Opfical TxiRy for Master Unlt, 1 Tx 2 R, WOM, SC-APC, Ulira-wide band), with Monitor, Cascade
-I | with 2 UL
2 E
.
Identification Alarm summary
Type hex 000003 Communication state [ ]
hodel hex 000000007241 s severity [ ]
WErsion 13 Active Alarms 1]
Serial Mumber 1002040001
Parameters
Temperature [°C] 56,3 Low Temperature @ hains Fault [ ]
High Termperature (]
Transmitter
T enahled Laser Fault [ ]
Al Tw [dB] = Laser Warn [ ]

Receiver General

At F¥ [0B] 0k Aft R 2 [CE] ok
Enable Rx ] Opt. Power Rx [dEm)] -26,2 Rx1 Optical Low [ ]
Aft [dE] 0= Fiber Loss [dB] Too High Fx1 Optical Warn [ ]
Alarm summary R @ Rx1 Optical High [ ]
Enable Rx ] Opt. Power Rx [dEm] -26,2 Rx2 Optical Low [ ]
Aft [dE] 0= Fiber Loss [dB] Too High Fx2 Optical Warn [ ]
Alarm surmmary RIU2 @ Rx2 Optical High [ ]
Enahle Rx O Opt Power Ry [dBm] =262 Rx3 Optical Low ®
Aft [0B] (1] Finer Loss [dB] Too High Fx3 Optical Warn ]
Alarm surnmary RUS ] Fxd Optical High [ ]
Enable Rx ] Opt. Power Rx [dBm] -26,2 Ryl Optical Low [ ]
At [dE] 0= Fiber Loss [dB] Too High Fxd Optical Warn [ ]
Alarm summary R4 @ R Optical High [ ]

The MU-OTRX (TTRU2W-S-M-C2) panel includes the following information about the
selected plug-in optical module for DAS designs delivering seven or nine bands on a single
fiber:

* Identification
* Type hex (hexadecimal notation)

* Model hex (hexadecimal notation)
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* Version
> Serial Number
* Alarm Summary
* Communication state
» Max severity - Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Parameters
* Detected Temperature.
» Status of the Low Temperature, High Temperature, and Mains Fault alarms.
* Transmitter
* Enabled TX - Optical transmitter enable check box.
» Attenuation Tx [dB] — Optical transmitter attenuation.
> Status of the Laser Fault and Laser Warn alarms.
* Receiver General
» Attenuation Rx [dB] — Receiver attenuation.
» Attenuation Rx 2 [dB] — Receiver 2 attenuation.
* Receiver Rx 1
» Enable Rx check box - Optical receiver enable/disable check box.
» Attenuation Rx [dB] — Receiver attenuation.
» Opt. power Rx [dBm] — Received optical power.
* Fiber Loss [dB].
» Status of the RX1 Optical Low, RX1 Optical Warn, and RX1 Optical High alarms.

» Alarm summary RU1 - Maximum severity of the alarms active for the remote unit
connected to the receiver 1.

* Receiver Rx 2
* Enable Rx check box - Optical receiver enable/disable check box.
» Attenuation Rx [dB] - Receiver attenuation.
» Opt. power Rx [dBm] — Received optical power.
» Fiber Loss [dB].
» Status of the RX2 Optical Low, RX2 Optical Warn, and RX2 Optical High alarms.

» Alarm summary RUZ2 - Maximum severity of the alarms active for the remote unit
connected to the receiver 2.

* Receiver Rx 3
* Enable Rx check box — Optical receiver enable/disable check box.

» Attenuation Rx [dB] — Receiver attenuation.

JMA DAS Platform - Remote Monitoring and Management User Guide
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» Opt. power Rx [dBm] — Received optical power.
* Fiber Loss [dB].
» Status of the RX3 Optical Low, RX3 Optical Warn, and RX3 Optical High alarms.

» Alarm summary RU3 - Maximum severity of the alarms active for the remote unit
connected to the receiver 3.

* Receiver Rx 4
* Enable Rx check box — Optical receiver enable/disable check box.
* Attenuation Rx [dB] - Receiver attenuation.
» Opt. power Rx [dBm] — Received optical power.
» Fiber Loss [dB].

» Alarm summary RU4 - Maximum severity of the alarms active for the remote unit
connected to the receiver 4.
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NG OTRX Panel

1.4.1 NG OTRX 2B (ED35B35TD)
Optical Transmitter/Receiver for Master Unit, 358 (3450-3550MHz)/35T (3700-3980MHz), MIMO 2x2, 4 Sectors 8OUT, WDM

Identification Alarm summary
Type hex 000084 Communication state [ ]
Model hex 000000000001 Max severity L ]
Version 11044 Active Alarms 0
Serial Number 1046157004
Board Temperature ['C] 407|  Low Temperature @  InitFailure [ ]
Core Temperature ['C] 71 High Temperature @  Configuration file corrupted L ]
Mains Fault @  Clock Distributor Unlock ®
TDD Unlock [ )
CGonfiguration 1 v
—/ Al
2 A2
| eB1]| Ao Ao
B “-oB2| 5o B o
c sfeci| co c
Dot [ c2| Do De
L_feoi
Conf. 1\ D2 Conf.2 ®D2
Opt. Link state LGfiber v|  RxOptical Low A1 o Opt. Link state Absent v | Rx Optical Low A2 [ ]
SFP Temperature ['C] 512 Loss of SyncAl @  SFPTemperature [C] 128 Loss of Sync A2 ]
Opt. Power Tx [dBm] -08  RU Type Mismatch At [ ] Opt. Power Tx [dBm] 70, RU Type Mismatch A2 [ )
Opt. Power Rx [dBm] 2 RUTaddr | fe80::1a45:b3fffe90:2450 Opt. Power Rx [dBm] 70
Alarm summary RU1 [ ]
Attenuation UL1 [dB] 0 Attenuation DL1 [dB] 0 Attenuation UL2 [dB] 0 Attenuation DL2 [dB] 0
RMS Power Max A UL1 @  Overdrive ADL1 @  RMS Power MaxAUL2 @  Overdrive ADL2 )
Current A UL1 [ ] CurrentA UL2 [ ]

Opt. Link state Absent v Rx Optical Low B1 [ ] Opt. Link state Absent v Rx Opfical Low B2 [ ]
SFP Temperature [C] -128)  Loss of Sync B1 @  SFP Temperature [C] -128|  Loss of Sync B2 [ ]
Opt. Power Tx [dBm] 70| RU Type Mismatch B1 @  Opt Power Tx [dBm] 70| RU Type Mismatch B2 [ ]
Opt. Power Rx [dBm] 70 Opt. Power Rx [dBm] 70

Attenuation UL1 [dB] 0 Attenuation DL1 [dB] 0 Attenuation UL2 [dB] 0 Attenuation DL2 [dB] [
RMS Power Max B UL1 @  Overdrive BDL1 @  RMS Power MaxB UL2 @  Overdrive B DL2 [}
Current B UL1 [ ] Current B UL2 ®

Opt. Link state Absent v Rx Optical Low C1 [ ] Opt. Link state Absent v Rx Optical Low C2 [ ]
SFP Temperature [C] -128)  Loss of Sync G1 @  SFP Temperature [C] -128|  Loss of Sync G2 [ ]
Opt. Power Tx [dBm] 70| RU Type Mismatch C1 @  Opt Power Tx [dBm] 70| RU Type Mismatch C2 [}
Opt. Power Rx [dBm] 70 Opt. Power Rx [dBm] 70

Attenuation UL1 [dB] 0 Aitenuation DL1 [dB] 0 Attenuation UL2 [dB] 0 Attenuation DL2 [dB] 0
RMS Power Max C UL1 @®  Overdrive C DL1 @  RMS Power Max C UL2 @  Overdrive CDL2 L]
Gurrent G UL1 [ ] Gurrent G UL2 [}

L
Opt. Link state Absent v Rx Optical Low D1 [ ) Opt Link state Absent v Rx Optical Low D2 o
SFP Temperature [C] <128)  Loss of Sync D1 @  SFP Temperature [1C] -128|  Loss of Sync D2 [ ]
Opt. Power Tx [dBm] 70| RU Type Mismatch D1 @  Opt Power Tx [dBm] 70| RU Type Mismatch D2 [ ]
Opt. Power Rx [dBm] 70 Opt. Power Rx [dBm] 70
Attenuation UL1 [dB] 0 Atenuation DL1 [dB] 0 Attenuation UL2 [dB] 0 Attenuation DL2 [dB] [
RMS Power Max D UL1 @  Overdrive D DL1 @  RMS Power MaxD UL2 @  Overdrive D DL2 ]
Current D UL1 [ ] Current D UL2 [ ]

Fans

Fan 1 speed [rpm] 12200 Fan 2 speed [rpm] 11900 Fan Speed L)

JMA DAS Platform - Remote Monitoring and Management User Guide 15
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The NG OTRX panel includes the following information about the next generation MIMO
2x2 optical transceiver:

* Identification
» Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version
* Serial Number
* Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Parameters
* Detected Board Temperature.
* Detected Core Temperature.

» Status of the Low Temperature, High Temperature, Mains Fault, TDD Unlock, Clock
Distributor Unlock, Configuration file corrupted (dual band models only), and Init Failure
alarms.

* RF Path Mapping - Simulcast

» Configuration drop-down list — Selected simulcast configuration. Users logged in with
the admins, superusers, or users role can select how the RF signal from different
MIMO 2x2 cells is distributed to the remote units connected to the NG OTRX optical
ports (A1, A2, B1, B2, C1, C2, D1, D2). Eight different simulcast configurations are
available. Configuration 1 is the default factory configuration. See "Selecting the NG
OTRX Simulcast Configuration" on page 45.

* Conf<number> diagrams — The diagrams describe how the different simulcast
configurations distribute the RF signal to the connected remote units. When you select a
configuration from the drop-down list, the diagram that corresponds to the selected
configuration is highlighted.

* <optical port label> - <position of the connected remote unit in the system
(link to the remote unit panel)>

Note: When the port is connected to a remote unit, the address of the connected remote
unit is displayed in the title of the pane, next to the optical port label. Click the address to
open the connected remote unit panel.

The NG OTRX optical ports are labeled and humbered as follows:
» Al (port number 1), A2 (port number 2)
* B1 (port number 3), B2 (port number 4)
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» C1 (port number 5), C2 (port number 6)
* D1 (port number 7), D2 (port number 8).
For each port the following information is provided:
» Opt. Link state:
- absent - no fiber is connected to the optical port.
- LC fiber - LC fiber connected to the optical port.
» SFP Temperature
* Opt. Power Tx — Transmitted optical power.
* Opt. Power Rx — Received optical power.
» Status of the Rx Optical Low, Loss of Sync, and RU Type Mismatch alarms.
» RU<port number> addr. - IPv6 Address of the connected remote unit.

» Alarm summary RU<port number> - Maximum severity of the alarms active for the
remote unit connected to the optical port.

= RF Path A, RF Path B, RF Path C, RF Path D

The NG OTRX RF paths are identified as A, B, C, D. For each RF path the following
information is provided:

» Attenuation UL1 [dB], Attenuation DL1 [dB] - Attenuations for the RF Path, MIMO1
layer.

» Attenuation UL2 [dB], Attenuation DL2 [dB] - Attenuations for the RF Path, MIMO2
layer.

» Status of the RMS Power Max <path> UL1, Overdrive <path> DL1, Current <path>
UL1, RMS Power Max <path> UL2, Overdrive <path> DL2, Current <path> UL2 alarms.

* Fans
* Fan 1 speed - Actual rotation speed of fan 1 (rpm, revolutions per minute).
» Fan 2 speed - Actual rotation speed of fan 2 (rpm, revolutions per minute).
Note: If the fan rotation speed is 4300 rpm, the fan is not spinning.
» Status of the Fan Speed alarm.
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RU Panel

A panel is available for each remote unit (RU) equipped in the DAS. The panels vary based on
the model of the remote unit.

Note: In the Physical Tree, remote units are contained within the connected MU-OTRX.

1582 RU POLE 20W SDRU (T2325WXAT) 1512 RU ABO182126A]
= Frermode Uit Pole 200 WES2300(4308m 23 TOO4308m) AC W55 1 SCAPC Wideband 4 310 - E200 £ PG Duplesedd
o iy
- 3 At Ml °
Seria b 1012903001
513 Veous [ W7 Tempersne [ 27
e Cpcal Prowns 37 FxOpical Low @ R Opcs Hgh .
e 2 00 RxOpscal s .
esercy | LTERS00 - 6 o 2535M ¥ - .
AF R n2
Fe—t ] ] Asterasion DX, 48] ]
@ UTEROCL Purtow .
[ — @ LTERCO DL Pwrigh .
RF Enabde R o
—r] ] —— 0
BF Enat B Pwiuid 17
e —] 0 ——— 0
. . H00 B, P Lo ™
51800 UL Py . [ °
°F Ena @ e 125

ame Erable Sevarny Potarity sase
- crecal * acvelow v e
- wamng v acvelm .
- wamng v acaveiom .
B |wemg == e
——
e Baticy st
[ * CLOSED .
Maraad CLOSED
Marua CLOSED
Marsasi CLOSED

The RU panel includes the following information about the selected remote unit:
* Identification

* Type hex (hexadecimal notation)

* Model hex (hexadecimal notation)

* Version

* Serial Number
* Alarm Summary

* Communication state
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This document contains JMA Wireless proprietary and/or confidential information.



Appendix - Description of the Main Panels of the DAS Components

* Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms

* Description
Remote unit Name and Description.

Users logged in with the admins, superusers, or users role can assigh a name and add a
description. See "Assigning Names to the DAS Components" on page 44.

* Parameters — Remote unit operating parameters and alarm status.

Note: The parameters and alarms displayed vary based on the model of the selected
remote unit.

* Transmitter (SISO remote units)
* Transmitter alarm status.

* Pole-mount and very-high-power (VHP) remote units: A button is available to
access the details of the optical module (ROTRX) equipped inside the remote unit.

* Transmitter 1 (MIMO remote units, layer 1)
* Transmitter 1 alarm status.

* Pole-mount and very-high-power (VHP) remote units: A button is available to
access the details of the optical module (ROTRX) equipped inside the remote unit.

* Transmitter 2 (MIMO remote units, layer 2) - Transmitter 2 alarm status.

* Receiver (SISO remote units) — Receiver parameters and alarm status.

* Receiver 1 (MIMO remote units, layer 1) - Receiver 1 parameters and alarm status.
* Receiver 2 (MIMO remote units, layer 2) - Receiver 2 parameters and alarm status.

* CW parameters (available for RUs models supporting the CW Test UL
generation feature) — CW parameters for continuous wave (CW) testing: Frequency
drop-down list, CW Test button, and CW Fault alarm status icon.

* Channel <band name> (SISO remote units)

One pane is available for each band enhanced by the remote unit. Each pane includes the
RF Enable check box, which allows users logged in with the admins, superusers, or
users role to enable and disable the downlink RF output for the channel. See "Enabling or
Disabling RF for the Remote Unit Downlink Path" on page 61.

Note: For pole-mount and very-high-power (VHP) remote units a button is available to
access the details of the power amplifier equipped inside the remote unit.
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* Channel <band name> M1 (MIMO remote units, layer 1)
MIMO layer 1 parameters and alarm status.

The RF Enable check box allows users logged in with the admins, superusers, or users
role to enable and disable the downlink RF output for the MIMO layer. See "Enabling or
Disabling RF for the Remote Unit Downlink Path" on page 61.

Note: For pole-mount and very-high-power (VHP) remote units a button is available to
access the details of the power amplifier equipped inside the remote unit.

* Channel <band name> M2 (MIMO remote units, layer 2)
MIMO layer 2 parameters and alarm status.
The RF Enable check box allows users logged in with the admins, superusers, or users
role to enable and disable the downlink RF output for the MIMO layer. See "Enabling or
Disabling RF for the Remote Unit Downlink Path" on page 61.

* TDDU (available for TDD pole-mount and TDD very-high-power remote units
only)
» Status of the PLL Unlock and TDD Unlock alarms.
» TDDU alarm summary - Maximum severity of the alarms active for the TDD

synchronizer equipped inside the remote unit.

* Show TDDU details - Link to the TDD synchronizer panel.

* Fan (if equipped):
» Fan speed <fan number> [%] — Rotational speed set for the fan.
» Fan speed <fan number> [rpm] - Actual fan rotational speed (revolutions per minute).
» Status of the Fan Speed alarm.

* External Alarms - Alarm status of the external devices connected to the remote unit.
Users logged in with the admins, superusers, or users role can enable or disable each

external alarm, and set the external alarm name, severity, and polarity. See "Setting
External Alarms and Relays" on page 50.

* Relays - External outputs name and logic. Users logged in with the admins,
superusers, or users role can switch external outputs either manually or automatically.
See "Relays" on page 51.
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NG RU and NG SDRU Panels
A panel is available for each next generation remote unit (NG RU or NG SDRU) equipped in
the DAS.

Note: In the Physical Tree, Next Generation Remote Units (NG RU) and Next Generation
Software Defined Remote Units (NG SDRU) are contained within the connected NG OTRX.
The following figure shows an example of the NG RU panel:

X Configuration read from device 2024-03-26 15:03:43

. 1.5.1.3 | NG RU (RD35TWW2AT)
Remote Unit Box 1B 35T (3700-3980MHz), 40W, M2x2, AC, 4.3-10

s

|

:
I
|

B 1
Type hex 00005E Communication state [ ]
Model hex 0000000000C1 Max severity ]
Version 1.3.056 Active Alarms 1
Serial Number 1029875043
Name
Description
Board temperature ['C] 371 Low Temperature [ ] Init Failure [ ]
Core temperature ['C] 40 High Temperature [ ] Clock Distributor Unlock [ ]
Temperature Minor [ ] Mains Fault [ ] TDD Unlock @
Temperature Warning @ PSU High Temperature @ ' Reset
Opt. Link state LC fiber v Opt. Power Tx [dBm] -19 RU addr. feB0::1a45:b3ff:-fe90:-bdc
SFP Temperature [C] T Opt. Power Rx [dBm] -36 Loss of Sync @

Channel 35T M1

RF Enable Pwr DL [dBm] -100
Attenuation UL [dB] 0 Attenuation DL [dB] ]
35T M1 UL Current [ ] 35T M1 DL Power Low [ ]
35T M1 ULALG @ 35T M1 DL Power High [ ]

Other alarms [ ]
RF Enable (] Pwr DL [dBm] -100
Attenuation UL [dB] 0 Attenuation DL [dB] ]
35T M2 UL Gurrent [ ] 35T M2 DL Power Low [ ]
35T M2 UL ALC @ 35T M2 DL Power High [ ]

Other alarms. @
Fan 1 speed [rpm] 0 Fan 3 speed [rpm] Q Fan Speed [ ]
Fan 2 speed [rpm] 0 Fan 4 speed [rpm] Q

External alarms

Name Enable Severity Polarity State
Ext. name 1 warning v active-low v )
Ext. name 2 warning v active-low v [ ]
Ext. name 3 warning A active-low v ®
Ext. name 4 warning v active-low v [ ]
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The following figure shows an example of the NG SDRU panel:

$ Configuration read from device 2024-03-26 15:11:48

.;

e 1.5.1.4 NG SDRU (RD35TWX2AT)
Remote Unit Box 18 35T (3700-39800MHz)(46dBm), SDRU, M2x2, AC, 4.3-10

h
f
f
|

vl ]
- Rl

Type hex Q00062 Communication state @
Model hex 0000000000C Max severity @
Version 1.3.05 Active Alarms 1
Serial Number 1025744991
Name
Description
Board temperature ['C] 37 Low Temperature [ ] Init Failure @
Core temperature ['C] 388 High Temperature [ ] Clock Distributor Unlock ]
Temperature Minor [ ] Mains Fault [ ] TDD Unlock @
Temperature Warning [ ] PSU High Temperature [ ] C' Reset
Opt. Link state LG fiber Opt. Power Tx [dBm] 0 RU addr. fe80::1a45 b3ff-fe90:bd8
SFP Temperature ['C] 40 Opt. Power Rx [dBm] -04 Loss of Sync ]

Channel 35T M1 (46dBm)

RF Enable Pwr DL [dBm] -100
Attenuation UL [dB] 10 Attenuation DL [dB] 5
35T M1 UL Gurrent @ 35T M1 DL Power Low @
35T M1 ULALC [ ] 35T M1 DL Power High ]

Other alarms [ ]
RF Enable ] Pwr DL [dBm] -100
Attenuation UL [dB] 0 Attenuation DL [dB] 0
35T M2 UL Gurrent @ 35T M2 DL Power Low @
35T M2 ULALC [ ] 35T M2 DL Power High [ ]

Other alarms [ ]
Fan 1 speed [rpm] 0 Fan 3 speed [rpm] 0 Fan Speed ]
Fan 2 speed [rpm] 0 Fan 4 speed [rpm] 0

Extemal alarms

Name Enable Severity Polarity State
Ext. name 1 warning v active-low v [ ]
Ext. name 2 warning ~ active-low ~ [ ]
Ext. name 3 warning v active-low v [ ]
Ext. name 4 warning ~ active-low ~ [ ]

The NG RU and NG SDRU panels include the following information about the selected next
generation remote unit:

* Identification
* Type hex (hexadecimal notation)
» Model hex (hexadecimal notation)
* Version

» Serial Number
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* Alarm Summary
* Communication state
» Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms

* Description - Remote unit Name and Description

Users logged in with the admins, superusers, or users role can assign a name and add a
description. See "Assigning Names to the DAS Components" on page 44.

* Parameters
* Detected Board Temperature.
* Detected Core Temperature.

» Status of the Temperature Minor, Temperature Warning, Low Temperature, High
Temperature, Mains Fault, PSU High Temperature, Init Failure, Configuration file
corrupted (dual band units only), Clock Distributor Unlock and TDD Unlock alarms.

* Reset - The reset button is available for all users to power cycle the unit.
* Link
» Opt. Link state:
- absent - No fiber is connected to the optical port.
- LCfiber - LC fiber connected to the optical port.
* Detected SFP Temperature
» Opt. Power Tx — Transmitted optical power.
» Opt. Power Rx — Received optical power.
* RU addr. - IPv6 Address of the remote unit.
» Status of the Loss of Sync alarm.

* Channel <band name> M1 (<licensed output power>, NG SDRU panel only) -
MIMO layer 1 parameters and alarm status.

* RF Enable — The RF Enable check box allows users logged in with the admins,
superusers, or users role to enable and disable downlink RF output for the MIMO
layer. See "Enabling or Disabling RF for the Remote Unit Downlink Path" on page 61.

* Pwr DL - Detected downlink output power.

» Attenuation UL and Attenuation DL - Attenuations set for the MIMO1 layer. Users
logged in with the admins, superusers, or users role can set attenuations.

* Channel <band name> M2 (<licensed output power>, NG SDRU panel only) -
MIMO layer 2 parameters and alarm status.

* RF Enable - The RF Enable check box allows users logged in with the admins,
superusers, or users role to enable and disable downlink RF output for the MIMO
layer. See "Enabling or Disabling RF for the Remote Unit Downlink Path" on page 61.
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* Pwr DL - Detected downlink output power.

» Attenuation UL and Attenuation DL - Attenuations set for the MIMO1 layer. Users
logged in with the admins, superusers, or users role can set attenuations.

Note: The operating bands and output power of Software Defined Remote Units (SDRU)
are tied to license keys, which can be managed remotely using the JMA Wireless SDRU
Panel software. No channel panes are available on the NG SDRU panel until licenses are
activated using the SDRU Panel software. If not all the expected channels and output
power levels are available, verify the activation of purchased features. Refer to the JMA
DAS Platform SDRU Panel User Guide for details.

* Fans (remote units with forced-air cooling only)
* Fan speed <fan number> [rpm] — Actual fan rotational speed (revolutions per minute).
» Status of the Fan Speed alarm.

* External Alarms - Alarm status of the external devices connected to the remote unit.
Users logged in with the admins, superusers, or users role can enable or disable each
external alarm, and set the external alarm name, severity, and polarity. See "Setting
External Alarms and Relays" on page 50.
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Point to Point Link

Two TTRUPTP panels are available for the management of each optical Point-to-Point link:

Point-to-Point link master and secondary panels.

TTRUPTP Master Panel

X Configuration read from device 2018-05-25 13:14:51
[ S

E 1.1.7 | TTIRUPTP (TTRUPTPMW-S)
-~
._ i Point to Point link Master, Ultra band, with WOM, wio Manifor, 5C-APC, lambda 1550

ldentification Alarm summary

Type hex noooo4 Cammunication state @

Model hex 000000000729 hlax severity [ ]

“ersian 2 Active Alarms 0

Serial Mumber 1008061003

Description

Marne PTP-12

Description Connected to PTP-52

Parameters

Temperature [°C] 43 Law Temperature @® Mains Faul [ ]

High Temperature [ ]

Transmitter

T¥ enabled Laser Fault [ ]

Aft Ty [dB] 0B Laser Warn [ ]

Receiver

Power Rx[dBm)] -1 Att In [dE] 0 R Optical Low @

Fiber Loss [dB] 7 At Out [dE] ok Ry Optical Warn @
R Optical High [ ]

The TTRUPTP Master panel includes the following information about the master Point-to-

Point module:
* Identification
* Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version
> Serial Number
* Alarm Summary
* Communication state
» Max severity - Maximum severity of active alarms

» Active Alarms - Number of active alarms
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* Description - TTRUPTP Master Name and Description.

Users logged in with the admins, superusers, or users role can assigh a name and add a
description. See "Assigning Names to the DAS Components" on page 44.

* Parameters

* Detected Temperature.

» Status of the Low Temperature, High Temperature, Mains Fault alarms.
* Transmitter

» Tx enabled - Transmitter enable/disable check box. Users logged in with the admins,
superusers, or users role can enable or disable the Optical Transmitter.

» Att Tx - Optical Transmitter downlink attenuation. Users logged in with the admins,
superusers, or users role can set the transmitter attenuation. See "Adjusting the
Point-to-Point Link RF Gain" on page 49.

» Status of the Laser Fault and Laser Warn alarms.
* Receiver

* Power Rx — Received optical power.

> Fiber Loss.

» Att In and Att Out - Receiver uplink attenuation (In/Out). Users logged in with the
admins, superusers, or users role can set the receiver attenuation. See "Adjusting
the Point-to-Point Link RF Gain" on page 49.

> Status of the Rx Optical Low, Rx Optical Warn, Rx Optical High alarms.
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TTRUPTP Secondary Panel

X cConfiguration read from device 2018-05-25 13:17:30

B 1.10.1 | TTRUPTP (TTRUPTPSW-S)
‘:ﬁ Point to Point fink Secondary, Ulira band, with WOM, wio Monifor, S5C-APC, lambda 1550

Identification Alarm surmmary

Type hex ooooo4 Communication state [ ]

Model hex 000000000739 M severity @

Wersion 4 Active Alarms 0

Serial Mumber 121389017

Description

Mame

Description Cannected to PTP-M1

Parameters

Temperature [°C] 535 Law Temperature [ ] Operator [ ]

High Temperature [ ] Iains Fault [ ]

Transmitter

Aft T [dB] 10 Laser Fault O
Laser Warn [ ]

Feceiver

Paower Ry[dBm] -1 Aft In [0B] ok R Optical Law @

Fiber Loss [dE] 7 Att Out [dE] 1] R Optical Warn @
R Optical High @

The TTRUPTP Secondary panel includes the following information about the secondary
Point-to-Point module:

* Identification
* Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version
* Serial Number
* Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Description - TTRUPTP Secondary Name and Description

Users logged in with the admins, superusers, or users role can assigh a name and add a
description. See "Assigning Names to the DAS Components" on page 44.
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* Parameters

* Detected Temperature.

» Status of the Low Temperature, High Temperature, Operator, and Mains Fault alarms.
* Transmitter

» Att Tx - Optical Transmitter downlink attenuation. Users logged in with the admins,
superusers, or users role can set the transmitter attenuation. See "Adjusting the
Point-to-Point Link RF Gain" on page 49.

> Status of the Laser Fault and Laser Warn alarms.
* Receiver

* Power Rx — Received optical power.

> Fiber Loss.

» Att In and Att Out: Receiver uplink attenuation (In/Out). Users logged in with the
admins, superusers, or users role can set the receiver attenuation. See "Adjusting
the Point-to-Point Link RF Gain" on page 49.

> Status of the Rx Optical Low, Rx Optical Warn, Rx Optical High alarms.
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TTRUPTP Secondary without 4-way Splitter/Combiner Panel

$ Configuration read from device 2019-01-24 13:57:56

. 1.10.1 | TTRUPTP (TTRUPTPSN25-5-1)

" S

-

i: Point to Point iink Secondary, Ulira band, w/o WDM, wio Montor, wo
Splitter/Combinet, SC-APC, lambda 1557

|

[dentification Alarm summary

Type hex 000004 communication state @
Model hex 000000001331 har severity [ ]
wiersion 4 Active Alarms 0
Serial Mumber 0

Diescription

Mame PTP_SECOMNDAY

Description chiuso completo

Temperature [7C] 481 Lowe Temperature ] Ciperator @
High Temperature @®  Mains Fault @
Transmitter
At Tx [dE] 103 Laser Fault (]
Laser Warn [ ]
Recei
Power R¥dBm] 6.4 At In [dB] ok Fx Optical Low ®
Fitber Loss [dB] 0 At Cut [dB] ok Ry Optical Warn @
Ry Optical High [ ]

The TTRUPTP Secondary without 4-way splitter/combiner panel includes the following
information about the secondary Point-to-Point module, without four-way splitter/combiner
module:

* Identification
* Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version
* Serial Number
* Alarm Summary
* Communication state
* Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms

* Description - TTRUPTP Secondary without 4-way splitter/combiner Name and
Description

JMA DAS Platform - Remote Monitoring and Management User Guide 139
This document contains JMA Wireless proprietary and/or confidential information.



Appendix - Description of the Main Panels of the DAS Components

Users logged in with the admins, superusers, or users role can assign a name and add a
description. See "Assigning Names to the DAS Components" on page 44.

* Parameters

* Detected Temperature.

» Status of the Low Temperature, High Temperature, Operator, and Mains Fault alarms.
* Transmitter

» Att Tx - Optical Transmitter downlink attenuation. Users logged in with the admins,
superusers, or users role can set the transmitter attenuation. See "Adjusting the
Point-to-Point Link RF Gain" on page 49.

> Status of the Laser Fault and Laser Warn alarms.
* Receiver

» Power Rx — Received optical power.

> Fiber Loss.

» Att In and Att Out: Receiver uplink attenuation (In/Out). Users logged in with the
admins, superusers, or users role can set the receiver attenuation. See "Adjusting
the Point-to-Point Link RF Gain" on page 49.

» Status of the Rx Optical Low, Rx Optical Warn, Rx Optical High alarms.
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Next Generation Point to Point Link

Two panels are available for the management of each next generation optical Point-to-Point
link: NG PtoP Master and NG PtoP Secondary.

Note: When the DAS includes next generation point-to-point links, the DAS components
installed at the master unit location and the DAS components installed at the remote location
are managed by two separate supervision modules. You need to connect to the supervision
modules separately to gain access to the NG PtoP Master and NG PtoP Secondary panels.

NG PtoP Master

; Configuration read from device 2024-06-20 10:31:13

1.9.1/ NG PtoP 2B (ED35B35TDM)
Point to Point link Master, 358 (3450-3550hHz)/35T (3700-3980MHz), MINO 2x2, 40UT 4iN, WDM

Type hex 000065/  Communication state
Model hex 000000000001 Max severity .
Version 11044 Active Alarms 1
Serial Number 1047521001
Name ED25B35TDM
Description 4203
Board Temperature ['C] 43)  Low Temperature @  InitFailure )
Core Temperature ['C] 64.3|  High Temperature @  Configuration file corrupted )
Mains Fault @  Clock Distributor Unlock )
TDD Unlock ®
A | _
Opt. Link state LCfiber v RxOptical LowA1 @  Opt Linkstate LCfiber v Rx Opical Low B1
SFP Temperature [C] 526  Loss of SyncAl @  SFPTemperature [C] 546  Loss of Sync B ®
Opt. Power Tx [dBm] 14, PloP Type Mismatch A1 @  Opt Power Tx [dBm] 18| PtoP Type Mismatch B1 @
Opt. Power Rx [dBm] 51 Opt. Power Rx [dBm] 55
e | _
Opt. Link state LCfiber v|  RxOptical Low G1 @®  Opt Linkstate LGfiber v RxOptical Low D1
SFP Temperature [1C] 483 Lossof Sync C1 @  SFP Temperature [C] 465 Loss of Sync D1 [
Opt. Power Tx [dBm] 26|  PtoP Type Mismatch C1 @  Opt Power Tx [dBm] 17| PtoP Type Mismatch D1 ®
Opt. Power Rx [dBri] 5 Opt. Power Rx [dBrm] 8
Attenuation Rx1 [dB] 0 Attenuation Tx1 [dB] 0 Attenuation Rx2 [dB] 0 Attenuation Tx2 [dB] 0
RMS Power Max ARx1 @  OverdriveATx1 @  RMS Power MaxARx2 @  OverdiveATx2 @
Current A Rx1 () Current A Rx2 )
Attenuation Rx1 [dB] 0 Attenuation Tx1 [dB] 0 Attenuation Rx2 [dB] 0 Attenuation Tx2 [dB] 0
RMS Power Max B Rx @  Overdrive B Tx1 @  RMS Power MaxB Rx2 @  OverdiveBTx2 )
Current B Rx1 [ ) Current B Rx2 ®
Attenuation Rx1 [dB] 0 Aftenuation Tx1 [dB] 0 Attenuation Rx2 [dB] 0 Attenuation Tx2 [dB] [}
RMS Power Max C Rx1 @  Overdrive € Tx1 @  RMS Power Max C Rx2 @ OverdiveCTx2 )
Current G Rx1 [ ] Current G Rx2 [
Attenuation Rx1 [dB] 0 Attenuation Tx1 [dB] 0 Attenuation Rx2 [dB] 0 Attenuation Tx2 [dB] 0
RMS Power Max D Rx1 @  Overdrive D Tx1 @  RMS Power Max D Rx2 @  Overdive D Tx2 1)
Current D Rxt () Current D Rx2 )

Fans

Fan 1 speed [rpm] 9600 Fan 2 speed [pm] 9500 Fan Speed o
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The NG PtoP Master panel includes the following information about the selected next
generation master Point-to-Point component:

* Identification

» Type hex (hexadecimal notation)

* Model hex (hexadecimal notation)

» Version

» Serial Number

* Alarm Summary

>

>

>

Communication state
Max severity — Maximum severity of active alarms

Active Alarms - Number of active alarms

* Description — NG PtoP Master Name and Description

Users logged in with the admins, superusers, or users role can assign a name and add a
description. See "Assigning Names to the DAS Components" on page 44.

" Parameters

4

4

4

Detected Board Temperature.
Detected Core Temperature.

Status of the Low Temperature, High Temperature, Mains Fault, Init Failure,
Configuration file corrupted (dual band models only), Clock Distributor Unlock, and TDD
Unlock alarms.

* <optical port label>
The NG PtoP Master optical ports are labeled A1, B1, C1, and D1.
For each port the following information is provided:

>

>

4

4

4

Opt. Link state:

- absent: no fiber is connected to the optical port.
- LC fiber: LC fiber is connected to the optical port.
SFP Temperature

Opt. Power Tx — Transmitted optical power.

Opt. Power Rx — Received optical power.

Status of the Rx Optical Low, Loss of Sync, and PtoP Type Mismatch alarms.

= RF Path A, RF Path B, RF Path C, RF Path D

The PtoP Master RF paths are identified as A, B, C, D. For each RF path the following
information is provided:

» Attenuation Rx1 [dB], Attenuation Tx1 [dB] — Attenuations for the RF Path, MIMO1

layer. Users logged in with the admins, superusers, or users role can set
attenuations. See "Adjusting the Next Generation Point-to-Point Link RF Gain" on
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page 48.

» Attenuation Rx2 [dB], Attenuation Tx2 [dB] - Attenuations for the RF Path, MIMO2
layer. Users logged in with the admins, superusers, or users role can set
attenuations. See "Adjusting the Next Generation Point-to-Point Link RF Gain" on

page 48.

» Status of the RMS Power Max <RF path> Rx1, Overdrive <RF path> Tx1, Current <RF
path> Rx1, RMS Power Max <RF path> Rx2, Overdrive <RF path> Tx2, Current <RF
path> Rx2 alarms.

* Fans
» Fan 1 speed - Actual rotation speed of fan 1 (rpm, revolutions per minute).
» Fan 2 speed - Actual rotation speed of fan 2 (rpm, revolutions per minute).
Note: If the fan rotation speed is 4300 rpm, the fan is not spinning.

» Status of the Fan Speed alarm.
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NG PtoP Secondary

; Configuration read from device 2024-06-20 10:21:09

1.11.1/ NG PtoP 2B (ED35B35TDS)
Point to Point link Secondary, 358 (3450-3550MHz)/35T (3700-3980MHz), MINO 2x2, 40UT 4IN, WDM

Type hex 000085 Communication state [)

Model hex 000000000021 Max severity [ ]

Version 11046 Active Alarms ]

Serial Number 1047521002

Name ED35B35TDS

Description 4204

Board Temperature ['C] 367  Low Temperature @  InitFailure [ ]

Core Temperature [1C] 659 High Temperature @  Configuration file corrupted [ )
Mains Fault @  Clock Distributor Unlock ®

TDD Unlock [ ]

RF Path Mapping - Simulcast

Gonfiguration 8 v

o ° o ° o ° o ° o ° o ° o oA | a1

° ° o > o ° > ° ° > o ° ° %8 |B1 e

° ° ° ° - ° ° © ° ° o ° ° o |Cle e

o ° ° o o ° ° ° ° o o ° ° o0 |Die \ D
Conf. 8

‘
‘

Opt. Link state LCfiber v RxOptical LowA1 @  Opt Linkstate LGfiber v RxOptical Low B1 ]
SFP Temperature [1C] 521|  Loss of Sync At @  SFPTemperature ] 518]  Loss of Sync BY )
Opt. Power Tx [dBm] 18| PtoP Type Mismatch A1 @  Opt Power Tx[dBm] 16 PtoP Type Mismatch B1 ®
Opt. Power Rx [dBr] K Opt. Power Rx [dBm] 13

Opt. Link state LCfiber v|  RxOptical Low C1 @  Opt Linkstate LCfiber v|  RxOptical Low D1 ®
SFP Temperature [1C] 482|  Lossof Sync G1 @  SFPTemperature [C] 433|  Loss of Sync D1 @
Opt. Power Tx [dBm] 23| PtoP Type Mismatch C1 @  Opt Power Tx[dBm] 1.7 PtoP Type Mismatch D1 [
Opt. Power Rx [dBr] EE Opt. Power Rx [dBm] 37

Attenuation Rx1 [dB] 0 Attenuation Tx1 [dB] 0 Attenuation Rx2 [dB] [ Attenuation Tx2 [dB] 0
RIS Power Max ARx1 @  Overdrive ATx1 @  RMS Power Max ARx2 @®  Overdrive ATx2 L]
Current A Rx1 ] Current ARX2 [ ]

Attenuation Rx1 [dB] 0 Attenuation Tx1 [dB] 0 Attenuation Rx2 [dB] 0 Attenuation Tx2 [dB] 0
RMS Power Max B Rx1 @  Overdrive BTxt @  RMS Power Max B Rx2 ®  Overdive B Tx2 [ ]
Current B Rx1 @ Current B Rx2 ()

Attenuation Rx1 [dB] 0 Attenuation Tx1 [dB] 0 Attenuation Rx2 [dB] 0 Attenuation Tx2 [dB] [
RMS Power Max C Rx1 @  Overdrive CTx1 @  RMS Power Max CRx2 @  Overdive CTx2 [ ]
Current C Rx1 ® Current C Rx2 [ )

Attenuation Rx1 [dB] 0 Aftenuation Tx1 [dB] 0 Aftenuation Rx2 [dB] 0 Attenuation Tx2 [dB] 0
RMS Power Max D Rx1 @  Overdrive D Tx1 @  RMS Power Max D Rx2 @  Overdrive D Tx2 L]
Current D Rx1 ] Current D Rx2 [ ]

Fans

Fan 1 speed [rpm] 11100|  Fan 2 speed [rpm] 11350 Fan Speed [ )

The NG PtoP Secondary panel includes the following information about the next generation
secondary Point to Point component:

Identification

* Type hex (hexadecimal notation)
* Model hex (hexadecimal notation)
* Version

» Serial Number
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* Alarm Summary
* Communication state
» Max severity — Maximum severity of active alarms
* Active Alarms - Number of active alarms
* Description - NG PtoP Secondary Name and Description

Users logged in with the admins, superusers, or users role can assign a name and add a
description. See "Assigning Names to the DAS Components" on page 44.

* Parameters
* Detected Board Temperature.
* Detected Core Temperature.

» Status of the Low Temperature, High Temperature, Mains Fault, Init Failure,
Configuration file corrupted (dual band models only), Clock Distributor Unlock, and TDD
Unlock alarms.

* RF Path Mapping - Simulcast (dual band units only)

*» Configuration drop-down list — Selected simulcast configuration. Users logged in with
the admins, superusers, or users role can select how RF signals are distributed. Eight
different simulcast configurations are available. Configuration 1 is the default factory
configuration. See "Selecting the Dual-band NG PtoP Secondary Simulcast
Configuration" on page 47.

» Conf<number> diagrams — The diagrams describe how the different simulcast
configurations distribute the RF signals. When you select a configuration from the
drop-down list, the diagram that corresponds to the selected configuration is
highlighted.

* <optical port label>
The NG PtoP Secondary optical ports are labeled A1, B1, C1, and D1.
For each port the following information is provided:
» Opt. Link state:
- absent: no fiber is connected to the optical port.
- LCfiber: LC fiber is connected to the optical port.
» SFP Temperature
* Opt. Power Tx — Transmitted optical power.
* Opt. Power Rx — Received optical power.
» Status of the Rx Optical Low, Loss of Sync, and PtoP Type Mismatch alarms.

Note: The (Sync) indication, which is displayed next to one of the optical ports, identifies
the CPRI link on which the NG PtoP Secondary derives the synchronization.
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* RF Path A, RF Path B, RF Path C, RF Path D
The PtoP Secondary RF paths are identified as A, B, C, D. For each RF path the following
information is provided:

» Attenuation Rx1 [dB], Attenuation Tx1 [dB] - Attenuations for the RF Path, MIMO1
layer. Users logged in with the admins, superusers, or users role can set
attenuations. See "Adjusting the Next Generation Point-to-Point Link RF Gain" on

page 48.
» Attenuation Rx2 [dB], Attenuation Tx2 [dB] — Attenuations for the RF Path, MIMO2

layer. Users logged in with the admins, superusers, or users role can set
attenuations. See "Adjusting the Next Generation Point-to-Point Link RF Gain" on

page 48.

» Status of the RMS Power Max <RF path> Rx1, Overdrive <RF path> Tx1, Current <RF
path> Rx1, RMS Power Max <RF path> Rx2, Overdrive <RF path> Tx2, Current <RF
path> Rx2 alarms.

* Fans

» Fan 1 speed - Actual rotation speed of fan 1 (rpm, revolutions per minute).

» Fan 2 speed - Actual rotation speed of fan 2 (rpm, revolutions per minute).
Note: If the fan rotation speed is 4300 rpm, the fan is not spinning.

» Status of the Fan Speed alarm.
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Getting Help: Technical Support Contact Information

* JMA International
+1315431-7100
+1 888 201-6073
customerservice@jmawireless.com
* JMA United States
Toll Free +1 888 201-6073, Outside US +1 315-431-7100
techsupport@jmawireless.com
* JMA Italy - BTC
+39 051 6946811
VAS-techsupport@jmawireless.com
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Abbreviations

Abbreviations

AGC
Automatic Gain Control

APN
Access Point Name

BS
Base Station

CPRI
Common Public Radio Interface

CSI-RS
Channel State Information Reference Signal

Csv

Comma Separated Value

DAS
Distributed Antenna System

DHCP
Dynamic Host Configuration Protocol

DL
Downlink

EU
European Union

FQDN
Fully Qualified Domain Name

HTTP
Hypertext Transport Protocol (http://)

HTTPS
secure Hypertext Transport Protocol (https://)

IPv4
Internet Protocol version 4
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Abbreviations

IPv6
Internet Protocol version 6

ITE
Information Technology Equipment

LAN
Local Area Network

LMT
Local Maintenance Terminal

MIMO
Multiple Input, Multiple Output

MU
Master Unit

Network Element Manager

NG
Next Generation

NTP
Network Time Protocol

O-RAN
Open Radio Access Network

PDU
Power Distribution Unit

PSU
Power Supply Unit

PTP
Precision Time Protocol

RAL
Restricted Access Location

RF
Radio Frequency
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Abbreviations

RU
Remote Unit

SDRU
Software Defined Remote Unit

SISO
Single Input, Single Output

SMS
Short Message Service

SNMP
Simple Network Management Protocol

SSB
Synchronization Signal Block

Syslog
System Logging Protocol

TCP
Transmission Control Protocol

TDD
Time Division Duplex

TDFE
Digital Donor Front End

uUbP
User Datagram Protocol

UK
United Kingdom

UL
Uplink

UPS
Uninterruptible Power Supply

UTC

Universal Time Coordinated
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VPN
Virtual Private Network

WAN
Wide Area Network

WDM
Wavelength Division Multiplexing

WWAN
Wireless Wide Area Network
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